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About This Document

This document supports z/OS (5694-A01) and z/0OS.e (5655-G52).

The two sections in this document are:

« [Part 1, “System Reference’| provides MVS™ system reference material useful for
diagnosing system problems. It also contains pointers to other documents that
contain more information.

- [Part 2, “Component Reference’| consists of component-specific information
describing diagnostic tools and information available for that component.

Who Should Use This Document

This document is intended for anyone who diagnoses system-wide problems.
Usually, this person is a systems programmer. The document assumes a solid
working knowledge of system functions.

Where to Find More Information

Where necessary, this document references information in other documents, using
shortened versions of the document title. For complete titles and order numbers of
the documents for all products that are part of z/OS, see(z/OS Information|

The flowing table lists titles and order numbers for documents related to
other products.

Short Title Used in This Document Title Order Number
SNA Network Product Formats SNA Network Product Formats LY43-0081

IBM System/370™ Bibliography IBM System/370 Bibliography GC20-0001
Principles of Operation z/Architecture™ Principles of Operation SA22-7832

Information updates on the web

For the latest information updates that have been provided in PTF cover letters and
Documentation APARs for z/OS and z/OS.e, see the online document at:

[http://www.s390.1bm.com:80/bookmgr-cgi/bookmgr.cmd/BOOKS/ZIDOCMST/CCONTENTS|

This document is updated weekly and lists documentation changes before they are
incorporated into z/OS publications.

Accessing z/OS licensed documents on the Internet

z/OS licensed documentation is available on the Internet in PDF format at the IBM
Resource Link™ Web site at:

[http://www.ibm.com/servers/resourcelink|

Licensed documents are available only to customers with a z/OS license. Access to
these documents requires an IBM Resource Link user ID and password, and a key
code. With your z/OS order you received a Memo to Licensees, (GI10-0671), that
includes this key code. *

1. z/OS.e customers received a Memo to Licensees, (GI10-0684) that includes this key code.
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To obtain your IBM Resource Link user ID and password, log on to:
[rttp://www.ibm.com/servers/resourcelink|

To register for access to the z/OS licensed documents:
1. Sign in to Resource Link using your Resource Link user ID and password.
2. Select User Profiles located on the left-hand navigation bar.

Note: You cannot access the z/OS licensed documents unless you have registered
for access to them and received an e-mail confirmation informing you that
your request has been processed.

Printed licensed documents are not available from IBM.

You can use the PDF format on either z/OS Licensed Product Library CD-ROM  or
IBM Resource Link to print licensed documents.

Using LookAt to look up message explanations

XViii

LookAt is an online facility that allows you to look up explanations for most
messages you encounter, as well as for some system abends and codes. Using
LookAt to find information is faster than a conventional search because in most
cases LookAt goes directly to the message explanation.

You can access LookAt from the Internet at:

[http://www.ibm.com/eserver/zseries/zos/bkserv/lookat/|

or from anywhere in z/OS where you can access a TSO/E command line (for
example, TSO/E prompt, ISPF, z/OS UNIX System Services running OMVS). You
can also download code from the z/OS Collection (SK3T-4269) and the LookAt Web
site that will allow you to access LookAt from a handheld computer (Palm Pilot VIIx
suggested).

To use LookAt as a TSO/E command, you must have LookAt installed on your host
system. You can obtain the LookAt code for TSO/E from a disk on your z/OS
Collection (SK3T-4269) or from the News section on the LookAt Web site.

Some messages have information in more than one document. For those
messages, LookAt displays a list of documents in which the message appears.
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Summary of Changes

Summary of changes
for GA22-7588-03
z/OS Version 1 Release 4

This document contains information previously presented in[z/0S MVS Diagnosis]
GA22-7588-02, which supports z/OS Version 1 Release 3.

New information

» Information is added to indicate this document supports z/OS.e.

« DFSMSrmm™ Resource Symbolic Names have been added to
[Summary” on page 6-5|

+ Three new sections have been added have been added to [Chapter 24, “System|
[Logger” on page 24-1}
— [‘Resolving System Logger Allocation Errors” on page 24-2|
— [‘Interpreting IXCMIAPU Output” on page 24—6|
— [‘Utility Error Messages” on page 24-12

« A new section, ['WLMDATA Contention Report” on page 26—87l has been added
to [Chapter 26, “Workload Manager (WLM)” on page 26-1]

This document contains terminology, maintenance, and editorial changes. Technical
changes or additions to the text and illustrations are indicated by a vertical line to
the left of the change.

Starting with z/OS V1R2, you may notice changes in the style and structure of
some content in this document—for example, headings that use uppercase for the
first letter of initial words only, and procedures that have a different look and format.
The changes are ongoing improvements to the consistency and retrievability of
information in our documents.

Summary of changes
for GA22-7588-02
z/OS Version 1 Release 3

The book contains information previously presented in|z/OS MVS Diagnosis|
GA22-7588-01, which supports z/OS Version 1 Release 2.

New information

A new chapter, |Chapter 30, “Program Management Diagnostic Aids” on|
|page 30-1|, has been added.
* An appendix with z/OS product accessibility information has been added.

Changed information

« [Chapter 21, “Real Storage Manager (RSM)” on page 21-1| has been updated with
64-bit support.

« [Chapter 26, “Workload Manager (WLM)” on page 26-1| has been updated for the
Workload Manager Support.

* Throughout the book, improvements have been made to provide current
examples, reference current hardware, and increase usability.
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This book contains terminology, maintenance, and editorial changes. Technical
changes or additions to the text and illustrations are indicated by a vertical line to
the left of the change.

Summary of changes
for GA22-7588-01
z/OS Version 1 Release 2

The book contains information previously presented in|z/OS MVS Diagnosis.|
GA22-7588-00, which supports z/OS Version 1 Release 1.

New information
* ENCREG and REALSWAP sysevents have been added.

Changed information
* Changes have been made to QSCECMP input and output registers.

* Throughout the book, improvements have been made to provide current
examples, reference current hardware, and increase usability.

Deleted information
* SYQSCST and SYQSCCMP sysevents have been removed.

This book contains terminology, maintenance, and editorial changes, including
changes to improve consistency and retrievability.

Summary of changes
for GA22-7588-00
z/OS Version 1 Release 1

This book contains information also presented in 0S/390® MVS Diagnosis:
Reference.

Technical changes include:
* Anew SYSEVENT, QVS (Query Virtual Server).

* Four new program call (PC) services, related to LPAR CPU management and
dynamic channel path management.

+ [Chapter 15, “Communications Task (COMMTASK)” on page 15-1|is updated with
support for SMCS consoles.

* New information in the WLMDATA Coupling Facility Manager report, related to
LPAR CPU management and dynamic channel path management.

This book contains terminology, maintenance, and editorial changes, including
changes to improve consistency and retrievability.
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Chapter 1. Identifying Modules, Components, and Products

This chapter contains three tables to help you identify module, component, and
product information related to where an error is occurring. The three tables contain
the same information, indexed three different ways. Use the tables as follows:

* If you need to identify a module by component and product, use
[Module Prefix to Component and Product” on page 1-2|

» If you need to identify the module prefix or product for a component, use
[‘Relating Component Name to Module, Component, and Product” on page 1-19|

» If you need to identify a component ID by component name, module prefix, and
product, see [‘Relating Component ID to Component Name, Module Prefix, and|
[Product” on page 1-29]

Each table contains the following sections:

* Module Prefix : The module prefix is the first three or more characters in:
— CSECT name
— Entry point name
— Macro name
— Module name

The name of a module or macro owned by IBM usually begins with the
characters A through I. There are a few exceptions beginning with S or X.

* Component Name : The component name shows the component associated with
the module prefix. In some cases, this section shows the name of a command or
macro.

* Product ID : The product ID is a number identifying the product that a component
is associated with. Each separately orderable product has a unique product ID.

» Component ID : The component ID is an alphanumeric identifier unique for each
component. For component identifiers of products not shown in this table, see
the programming support manual for the product or subsystem or use SMP/E
reports.

* Product or Subsystem Name: The products and subsystems are:
BTAM Basic Telecommunications Access Method

DFSMS/MVS® DFSMS/MVS includes the following functional components:
DFSMSdfp ™ Data Facility System Managed Storage DFP
DFSMSdss ™ DFSMS Data Set Services
DFSMShsm ™ DFSMS hierarchical storage manager
DFSMSrmm  DFSMS removable media manager

DSM/MVS Distributed Security Manager for MVS components:
DSM/MVS Utilities
DSM/MVS Client and Server
DSM/MVS RDM
DSM/MVS MVD Agent
DSM/MVS VM Agent
DSM/MVS 0S/400® Agent
DSM/MVS OS/2® Agent
DSM/MVS Novell Netware Agent

EREP Environmental Record Editing and Printing program
GAM/SP Graphics Access Method
JES2 JES2 of MVS/ESA™ SP™
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Modules, Components, and Products

JES3 JES3 of MVS/ESA SP

MVS Control program for MVS

RACF® Resource Access Control Facility

RMF™ Resource Management Facility

SMP/E System Modification Program Extended
TCAM Telecommunications Access Method
TSO/E Time Sharing Option Extensions

VTAM® Virtual Telecommunications Access Method

Relating a Module Prefix to Component and Product

Use this table to relate a module prefix to its component name, product identifier
(ID), component ID, and product name.

Note: If a prefix is not listed in the table, check the SMP/E data base. It has
information on other IBM products, such as application programs. See
[SMP/E User’s Guidd for information on using SMP/E.

Table 1-1. Relating a Module Prefix to Component and Product

Module Prefix Component Name RAroduct ID  Cpmponent ID Product or
Subsystem

ADF TSO and TSO/E session manager 5665 28505 TSO/E

ADR DFDSS 5665-327 32701 DFDSS

ADR DFSMSdss 5695-DF1 DF175 DFSMS

ADY Dump analysis and elimination (DAE) 5752 SC143 MVS

AHL - AHLC Generalized trace facility (GTF) 5752 SC111 MVS

AHLF Generalized trace facility (GTF) 5752 SC111 MVS

AHLG - AHLMC | Generalized trace facility (GTF) 5752 SC111 MVS

AHLMF - AHLW | GTFTRACE subcommand of IPCS 5752 SC118 MVS

AKJ LINK/LOADGO prompter 5695-DF1 DF108 DFSMSdfp

AKJ Program Management (LINK/LOADGO 5665-XA3 28409 DFP

prompter)

AMA SPZAP service aid 5752 SC112 MVS

AMB LIST service aid (AMBLIST) 5695-DF1 DF108 DFSMSdfp

AMB LIST service aid (AMBLIST) 5665-XA3 28412 DFP

AMD Stand-alone dump (SADMP) 5752 SC115 MVS

AMS System Availability Management (SAM) of 5665 27404 RMF

the Resource Measurement Facility (RMF)

ANT System data mover 5695-DF1 DFSMS/MVS

AOM Asynchronous operations manager (AOM) 5665 28465 DFP

AOM Device Support Services (AOM) 5695-DF1 DFSMS/MVS DFSMSdfp

ARC DFSMShsm 5695-DF1 DF170 DFSMS

ARC Hierarchical Storage Manager 5665-329 32901 DFP

ASE Address space services 5752 SCASE MVS

ASA MVS reuse 5752 SCASA MVS
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Table 1-1. Relating a Module Prefix to Component and Product (continued)

Module Prefixes

Module Prefix Component Name RAroduct ID  Cpmponent ID Product or
Subsystem
ASB Advanced Program-to-Program 5752 SCACB MVS
Communication (APPC) scheduler
ASR Symptom record (SYMREC) services 5752 SCASR MVS
ATB Advanced Program-to-Program 5752 SCACB MVS
Communication (APPC)
ATR Resource recovery services 5645 SCRRS MVS
AVF Availability manager 5752 SCAVM MVS
BCN SMP/E Planning and Migration Assistant 5647-A01 566894901 SMP/E
BLR Interactive problem control system (IPCS) 5752 SC132 MVS
BLS Interactive problem control system (IPCS) 5752 SC132 MVS
BLW Loadwait/Restart 5752 SCLWT MVS
BOP z/OS UNIX (z/OS UNIX System Services) 5695 SCPX6 MVS
support
BPX z/OS UNIX System Services 5695 SCPX1 MVS
CBD Hardware configuration definition (HCD) 5695 SC1XL MVS
CBPUSOL1L - Input/output supervisor (I0S) unit 5752 SC1C3 MVS
CBPUSNN information module (UIM)
CBR Object Access Method (OAM) 5695-DF1 DF180 DFSMS
CBR Object Access Method (OAM) 5665-XA3 28481 DFP
CHS TSO/E extended connectivity facility 5665 28507 TSO/E
CIP Utilities (3800 Offline Utility) 5695-DF1 DF114 DFSMS
CIP 3800 offline utility 5665-XA3 28450 DFP
CNL MVS message service (MMS) 5752 SCMMS MVS
COF Virtual lookaside facility (VLF) 5752 SC164 MVS
CRG Context services (Registration services) 5752 SCCTX MVS
CSR Callable service requests and Integrated 5752 SCCSR MVS
Cryptographic Service Facility (ICSF)
Csv Contents supervision 5752 SC1CJ MVS
CTX Context services 5752 SCCTX MVS
CVA Data Management Support (CVAF) 5695-DF1 DF107 DFSMS
CVA Common volume table of contents (VTOC) |5665-XA3 28425 DFP
access facility (CVAF)
DGT Interactive storage management facility 5665-XA3 28461 DFP
DGT Interactive screen management facility 5695-DF1 DF161 DFSMS
(ISMF) and Hardware Configuration
Definition (HCD)
EDG DFSMSrmm 5695-DF1 DF186 DFSMS
END TSO and TSO/E session manager 5665 28505 TSO/E
ERB Resource Measurement Facility (RMF) 5665 27404 RMF
EXR Distributed Security Manager for MVS 5648-106 10602 DSM/MVS
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Table 1-1. Relating a Module Prefix to Component and Product (continued)

Module Prefix Component Name RAroduct ID  Cpmponent ID Product or
Subsystem
EXS Distributed Security Manager for MVS 5648-106 10603 DSM/MVS
10604
10605
10606
10607
EXR Distributed Security Manager for MVS 5648-106 10602 DSM/MVS
EZA Communication Server for z/OS IP Services |5647-A01 5655HALO0 Communication
Server for z/OS
SNA Services
EZB Communication Server for z/OS IP Services |5647-A01 5655HALOO Communication
Server for z/OS
SNA Services
EZY Communication Server for z/OS IP Services |5647-A01 5655HALQ0 Communication
Server for z/OS
SNA Services
EZZ Communication Server for z/OS IP Services |5647-A01 5655HALQ0 Communication
Server for z/OS
SNA Services
FMH Distributed Security Manager for MVS 5648-106 10601 DSM/MVS
FOM z/OS UNIX System Services application 5695 SCPX4 MVS
services
FSUM z/OS Shell and Utilities 5695 DF185 DFSMSdfp
GAM Graphics Access Method (GAM) 5752 SC1G0 97801 DFSMSdfp
5665
GFSA Network file system server (NFSS) 5695-DF1 DF121 DFSMS
5665-XA3 28484 DFP
GFU Hierarchical File System (HFS) Adapter 5695 DF185 DFSMSdfp
GIM SMP/E 5647-A01 566894901 SMP/E
GRAF, GRF 3800 offline utility 5665 28450 DFSMSdfp
HAS JES2 5752 SC1BH JES2
HEW Linkage editor 5665 28408 DFP
HEW Program Management (linkage editor and 5695-DF1 DF108 DFSMS
batch loader)
HEW Loader 5665 28411 DFP
IAR Real storage manager (RSM) 5752 SC1CR MVS
IASA - IASW JES?2 5752 SC1BH JES?2
IASX External writer (XWTR) 5752 SC1B2 JES2
IAT JES3 5752 SC1BA JES3
IAZ Functional subsystem interface (FSI) 5752 SC141 JES2
ICH Resource Access Control Facility (RACF) 5752 XXHO00 RACF
ICK Device Support Facilities 5658 99201/02 ICKDSF
5655-257 25701
ICL Stand-alone device support facilities 5748 DS1UR DSF
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Table 1-1. Relating a Module Prefix to Component and Product (continued)

Module Prefixes

Module Prefix Component Name RAroduct ID  Cpmponent ID Product or
Subsystem
ICP Input/output configuration program (IOCP) 5752 BB130 MVS
BB136
5665 29101
5665 29102
ICQ TSO/E Information Center Facility (ICF) 5665 28506 TSO/E
ICV Common volume table of contents (VTOC) |5665-XA3 28425 DFP
access facility (CVAF)
ICV Data Management Support (CVAF) 5695-DF1 DF107 DFSMS
ICY Media manager 5665-XA3 28415 DFP
ICY VSAM/Media manager 5695-DF1 DF106 DFSMS
IDA ICF catalog 5665-XA3 28418 DFP
IDA Virtual I/0 (VIO) 5665-XA3 28423 DFP
IDA VSAM block processor 5665-XA3 28419 DFP
IDA VSAM open/close/EOV (end-of-volume) 5665-XA3 28451 DFP
IDA VSAM record management 5665-XA3 28452 DFP
IDA VSAM/Media manager (VSAM) and VIO 5695-DF1 DF106 DFSMS
IDC Access Method Services (AMS) 5665 28930 DFSMSdfp
IDD Basic Access Methods (VIO) 5695-DF1 DF102 DFSMS
IDD Virtual I/0O (VIO) 5665-XA3 28423 DFP
IEAALXxXX Program Call authorization (PC/AUTH) 5752 SCXMS MVS
service routines
IEAASXXX - Supervisor control 5752 SC1C5 MVS
IEACSXxx
IEACVxxx Mapping macros 5752 SC101 MVS
IEAEXXXX Program Call authorization (PC/AUTH) 5752 SCXMS MVS
service routines
IEAFIXxx Supervisor control 5752 SC1C5 MVS
IEAFTXxXX Recovery termination manager (RTM) 5752 SCRTM MVS
IEAIHXXX Supervisor control 5752 SC1C5 MVS
IEAIPLOS, Allocation/unallocation 5752 SC1B4 MVS
IEAIPL18S,
IEAIPL88
IEAIPXXX Initial program load (IPL) 5752 SC1C9 MVS
IEAIPCSP Communications task (COMMTASK) 5752 SCI1CK MVS
IEALCxxx Supervisor control 5752 SC1C5 MVS
IEALIXxx Virtual storage management (VSM) 5752 SCI1CH MVS
IEALSXxX Supervisor control 5752 SC1C5 MVS
IEAMLXXX Input/output supervisor (10S) 5752 SCi1C3 MVS
IEAMSDxx Recovery termination manager (RTM) 5752 SCRTM MVS
IEAMSWxx Supervisor control 5752 SC1C5 MVS
IEAMTLXxx Input/output supervisor (I0S) 5752 SC1C3 MVS
IEAPAXXX Mapping macros 5752 SC101 MVS
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Table 1-1. Relating a Module Prefix to Component and Product (continued)

Module Prefix Component Name RAroduct ID  Cpmponent ID Product or
Subsystem
IEAPSXxxX Supervisor control 5752 SC1C5 MVS
IEARXXXX Task manager 5752 SCI1CL MVS
IEASCFxx Supervisor control 5752 SC1C5 MVS
IEASCVxx Mapping macros 5752 SC101 MVS
IEASMXxxX System management facilities (SMF) 5752 SC102 MVS
IEASRxxx Supervisor control 5752 SC1C5 MVS
IEASSAXxX Task manager 5752 SC1CL MVS
IEASSRxx Supervisor control 5752 SC1C5 MVS
IEASTCxx Task manager 5752 SC1CL MVS
IEASTKxx Program Call authorization (PC/AUTH) 5752 SCXMS MVS
service routines
IEASVxxX Supervisor control 5752 SC1C5 MVS
IEASYxxX Nucleus initialization program (NIP) 5752 SC1C8 MVS
IEATCxxx Task manager 5752 SC1CL MVS
IEATDXXX - Timer supervision 5752 SCicv MVS
IEATEXXX
IEATLxxx System management facilities (SMF) 5752 SC100 MVS
IEATPxxx Timer supervision 5752 SCicv MVS
IEATSxxX - Timer supervision 5752 SCicv MVS
IEATTXXX
IEAVADxX Dumping Services 5752 SCDMP MVS
IEAVALXX Program Call authorization (PC/AUTH) 5752 SCXMS MVS
service routines
IEAVAPXX Initial program load (IPL) 5752 SC1B4 MVS
IEAVARXX - Region control task (RCT) of address space |5752 SCi1CuU MVS
IEAVAXXX control
IEAVBLXxx Virtual storage management (VSM) 5752 SC1CH MVS
IEAVBLWT Communications task (COMMTASK) 5752 SCI1CK MVS
IEAVBTxXx Task management 5752 SCI1CL MVS
IEAVBWxX Communications task (COMMTASK) 5752 SC1CK MVS
IEAVCBXxX - Supervisor control 5752 SC1C5 MVS
IEAVCRXX
IEAVCVxx Mapping macros of supervisor control 5752 SC101 MVS
IEAVC7xx Communications task (COMMTASK) 5752 SC1CK MVS
IEAVDEXx Virtual storage management (VSM) 5752 SC1CH MVS
IEAVD2x - Supervisor control 5752 SC1C5 MVS
IEAVD3x
IEAVEACX Task management 5752 SCI1CL MVS
IEAVEADX Supervisor control 5752 SC1C5 MVS
IEAVEAT Task management 5752 SCI1CL MVS
IEAVEBXX - Supervisor control 5752 SC1C5 MVS
IEAVECBxX
1-6  z/0S V1R4.0 MVS Diagnosis: Reference




Table 1-1. Relating a Module Prefix to Component and Product (continued)

Module Prefixes

Module Prefix Component Name RAroduct ID  Cpmponent ID Product or
Subsystem

IEAVECH Task management 5752 SC1CL MVS

IEAVECMX - Supervisor control 5752 SC1C5 MVS

IEAVEDxx

IEAVEEDx Task management 5752 SC1CL MVS

IEAVEEEX - Supervisor control 5752 SC1C5 MVS

IEAVEFXx

IEAVEGLT Task management 5752 SCI1CL MVS

IEAVEGLU - Supervisor control 5752 SC1C5 MVS

IEAVEMIxX

IEAVEMPX Task management 5752 SCI1CL MVS

IEAVEMRX - Supervisor control 5752 SC1C5 MVS

IEAVEMSX

IEAVENXx Nucleus initialization program (NIP) 5752 SC1C8 MVS

IEAVEOXxx Task management 5752 SCI1CL MVS

IEAVEPCX - Supervisor control 5752 SC1C5 MVS

IEAVEPDX

IEAVEPS Task management 5752 SCi1CL MVS

IEAVEQXX - Supervisor control 5752 SC1C5 MVS

IEAVESSE

IEAVEREX Loadwait/Restart 5752 SCLWT MVS

IEAVESSI Task management 5752 SCI1CL MVS

IEAVESTX - Supervisor control 5752 SC1C5 MVS

IEAVESVX

IEAVETAX - System trace 5752 SC142 MVS

IEAVETCK

IEAVETCL Supervisor control 5752 SC1C5 MVS

IEAVETCV - System trace 5752 SC142 MVS

IEAVETVX

IEAVEVAX - Supervisor control 5752 SC1C5 MVS

IEAVEVSX

IEAVEWxXX Task management 5752 SCI1CL MVS

IEAVEXxXX Supervisor control 5752 SC1C5 MVS

IEAVFRCx Virtual storage management (VSM) 5752 SC1CH MVS

IEAVFRLX - Supervisor control 5752 SC1C5 MVS

IEAVGSxx

IEAVGTxx Virtual storage management (VSM) 5752 SC1CH MVS

IEAVGXXX - Communications task (COMMTASK) 5752 SCI1CK MVS

IEAVHXxXX

IEAVIDxx Contents supervision 5752 SC1CJ MVS

IEAVINXX - Supervisor control 5752 SC1C5 MVS

IEAVLXXX

IEAVMAXX - Communications task (COMMTASK) 5752 SCI1CK MVS

IEAVMEXX

Chapter 1. Identifying Modules, Components, and Products

1-7



Module Prefixes

Table 1-1. Relating a Module Prefix to Component and Product (continued)

Module Prefix Component Name RAroduct ID  Cpmponent ID Product or
Subsystem
IEAVMFIH Service processor interface (SPI) 5752 SCSPI MVS
IEAVMFRR - Communications task (COMMTASK) 5752 SC1CK MVS
IEAVMNXxX
IEAVMOxx Task management 5752 SCI1CL MVS
IEAVMQxx Communications task (COMMTASK) 5752 SC1CK MVS
IEAVMSFx Service processor interface (SPI) 5752 SCSPI MVS
IEAVMSGx Virtual storage management (VSM) 5752 SC1CH MVS
IEAVMVxx Supervisor control 5752 SC1C5 MVS
IEAVMWXxX - Communications task (COMMTASK) 5752 SC1CK MVS
IEAVMO9xx
IEAVNIxx Nucleus initialization program (NIP) 5752 SC1C8 MVS
IEAVNPA1 Communications task (COMMTASK) 5752 SC1CK MVS
IEAVNPA2 Input/output supervisor (I0S) 5752 SC1C3 MVS
IEAVNPAS Contents supervision (CSV) 5752 SC1CJ MVS
IEAVNPAG Recovery termination manager (RTM) 5752 SCRTM MVS
IEAVNPAS Virtual storage management (VSM) 5752 SC1CH MVS
IEAVNPB1 Master scheduler of command processing 5752 SC1B8 MVS
IEAVNPB2 Input/output supervisor (I0S) 5752 SC1C3 MVS
IEAVNPB8 Virtual storage management (VSM) 5752 SC1CH MVS
IEAVNPCA Nucleus initialization program (NIP) 5752 SC1C8 MVS
IEAVNPCD Reconfiguration 5752 SC1sz MVS
IEAVNPCF Nucleus initialization program (NIP) 5752 SC1C8 MVS
IEAVNPC1 - Nucleus initialization program (NIP) 5752 SC1C8 MVS
IEAVNPC2
IEAVNPC3 Nucleus initialization program (NIP) 5752 SC1C8 MVS
IEAVNPC4 Nucleus initialization program (NIP) 5752 SC1C8 MVS
IEAVNPC5 Contents supervision 5752 SC1CJ MVS
IEAVNPC6 Communications task (COMMTASK) 5752 SC1CK MVS
IEAVNPC7 Nucleus initialization program (NIP) 5752 SC1C8 MVS
IEAVNPC8 Nucleus initialization program (NIP) 5752 SC1C8 MVS
IEAVNPDL1 - Dumping services 5752 SCDMP MVS
IEAVNPD2
IEAVNPD5 Contents supervision (CSV) 5752 SC1CJ MVS
IEAVNPD6 Recovery termination manager (RTM) 5752 SCRTM MVS
IEAVNPD8 RSM 5752 SCICR MVS
IEAVNPE2 Security access facility (SAF) 5752 SC1BN MVS
IEAVNPES Contents supervision (CSV) 5752 SC1CJ MVS
IEAVNPEG6 Service processor interface (SPI) 5752 SCSPI MVS
IEAVNPEX Nucleus initialization program (NIP) 5752 SC1C8 MVS
1-8 2z/0S V1R4.0 MVS Diagnosis: Reference




Table 1-1. Relating a Module Prefix to Component and Product (continued)

Module Prefixes

Module Prefix Component Name RAroduct ID  Cpmponent ID Product or
Subsystem
IEAVNPFx Nucleus initialization program (NIP) 5752 SC1C8 MVS
IEAVNPMXx
IEAVNPXXx
IEAVNPOO Reconfiguration 5752 SC1CZz MVS
IEAVNPO1 - Nucleus initialization program (NIP) 5752 SC1C8 MVS
IEAVNPO3
IEAVNPO4 Auxiliary storage manager (ASM) 5752 SC1CW MVS
IEAVNPO5 Contents supervision 5752 SC1CJ MVS
IEAVNPO6 - Nucleus initialization program (NIP) 5752 SC1C8 MVS
IEAVNPO8
IEAVNP09 Supervisor control 5752 SC1C5 MVS
IEAVNP1B Virtual Storage Access Method (VSAM) 5695 DF105 DFSMSdfp
IEAVNP1F System resources manager (SRM) 5752 SC1CX MVS
IEAVNP10 System resources manager (SRM) 5752 SC1CX MVS
IEAVNP11 Virtual Storage Access Method (VSAM) 5695 DF105 DFSMSdfp
IEAVNP13 Master scheduler of command processing 5752 SC1B8 MVS
IEAVNP14 Auxiliary storage manager (ASM) 5752 SC1CW MVS
IEAVNP15 Allocation/unallocation 5752 SC1B4 MVS
IEAVNP16 Data Management Support 5695-DF1 DF107 DFSMS
(OPEN/CLOSE/EQV)
IEAVNP16 OPEN/CLOSE/EOV 5665-XA3 28413 DFP
IEAVNP17 Generalized trace facility (GTF) 5752 SC111 MVS
IEAVNP18 Master scheduler of command processing 5752 SC1B8 MVS
IEAVNP19 Nucleus initialization program (NIP) 5752 SC1C8 MVS
IEAVNP20 - Timer supervisor 5752 SCicv MVS
IEAVNP21
IEAVNP23 Global resource serialization 5752 SCSDS MVS
IEAVNP24 Storage management subsystem (SMS) 5695 DF101 MVS
IEAVNP25 Supervisor control 5752 SC1C5 MVS
IEAVNP26 Storage management subsystem (SMS) 5695 DF101 MVS
IEAVNP27 Reconfiguration 5752 SClcz MVS
IEAVNP33 Global resource serialization 5752 SCSDS MVS
IEAVNP47 Event notification facility (ENF) 5752 BB131 MVS
IEAVNP51 System trace 5752 SC142 MVS
IEAVNP57 Dumping Services 5752 SCDMP MVS
IEAVNP76 Outboard recording (OBR) of logrec error 5752 SCOBR MVS
recording
IEAVNSxx Supervisor control 5752 SC1C5 MVS
IEAVNUCM Nucleus initialization program (NIP) 5752 SC1C8 MVS
IEAVNWTO Communications task (COMMTASK) 5752 SC1CK MVS
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Table 1-1. Relating a Module Prefix to Component and Product (continued)

Module Prefix Component Name RAroduct ID  Cpmponent ID Product or
Subsystem
IEAVN1xx Communications task (COMMTASK) 5752 SC1CK MVS
IEAVNGXX
IEAVN7xx
IEAVN80O
IEAVQXXX
IEAVRXxx Timer supervision 5752 SCicv MVS
IEAVR601 Communications task (COMMTASK) 5752 SC1CK MVS
IEAVSEXX Task management 5752 SCI1CL MVS
IEAVSIOO0 Master scheduler of command processing 5752 SC1B8 MVS
IEAVSPDM Service processor interface (SPI) 5752 SCSPI MVS
IEAVSPIP Contents supervision 5752 SC1CJ MVS
IEAVSSxx Supervisor control 5752 SC1C5 MVS
IEAVSTAA Communications task (COMMTASK) 5752 SCI1CK MVS
IEAVSTAO - Recovery termination manager (RTM) 5752 SCRTM MVS
IEAVSTOX
IEAVSVxX Supervisor control 5752 SC1C5 MVS
IEAVSWxx Communications task (COMMTASK) 5752 SC1CK MVS
IEAVTABX Dumping Services 5752 SCDMP MVS
IEAVTACR Alternate CPU recovery (ACR) 5752 SCACR MVS
IEAVTBXxx Task management 5752 SC1CL MVS
IEAVTCxX - Recovery termination manager (RTM) 5752 SCRTM MVS
IEAVTESPX
IEAVTEST Task management 5752 SCI1CL MVS
IEAVTEXX - Recovery termination manager (RTM) 5752 SCRTM MVS
IEAVTPEX
IEAVTJIBN Started task control of address space 5752 SC1CuU MVS
services
IEAVTPMx Virtual storage management (VSM) 5752 SC1CH MVS
IEAVTRXX Recovery termination manager (RTM) 5752 SCRTM MVS
IEAVT Sxx Dumping Services 5752 SCDMP MVS
IEAVTSxx Recovery termination manager (RTM) 5752 SCRTM MVS
IEAVTTxX Task management 5752 SCI1CL MVS
IEAVTVxXxX Dumping Services 5752 SCDMP MVS
IEAVVCxx Communications task (COMMTASK) 5752 SC1CK MVS
IEAVVJIXX - Supervisor control 5752 SC1C5 MVS
IEAVVMxX
IEAVVRXxx Communications task (COMMTASK) 5752 SC1CK MVS
IEAVVSxx Supervisor control 5752 SC1C5 MVS
IEAVVTxx Timer supervision 5752 SCicv MVS
IEAVVWxxX Communications task (COMMTASK) 5752 SC1CK MVS
IEAVWxXX Supervisor control 5752 SC1C5 MVS
1-10 z/0S V1R4.0 MVS Diagnosis: Reference




Table 1-1. Relating a Module Prefix to Component and Product (continued)

Module Prefixes

Module Prefix Component Name RAroduct ID  Cpmponent ID Product or
Subsystem
IEAVXAXX Program Call authorization (PC/AUTH) 5752 SCXMS MVS
service routines
IEAVXDOM Communications task (COMMTASK) 5752 SC1CK MVS
IEAVXDOX - Program Call authorization (PC/AUTH) 5752 SCXMS MVS
IEAVXTxx service routines
IEAVX6XX - Communications task (COMMTASK) 5752 SCI1CK MVS
IEAV2xxx
IEAV1443 Device independent display operator control |5752 SCl1C4 MVS
support (DIDOCS)
IEAXPXxXX Extended floating point 5752 SC1CP MVS
IEAXSXXX Supervisor control 5752 SC1C5 MVS
IEB Utilities 5695-DF1 DF114 DFSMS
IEB IEBCOMPR utility 5665-XA3 28443 DFP
IEBCOPY utility 28446
IEBDG utility 28442
IEBEDIT utility 28449
IEBGENER utility 28447
IEBIMAGE utility 28444
IEBISAM utility 28441
IEBPTPCH utility 28437
IEBUPDTE utility 28448
IECDAXXX Dumping Services 5752 SCDMP MVS
IECIXxxx Input/output supervisor (10S) 5752 SC1C3 MVS
IECLxXxX
IECTXXXX
IECVDAXX Execute channel program (EXCP) processor | 5752 SC1C6 MVS
IECVDDxX - Input/output supervisor (I0S) 5752 SC1C3 MVS
IECVERXx
IECVEXxx Execute channel program (EXCP) processor | 5752 SC1C6 MVS
IECVFXxX - Input/output supervisor (10S) 5752 SCi1C3 MVS
IECVOIxx
IECVOPxx Execute channel program (EXCP) processor | 5752 SC1C6 MVS
IECVPxxX - Input/output supervisor (I0S) 5752 SC1C3 MVS
IECVSxxx
IECVTxxX Execute channel program (EXCP) processor | 5752 SC1C6 MVS
IECVXxxx Input/output supervisor (I0S) 5752 SC1C3 MVS
IEC Device Support Services (AOM) 5695-DF1 DF113 DFSMS
Asynchronous operations manager (AOM) |5665-XA3 28465 DFP
IEC Basic Telecommunications Access Method | 5752 SC120 BTAM
(BTAM)
IEC Device Support: DASD (ERP) 5695-DF1 DF111 DFSMS
DASD error recovery program (ERP) 5665-XA3 28402 DFP
IEC Basic Access Methods (SAM) 5695-DF1 DF102 DFSMS
Sequential Access Method (SAM) 5665-XA3 28414 DFP
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Table 1-1. Relating a Module Prefix to Component and Product (continued)

Module Prefix Component Name Rroduct 1D bmponent ID Prduct or
Subsystem
IEC Device Support: Tape/Unit record 5695-DF1 DF110 DFSMS
(SIO Exits) 5695-DF1 DF111 DFSMS
Device Support: DASD (SIO Exits) 5665-XA3 28427 DFP
Start 1/0 (SIO) exits
IEC Tape error recovery program/volume error 5665-XA3 28401 DFP
statistics (ERP/VES)
IED Telecommunications Access Method 5665 SCi121 TCAM
(TCAM) TC221
31401
IED TSO Telecommunications Access Method 5665 SC1T8 TSO/E
(TCAM) subroutines 31401
IED TSO terminal input/output controller (TIOC) |5752 SC1T3 TSO/E
IEEAB400 - Communications task (COMMTASK) 5752 SC1CK MVS
IEEAB401
IEEBAFSC Master scheduler of command processing 5752 SC1B8 MVS
IEEBASEA
IEEBASEC
IEEB601 Started task control of address space 5752 SC1BU MVS
IEEB605 services
IEEB670
IEECBxxx Command processing and master scheduler | 5752 SC1B8 MVS
IEECB801 -
IEECB866
IEECB867 Dumping Services 5752 SCDMP MVS
IEECB900 - Command processing and master scheduler | 5752 SC1B8 MVS
IEECB912
IEECB913 System management facilities (SMF) and 5752 SC100 MVS
SMF scheduler
IEECB914 Command processing and master scheduler | 5752 SC1B8 MVS
IEECB915
IEECB916 System management facilities (SMF) and 5752 SC100 MVS
SMF scheduler
IEECB917 - Command processing and master scheduler | 5752 SC1B8 MVS
IEECB923
IEECB924 - System trace 5752 SC142 MVS
IEECB925
IEECB926 Command processing and master scheduler | 5752 SC1B8 MVS
IEECB927 Reconfiguration 5752 SClCcz MVS
IEECB928 - Command processing and master scheduler | 5752 SC1B8 MVS
IEECB930
IEECVCTE Communications task (COMMTASK) 5752 SCI1CK MVS
IEECVETX -
IEECVFTx
IEEC2xxx
IEEDCCB
IEEDIxxx System resources manager (SRM) 5752 SC1CX MVS
IEEDISPD Command processing 5752 SC1B8 MVS
1-12  2/0S V1R4.0 MVS Diagnosis: Reference




Table 1-1. Relating a Module Prefix to Component and Product (continued)

Module Prefixes

Module Prefix Component Name RAroduct ID  Cpmponent ID Product or
Subsystem

IEEDMxxx Reconfiguration 5752 SC1CZz MVS

IEED3xxx Device independent display operator 5752 SC1C4 MVS
console support (DIDOCS)

IEEJIXXX - Master scheduler of command processing 5752 SC1B8 MVS

IEELxxx

IEEMB803 - Reconfiguration 5752 SC1CZz MVS

IEEMB819

IEEMB82x System management facilities (SMF) and 5752 SC100 MVS

IEEMB83x SMF scheduler

IEEMB842

IEEMB846

IEEMB848

IEEMB860 Initial program load (IPL) 5752 SC1C9 MVS

IEEMB876 - Command processing 5752 SC1B8 MVS

IEEMB880

IEEMB88L1 - Master scheduler 5752 SC1B8 MVS

IEEMB883

IEEMB884 - Command processing 5752 SC1B8 MVS

IEEMB888

IEEMPxxx Reconfiguration 5752 SC1CZz MVS

IEEMSJxxx Master scheduler of command processing 5752 SC1B8 MVS

IEEMTxxX Reconfiguration 5752 SC1CZz MVS

IEEPAXXX - Master scheduler of command processing 5752 SC1B8 MVS

IEEPRTXx

IEEPRTN2 Started task control of address space 5752 SClcuU MVS

IEEPRWxxX services

IEERXXxXX - Reconfiguration 5752 SC1CZz MVS

IEESAxXxx

IEERECON Loadwait/Restart 5752 SCLWT MVS

IEESCxxx - Reconfiguration 5752 SClcz MVS

IEEVXxxX

IEEUxxxx Reconfiguration 5752 SC1CZz MVS

IEEVDCxxx Communications task (COMMTASK) 5752 SC1CK MVS

IEEVESAI, Loadwait/Restart 5752 SCLWT MVS

IEEVEXSN

IEEVIPL Master Scheduler of command processing |5752 SC1B8 MVS

IEEVJCL Master scheduler 5752 SC1B8 MVS

IEEVMNT1

IEEVSTAR

IEEVSTOP Loadwait/Restart 5752 SCLWT MVS

IEEXXXXX Master scheduler of command processing 5752 SC1B8 MVS

IEEZB8xx

IEEO -

IEE70109

IEE70110 System management facilities (SMF) and 5752 SC100 MVS
SMF scheduler
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Table 1-1. Relating a Module Prefix to Component and Product (continued)

Module Prefix Component Name RAroduct ID  Cpmponent ID Product or
Subsystem
IEE70111 - IEE9 | Master scheduler of command processing 5752 SC1B8 MVS
IEFAXXXX Allocation/unallocation 5752 SC1B4 MVS
IEFBXXxX
IEFCNxxx Converter 5752 SC1B9 MVS
IEFDBxxx Allocation/unallocation 5752 SC1B4 MVS
IEFDOxxx Dynamic output of scheduler services 5752 BB131 MVS
IEFEBXXX Allocation/unallocation 5752 SC1B4 MVS
IEFENXxX Event notification facility (ENF) of scheduler |5752 BB131 MVS
services
IEFIXXxx Initiator/terminator 5752 SC1B6 MVS
IEFJIxxxx Master subsystem/subsystem interface (MSI | 5752 SC1B6 MVS
and SSI)
IEFISWT Started task control of address space 5752 SC1B8 MVS
services
IEFMxxxx JES/scheduler services 5752 SC144 MVS
IEFNXXXX Converter/interpreter 5752 SC1B9 MVS
IEFQxxxX Scheduler work area (SWA) manager 5752 SC1B5 MVS
IEFRXXXX Scheduler restart 5752 SC1B3 MVS
IEFSDxxx Master subsystem/subsystem interface (MSI | 5752 SC1B6 MVS
and SSI)
IEFSJxxx Scheduler JCL facility (SJF) of scheduler 5752 BB131 MVS
services
IEFSMxxx System management facilities (SMF) 5752 SC100 MVS
scheduler
IEFSSxx Communications task (COMMTASK) 5752 SCICK MVS
Master scheduler/SSI SC1B6
IEFTAXXX - Scheduler JCL facility (SJF) of scheduler 5752 BB131 MVS
IEFTB71x services
IEFTB72x System management facilities (SMF) and 5752 SC100 MVS
SMF scheduler
IEFTB73x - Scheduler JCL facility (SJF) of scheduler 5752 BB131 MVS
IEFTZxxX services
IEFVXxxx Converter/interpreter 5752 SC1B9 MVS
IEFXXXXX Scheduler Restart 5752 SC1B3 MVS
IEF ICF catalog 5665 28418 DFP
IEF VSAM/media manager (VSAM) 5695-DF1 DF105 DFSMS
IEF External writer (XWTR) 5752 SC1B2 JES2
IEH Utilities (IEHINITT, IEHLIST, IEHMOVE, 5695-DF1 DF114 DFSMS
IEHPROGM)
IEH IEHATLAS utility 5665 28440 DFP
IEHINITT utility 28438
IEHLIST utility 28405
IEHMOVE utility 28407
IEHPROGM utility 28406
1-14  z/0S V1R4.0 MVS Diagnosis: Reference




Table 1-1. Relating a Module Prefix to Component and Product (continued)

Module Prefixes

Module Prefix Component Name RAroduct ID  Cpmponent ID Product or
Subsystem
IEW Linkage editor 5665-XA3 28408 DFP
Loader 28411
Overlay supervisor 28426
Fetch 28428
IEW Program management (linkage editor, batch |5695-DF1 DF108 DFSMS
loader, overlay supervisor, fetch)
IEZ Communications task (COMMTASK) 5752 SCI1CK MVS
IEZ Converter/interpreter 5752 SC1B9 MVS
IEZ Master scheduler of command processing 5752 SC1B8 MVS
IFA System management facilities (SMF) 5752 SC100 MVS
scheduler
IFB Environmental Record Editing and Printing | 5658 26001 EREP
(EREP) program
IFB Logrec error recording 5752 SCOBR MVS
IFC Environmental Record Editing and Printing | 5658 26001 EREP
(EREP) program
IFC IFCDIPOO service aid 5752 SCOBR MVS
IFD Online test executive program (OLTEP) 5752 SC106 MVS
IFF Graphics Access Method (GAM) 5752 SC1G0 97801 GAM/SP
5665
IFG Open/close/EOV (end-of-volume) 5665 28413 DFSMSdfp
IFG Sequential Access Method (SAM) 5665 28414 DFSMSdfp
IFG Virtual Storage Access Method (VSAM) 5665-XA3 28418 DFP
IFG VSAM/media manager (VSAM) 5695-DF1 28418 DFSMS
IFH Device Support: Tape/Unit Record 5695-DF1 DF110 DFSMS
IFH IFHSTATR utility 5665-XA3 28439 DFP
IGB DASD common services 5665 28460 DFP
IGB DFSMS Common Services 5695-DF1 DF104 DFSMS
IGC0001G Input/output supervisor (I0S) 5752 SC1C3 MVS
IGC0003C
IGC0003D Command processing 5752 SC1B8 MVS
IGC0005I Online test executive program (OLTEP) 5752 SC106 MVS
IGCO006A TSO/E TEST 5665 28503 TSO/E
IGC0007F Logrec error recording 5752 SCOBR MVS
IGC0009G TSO/E TEST 5665 28503 TSO/E
IGC0203E Communications task (COMMTASK) 5752 SC1CK MVS
IGC0403D Command processing 5752 SC1B8 MVS
1IGC047 Timer supervision 5752 SCiCV MVS
IGC116 Supervisor control 5752 SC1C5 MVS
IGC Basic Telecommunications Access Method |5752 SC120 BTAM
(BTAM)
IGC Checkpoint/restart 5695-DF1 DF109 DFSMSdfp
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Table 1-1. Relating a Module Prefix to Component and Product (continued)

Module Prefix Component Name RAroduct ID  Cpmponent ID Product or
Subsystem

IGC Control volumel/virtual Storage Access 5665 28420 DFSMSdfp
Method (CVOL/VSAM) catalog

IGC Direct access device space management 5665 28417 DFSMSdfp
(DADSM)

IGC Direct Access Method (DAM) 5665 28416 DFSMSdfp

IGC External writer (XWTR) 5665 SC1B2 JES2

IGC Generalized trace facility (GTF) 5752 SC111 MVS

IGC Graphics Access Method (GAM) 5752 SC1GO0 DFSMSdfp

IGC IEHATLAS utility 5665 28440 DFSMSdfp

IGC IEHINITT utility 5665 28438 DFSMSdfp

IGC Indexed sequential Access Method (ISAM) | 5665 28434 DFSMSdfp

IGC JES2 5752 SC1BH JES2

IGC Open/close/EOV (end-of-volume) 5665 28413 DFSMSdfp

IGC Partitioned Access Method (PAM) 5752 SC1D2 DFSMSdfp

5665 28422

IGC Password protect 5665 28421 DFSMSdfp

IGC Sequential Access Method (SAM) 5665 28414 DFSMSdfp

IGC Tape error recovery program/volume error 5665 28401 DFSMSdfp
statistics (ERP/VES)

IGC Telecommunications Access Method 5752 TC221 TCAM
(TCAM)

IGC TSO terminal input/output controller (TIOC) |5752 SC1T3 TSO/E

IGC TSO TEST 5752 SC1T1 TSO/E

IGC TSO/E TEST 5665 29303 TSO/E

IGC Virtual Storage Access Method (VSAM) 5665 28418 DFSMSdfp

IGC VSAM block processor 5665 28419 DFSMSdfp

IGD Storage management subsystem (SMS) 5665 28462 DFSMSdfp

IGEQOxxx Input/output supervisor (I0S) 5752 SC1C3 MVS

IGEO025F Logrec error recording 5752 SCOBR MVS

IGEOG6A Dynamic device reconfiguration (DDR) 5752 BB1CS MVS

IGE0125F Logrec error recording 5752 SCOBR MVS

IGE Basic Telecommunications Access Method |5752 SC120 BTAM
(BTAM)

IGE DASD error recovery program (ERP) 5665 28402 DFSMSdfp

IGE Tape error recovery program/volume error 5665 28401 DFSMSdfp
statistics (ERP/VES)

IGE Telecommunications Access Method 5752 TC221 TCAM
(TCAM) 5665 31401

IGE Unit record error recovery program (ERP) 5665 28403 DFSMSdfp

IGE 3890™ document processor 5665 SC1DF DFSMSdfp

IGFDxxxx Dynamic device reconfiguration (DDR) 5752 BB1CS MVS

IGFPBxxx Initial program load (IPL) 5752 SC1C9 MVS

1-16  z/0S V1R4.0 MVS Diagnosis: Reference




Table 1-1. Relating a Module Prefix to Component and Product (continued)

Module Prefixes

Module Prefix Component Name RAroduct ID  Cpmponent ID Product or
Subsystem

IGFPMxxx Machine check handler (MCH) 5752 BB1CT MVS

IGFPTxxx

IGFPXxxx

IGF2xxxx Command processing 5752 SC1B8 MVS

IGG Basic Telecommunications Access Method |5752 SC120 BTAM
(BTAM)

IGG Checkpoint/restart 5695-DF1 DF109 DFSMSdfp

IGG Control volumel/virtual Storage Access 5665 28420 DFSMSdfp
Method (CVOL/VSAM) catalog

IGG Direct access device space management 5665 28417 DFSMSdfp
(DADSM)

IGG Direct Access Method (DAM) 5665 28416 DFSMSdfp

IGG Graphics Access Method (GAM) 5752 SC1GO0 DFSMSdfp

IGG IEBCOPY utility 5665 28446 DFSMSdfp

IGG IEHATLAS utility 5665 28440 DFSMSdfp

IGG Indexed sequential Access Method (ISAM) | 5665 28434 DFSMSdfp

IGG OCR 5752 SC1D5

IGG Open/close/EOV (end-of-volume) 5665 28413 DFSMSdfp

IGG Partitioned Access Method (PAM) 5665 28422 DFSMSdfp

IGG Sequential Access Method (SAM) 5665 28414 DFSMSdfp

IGG Sequential Access Method (SAM) 5665 28429 DFSMSdfp
subsystem interface

IGG Telecommunications Access Method 5752 SC121 TC221 TCAM
(TCAM)

IGG TSO terminal input/output controller (TIOC) |5752 SC1T3 TSO/E

IGG Virtual Storage Access Method (VSAM) 5665 28418 DFSMSdfp

IGG 3505/3525 reader/punch 5665 28431 DFSMSdfp

IGG 3890 document processor 5752 SC1DF DFSMSdfp

IGU Device console services 5665 28463 DFSMSdfp

IGVAXXXX - Virtual storage management (VSM) 5752 SC1CH MVS

IGVDxXxXX

IGVEXXxXX Initial program load (IPL) 5752 SC1C9 MVS

IGVFXxxxX - Virtual storage management (VSM) 5752 SC1CH MVS

IGVLXxxx

IGVNXxxX Initial program load (IPL) 5752 SC1C9 MVS

IGVRXXXX - Virtual storage management (VSM) 5752 SCI1CH MVS

IGVVXxxx

IGW DFSMS DFSMS/MVS

IGX Asynchronous operations manager (AOM) 5665 28465 DFSMSdfp

IGX System management facilities (SMF) 5752 SC100 MVS
scheduler

IGXOxxXX TSO and TSO/E scheduler 5665 28502 TSO/E
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Table 1-1. Relating a Module Prefix to Component and Product (continued)

Module Prefix Component Name RAroduct ID  Cpmponent ID Product or
Subsystem

IHASU1 TSO and TSO/E scheduler 5665 28502 TSO/E

IHASUA4 - TSO and TSO/E session manager 5665 28505 TSO/E

IHASU7

IHA Mapping macros 5752 SC101 MVS

IHJ Checkpoint/restart 5695-DF1 DF109 DFSMSdfp

IKJAXXXX - TSO/E scheduler 5752 5665 SC1T4 28502 TSO/E

IKICOxxx 5665

IKJCT43 - TSO/E scheduler 5752 5665 SC1T4 28502 TSO/E

IKJCT47 5665

IKIEBxxX TSO/E EDIT 5752 5665 SC1TO TSO/E

IKIEBxxx TSO/E scheduler 5752 5665 SC1T4 28502 TSO/E

28502

IKIECxxx TSO/E scheduler 5752 5665 SC1T4 28502 TSO/E
5665

IKIJEFXxx Command processing 5665 28502 TSO/E

IKIEGxxx TSO/E TEST 5665 28503 TSO/E

IKJELXXX Command processing 5752 SC1B8 MVS

IKIEXXXX - TSO/E scheduler 5665 28502 TSO/E

IKIOXXXX

IKIPAXXX TSO/E TEST 5665 28503 TSO/E

IKIPOXxX - TSO/E scheduler 5665 28502 TSO/E

IKISRxxx

IKITEXxX - TSO/E scheduler 5665 28502 TSO/E

IKITMxxx

IKITSTxx TSO/E TEST 5665 28503 TSO/E

IKITSVTx - TSO/E scheduler 5665 28502 TSO/E

IKJZT430

IKJ TSO CLIST processing 5665 TSO/E

IKJ TSO Telecommunications Access Method 5752 SC1T8 TSO/E

(TCAM) subroutines

IKJ TSO terminal input/output controller (TIOC) |5752 SC1T3 TSO/E

IKJ TSO utilities 5665 28436 TSO/E

IKT TSO virtual Telecommunications Access 5647-A01 569511701 Communication

Method (VTAM) Server for z/OS
SNA Services

ILR Auxiliary storage manager (ASM) 5752 SC1CW MVS

IMD Openl/close/EQV (end-of-volume) 5665 28413 DFSMSdfp

INM TSOI/E interactive data transmission facility |5665 28504 TSO/E

Input/output Input/output supervisor (I0S) 5752 SC1C3 MVS

supervisor (I0S)

IPX Initial program load (IPL) 5752 SC1C9 MVS

IRA System resources manager (SRM) 5752 SC1CX MVS

IRR Resource Access Control Facility (RACF) 5752 XXHO00 RACF

1-18 2/0S V1R4.0 MVS Diagnosis: Reference




Module Prefixes

Table 1-1. Relating a Module Prefix to Component and Product (continued)

Module Prefix Component Name RAroduct ID  Cpmponent ID Product or
Subsystem

IRR Security Support 5752 SC1BN RACF

IRX REXX 5665 28508 TSO/E

ISG Global resource serialization 5752 SCSDS MVS

ISN Service processor interface (SPI) 5752 SCSPI MVS

IST Virtual Telecommunications Access Method |5647-A01 569511701 Communication

(VTAM) Server for z/OS

SNA Services

ITR System trace 5752 SC142 MVS

ITT Component trace 5752 SCTRC MVS

TV Data-in-virtual 5752 SCDIV MVS

ITZ Transaction trace 5752 SCTTR MVS

IWM Workload manager (WLM) 5772 SCWLM MVS

IXC Cross-system coupling facility (XCF) 5752 SCXCF MVS

IXG System logger 5752 SCLOG MVS

IXL Cross-system extended services (XES) 5752 SCIXL MVS

IXP Input/output configuration program (IOCP) 5752 29101 MVS

JBB1213 TSO/E scheduler 5665 28502 TSO/E

JBB2215 TSO/E scheduler 5665 28502 TSO/E

SCIRCF Reconfiguration 5752 SClcz MVS

SGIKJICQ TSOIE Information Center Facility (ICF) 5665 28506 TSO/E

SGIKISM TSO/E session manager 5665 28505 TSO/E

SGIKJO - TSO/E EDIT 5665 28501 TSO/E

SGIKJ4EB

SGIKJ4EF TSO/E scheduler 5665 28502 TSO/E

SGIKJ4EG TSO/E TEST 5665 28503 TSO/E

SGIKJ44 TSO/E scheduler 5665 28502 TSO/E

SGIKJ5EB TSO/E EDIT 5665 28501 TSO/E

SGIKJ5EG - TSO/E TEST 5665 28503 TSO/E

SGIKJI5T

SGILDWT Loadwait/Restart 5752 SCLWT MVS

SGISPI Service processor interface (SPI) 5752 SCSPI MVS

SGS Stand-alone dump 5752 SC115 MVS

XTB 3800 offline utility 5665 28450 DFSMSdfp

Relating Component Name to Module, Component, and Product

Use this table to relate a component name to its module prefix, product ID,
component ID, and product name.
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Table 1-2. Relating Component Name to Module, Component, and Product

Component Name Module Prefix Hroduct ID bmponent Product or
ID Subsystem

ABDUMP (See ABEND dump)

ABEND dump IEA 5752 SCDMP MVS

Access Method Services (AMS) IDC 5665 28430 DFSMSdfp

ACR (See alternate CPU recovery)

Address space control IEA 5752 SClcU MVS

Includes:

* Address space initialization

» Region control task (RCT)

» Started task control

Address space services ASE 5752 SCASE MVS

Advanced Program-to-Program ATB, ASB 5752 SCACB MVS

Communication (APPC)

Allocation/unallocation IEA, IEF, IPL | 5752 SC1B4 MVS

Alternate CPU recovery (ACR) IEA 5752 SCACR MVS

AMBLIST (See LIST service aid)

AMDPRDMP (See macros for GTF)

AMDSADMP (See stand-alone dump)

APPC (See Advanced Program-to-Program

Communication)

ASM (See auxiliary storage manager)

Assign/unassign (See JES/scheduler

services)

Asynchronous operations manager (AOM) AOM, IEC, 5665 28465 DFP

IGX

Auxiliary storage manager (ASM) IEA, ILR 5752 SC1CW MVS

Availability manager AVF 5752 SCAVM MVS

Basic Access Methods (SAM) IEC 5695-DF1 DF102 DFSMS

Basic Access Methods (VIO) IDD 5695-DF1 DF102 DFSMS

Basic Telecommunications Access Method IEC, IGC, IGE, | 5752 SC120 BTAM

(BTAM) IGG 5665 97801

Callable service requests CSR 5752 SCCSR MVS

Checkpoint/restart IGC, IGG, IHJ |5695-DF1 DF109 DFSMSdfp

CLIST IKJ 5665 285xx TSO/E

Command processing IEE, IEZ, IGF, |5752 SC1B8 SC1CZ | MVS

IGG, IKJ

Includes:

* Command processors

* Master scheduler

* Master trace

* Reconfiguration

See also operations services (OPS)

Common volume table of contents (VTOC) CVA, ICV 5665-XA3 28425 DFP

access facility (CVAF)
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Table 1-2. Relating Component Name to Module, Component, and Product (continued)

Component Names

Component Name Module Prefix Rroduct ID Cpmponent Product or
ID Subsystem

COMMTASK (See communications task)

Communications task (COMMTASK) IEA, IEE, IEZ |5752 SC1CK MVS

Component trace ITT 5752 SCTRC MVS

Context services including Registration CTX, CRG 5752 SCCTX MVS

services

Contents supervision CSsv, IEA 5752 SC1CJ MVS

Includes library lookaside (LLA)

Control Volume/Virtual Storage Access IGC, IGG 5665 28420 DFSMSdfp

Method (CVOL/VSAM) catalog

Converter/interpreter IEF, IEZ 5752 SC1B9 MVS

Cross memory services (See program call

authorization (PC/AUTH))

Cross-system coupling facility (XCF) IXC 5752 SCXCF MVS

Cross-system extended services (XES) IXL 5752 SCIXL MVS

Communication Server for z/OS IP Services |EZA, EZB, 5647-A01 5655HALOO Communication

EZY, EZZ Server for z/OS IP
Services

CVAF (See command volume table of

contents access facility)

DADSM (See direct access device space

management)

DAE (See dump analysis and elimination)

DAM (See Direct Access Method)

DASD common services IGB 5665 28460 DFP

DASD error recovery program (ERP) IEC, IGE 5665-XA3 28402 DFP

Data-in-virtual TV 5752 SCDIV MVS

Data management IEA 5695 DF107 DFSMSdfp

Data Management Support (CVAF) CVA, ICV 5695-DF1 DF107 DFSMS

Data Management Support IEAVNP16 5695-DF1 DF107 DFSMS

(OPEN/CLOSE/EOV)

DDR (See dynamic device reconfiguration)

Device console services IGU 5665 28463 DFSMSdfp

Device Support: DASD (ERP) IEC 5695-DF1 DF111 DFSMS

Device Support Facilities ICK 5658 99201/02 ICKDSF

5655-257 25701

Device Support Services (AOM) AOM 5695-DF1 DF113 DFSMS

Device Support: Tape/Unit Record IFH 5695-DF1 DF110 DFSMS

Device Support: Tape/Unit record (SIO Exits) |IEC 5695-DF1 DF110 DFSMS

DFDSS ADR 5665-327 32701 DFDSS

DFSMS Common Services IGB 5695-DF1 DFSMS

DFSMSdss ADR 5695-DF1 DF175 DFSMS
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Table 1-2. Relating Component Name to Module, Component, and Product (continued)

Component Name Module Prefix Hroduct ID Component Product or
ID Subsystem
DFSMShsm ARC 5695-DF1 DF170 DFSMS
DFSMSrmm EDG 5695-DF1 DF186 DFSMSrmm
Direct access device space management IGC, IGG 5665 28417 DFSMSdfp
(DADSM)
Direct Access Method (DAM) IGC, IGG 5665 28416 DFSMSdfp
Distributed Security Manager for MVS EGI, EGS, 5648-106 10603 DSM/MVS
EXS, FMH 10604
10605
10606
10607
Dump analysis and elimination (DAE) ADY 5752 SC143 MVS
Dumping services includes: IEA, IEE 5752 SCDMP MVS
* ABEND dumps
* SNAP dump
e SVC dump
Dynamic device reconfiguration (DDR) IEF, IGC, IGE |5752 BB1CS MVS
SCI1CE
Dynamic device reconfiguration (DDR) IGF 5665 BB1CS MVS
SCI1CE
Dynamic output (See scheduler services)
DYNOUT (See scheduler services)
ENF (See scheduler services)
Environmental Record Editing and Printing IFB, IFC 5658 EREP1 EREP
(EREP) program
EREP (See Environmental Record Editing
and Printing)
ERP (See DASD error recovery program, unit
record error recovery program, or tape error
recovery program)
Event notification facility (ENF) (See
scheduler services)
EXCP (See execute channel program)
Execute channel program (EXCP) processor |IEC 5752 SC1C6 MVS
Extended floating point IEA 5752 SC1CP
External writer (XWTR) IASX, IEF, IGC 5752 SC1B2 JES2
Fetch program IEW 5665-XA3 28428 DFP
FLIH (See supervisor control)
FSI (See functional subsystem interface)
Functional subsystem interface (FSI) IAZ 5752 SC141 JES2
GAM (See Graphics Access Method)
Generalized trace facility (GTF) AHL, IEA, IGC | 5752 SC111 MVS
Global resource serialization IEA, ISG 5752 SCSDS MVS
Graphics Access Method (GAM) GAB, IFF, IGC, | 5752 5665 SC1G0 97801 | GAM/SP
IGG
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Table 1-2. Relating Component Name to Module, Component, and Product (continued)

Component Names

Component Name Module Prefix Hroduct ID Cpmponent Product or
ID Subsystem
GTF (See generalized trace facility)
Hardware configuration definition (HCD) CBD 5695-DF1 SC1XL MVS
HCD (see hardware configuration definition)
Hierarchical File System (HFS) GFU 5695 DF185 DFSMSdfp
Hierarchical Storage Manager ARC 5665-329 32901 DFP
ICF (See TSO/E Information Center Facility)
ICF catalog IDA, IEF 5665-XA3 28423 DFP
28418
ICSF (See Integrated Cryptographic Service
Facility)
IEBCOMPR utility IEB 5665-XA3 28443 DFP
IEBCOPY utility IEB, IGG 5665-XA3 28446 DFP
IEBDG utility IEB 5665-XA3 28442 DFP
IEBEDIT utility IEB 5665-XA3 28449 DFP
IEBGENER utility IEB 5665-XA3 28447 DFP
IEBIMAGE utility IEB 5665-XA3 28444 DFP
IEBISAM utility IEB 5665-XA3 28441 DFP
IEBPTPCH utility IEB 5665-XA3 28437 DFP
IEBUPDTE utility IEB 5665-XA3 28448 DFP
IEHATLAS utility IEH, IGC, IGG |5665-XA3 28440 DFP
IEHINITT utility IEH, IGC 5665-XA3 28438 DFP
IEHLIST utility IEH 5665-XA3 28405 DFP
IEHMOVE utility IEH 5665-XA3 28407 DFP
IEHPROGM utility IEH 5665-XA3 28406 DFP
IFCDIPOO service aid IEA, IFB, IFC, |5752 SC1CD MVS
IGE
IFHSTATR utility IFH 5665-XA3 28439 DFSMS
Indexed Sequential Access Method (ISAM) IGC, IGG 5665 28434 DFSMSdfp
Initial program load (IPL) IEA 5752 SC1C9 MVS
Initiator/terminator IEF 5752 SC1B6 MVS
Input/output configuration program (IOCP) ICP, IXP 5752 BB130 MVS
BB136
5665 29101
29102
Input/output supervisor (I0S) CBP, IEA, IEC, | 5752 SC1C3 MVS
IGC, IGE, 10S
Includes 10S unit information module (UIM)
Integrated Cryptographic Service Facility CSR 5685 05101 MVS
(ICSF)
Interactive problem control system (IPCS) BLR, BLS 5752 SC132 MVS
Interactive storage management facility DGT 5665-XA3 28461 DFP

(ISMF)
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Table 1-2. Relating Component Name to Module, Component, and Product (continued)

Component Name Module Prefix Hroduct ID Component Product or
ID Subsystem

Interactive storage management facility DGT 5695-DF1 DF161 DFSMS

(ISMF) and Hardware Configuration Definition

(HCD)

Interrupt handlers (See supervisor control)

» First level interrupt handlers (FLIH)

* Second level interrupt handlers (SLIH)

IOCP (See input/output configuration

program)

I0S (See input/output supervisor)

IPCS (See interactive problem control

system)

IPL (See initial program load)

ISAM (See Indexed Sequential Access

Method)

JES/scheduler services IEF 5752 SC144 MVS

JES2 HAS, IAS, IGC | 5752 SC1BH JES2

JES3 IAT 5752 SC1BA JES3

Library lookaside (See contents supervision)

Linkage editor HEW, IEW 5665-XA3 28408 DFP

LINK/LOADGO prompter AKJ 5695-DF1 DF108 DFSMSdfp

LIST service aid (AMBLIST) AMB 5695-DF1 DF108 DFSMSdfp
5665-XA3 28412 DFP

LLA (See contents supervision)

Loader HEW, IEW 5665-XA3 28411 DFP

Loadwait/Restart BLW, IEA, IEE, | 5752 SCLWT MVS

SGlI
Logrec (See logrec error recording)
Logrec error recording IFB, IFC, IGC, |5752 SCOBR MVS
IEA

Machine check handler (MCH) IGF 5752 BB1CT MVS

Macros for GTF (formerly AMDPRDMP AHL 5752 SC113 MVS

macros)

Mapping macros for supervisor services, also | IEA, IHA 5752 SC101 MVS

called common mapping macros

Master scheduler (See command processing)

Master subsystem/subsystem interface (MSI |IEFJ 5752 SC1B6 MVS

and SSI)

Master trace (See command processing)

MCH (See machine check handler)

Media manager ICY 5665-XA3 28415 DFP

MMS (See MVS message service)

MSI (See master subsystem/subsystem
interface)
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Table 1-2. Relating Component Name to Module, Component, and Product (continued)

Component Names

Component Name Module Prefix Hroduct ID Cpmponent Product or
ID Subsystem
MVS configuration program (MVSCP) CBP 5665 29105 MVS
MVS message service (MMS) CNL 5752 SCMMS MVS
MVS reuse ASA 5752 SCASA MVS
Network File System Server (NFSS) GFSA 5695-DF1 DF121 DFSMS
5665-XA3 28484 DFP
NIP (See nucleus initialization program)
Nucleus initialization program (NIP) IEA 5752 SC1C8 MVS
OAM (See Object Access Method)
Object Access Method (OAM) CBR 5695-DF1 DF180 DFSMS
5665-XA3 28481 DFP
OBR (See outboard recording)
OCR IGG 5752 SC1D5
OLTEP (See online test executive program)
Online test executive program (OLTEP) IFD, IGC 5752 SC106 MVS
OPEN/CLOSE/EOV (end-of-volume) IEAVNP16, 5665-XA3 28413 DFSMSdfp
IFG, IGC, IGG,
IMD
Operations services (OPS)
Includes:
» Command processing
« DIDOCS
+ COMMTASK
Outboard recording (OBR) of logrec error IEA, IFB, IGC, |5752 SCOBR MVS
recording IFC
Overlay supervisor IEW 5665-XA3 28426 DFP
PAM (See Partitioned Access Method)
Partitioned Access Method (PAM) IGC, IGG 5665 28422 DFSMSdfp
Password protect IGC 5665 28421 DFSMSdfp
PC/AUTH (See Program Call authorization)
Program Call authorization (PC/AUTH) IEA 5752 SCXMS MVS
service routines
Program Management (linkage editor, batch | HEW, IEW 5695-DF1 DF108 DFSMS
loader, overlay supervisor)
Program Management (LINK/LOADGO AKJ 5665-XA3 28409 DFP
prompter)
RACF (See Resource Access Control
Facility)
RCT (See address space control)
Real storage manager (RSM) IAR 5752 SCI1CR MVS
Reconfiguration (See command processing)
Recovery termination manager (RTM) IEA 5752 SCRTM MVS

Chapter 1. Identifying Modules, Components, and Products

1-25



Component Names

Table 1-2. Relating Component Name to Module, Component, and Product (continued)

Component Name Module Prefix Hroduct ID Component Product or
ID Subsystem

Region control task (RCT) (See address

space control)

Resource Access Control Facility (RACF) ICH, IRR 5752 XXHO0 RACF

Resource Measurement Facility (RMF) ERB 5665 27404 RMF

Resource recovery services ATR 5645 SCRRS MVS

REXX IRX 5665 28508 TSO/E

RMF (See Resource Measurement Facility)

RSM (See real storage manger)

RTM (See recovery termination manager)

SADMP (See stand-alone dump)

SAM (See Sequential Access Method or

System Availability Management)

Scheduler restart IEF 5752 SC1B3 MVS

Scheduler services IEF 5752 BB131 MVS

Includes:

* Dynamic output (DYNOUT)

* Event natification facility (ENF)

e Scheduler JCL facility (SJF)

Sequential Access Method (SAM) IEC, IFG, IGC, |5665-XA3 28414 DFP

IGG

Sequential Access Method (SAM) subsystem |IGE, IGG 5665 28429 DFSMSdfp

interface

Scheduler JCL facility (SJF) (See scheduler

services)

Scheduler work area (SWA) manager IEF 5752 SC1B5 MVS

Security access facility (SAF) IEA 5752 SC1BN MVS

Service Processor Interface (SPI) IEA 5752 SCSPI MVS

Serviceability level indicator processing IEA 5752 SCSLP MVS

(SLIP)

SIO (See start 1/0)

SJF (See scheduler services)

SNAP dump IEA 5752 SCDMP MVS

SLIH (See supervisor control)

SMF (See system management facilities)

SMP/E GIM 5647-A01 566894901 SMP/E

SMP/E Planning and Migration Assistant BCN 5647-A01 566894901 SMP/E

SMS (See storage management subsystem)

SPZAP service aid AMA 5752 SC112 MVS

SPZAP service aid IGW 5695-DF1 DFSMS/MVS

SSI (See master subsystem/subsystem
interface)
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Table 1-2. Relating Component Name to Module, Component, and Product (continued)

Component Name Module Prefix Hroduct ID Cpmponent Product or

ID Subsystem
Stand-alone device support facilities ICL 5748 DS1UR DFSMSdfp
Stand-alone dump (SADMP) AMD, SGS 5752 SC115 MVS
Started task control (See address space
control)
Start 1/0 (SIO) exits IEC 5665-XA3 28427 DFSMS
System data mover ANT 5695-DF1 DFSMS/MVS
Storage management subsystem (SMS) IEA, IGD 5695 DF101 28462 |DFSMSdfp
Supervisor control IEA, IGC 5752 SC1C5 MVS
Includes:
» Dispatcher
» First level interrupt handlers (FLIH)
» Second level interrupt handlers (SLIH)
SVC dump IEE 5752 SCDMP MVS
SWA manager (See scheduler work area
manager)
Symptom record (SYMREC) services ASR 5752 SCASR MVS
SYMREC (See symptom record)
System logger IXG 5752 SCLOG MVS
System management facilities (SMF) IEA, IEE, IEF, |5752 SC100 MVS

IFA, IGX SC102
Includes SMF scheduler
System resources manager (SRM) IEA, IEE, IRA |5752 SC1CX MVS
System Availability Management (SAM) of AMS 5665 27404 RMF
the Resource Measurement Facility (RMF)
System trace IEA, IEE, ITR |5752 SC142 MVS
Tape error recovery program/volume error IEC, IGC, IGE |5665-XA3 28401 DFP
statistics (ERP/VES)
Task management IEA 5752 SCi1CL MVS
TCAM (See Telecommunication Access
Method)
Telecommunications Access Method (TCAM) | IED, IGC, IGE, | 5752 TC221 31401 | TCAM
IGG

Timer supervision IEA, IEE 5752 SCicv MVS
Time Sharing Option (TSO) 5665 XT600 TSO/E
TIOC (See TSO terminal input output
controller)
Transaction trace ITZ 5752 SCTTR MVS
TSO (See Time Sharing Option)
TSO and TSO/E EDIT IKJ 5665 5752 SC1T0 28501 |TSO/E
TSO/E extended connectivity facility CHS 5665 28507 TSO/E
TSO/E Information Center Facility (ICF) ICQ, SCI 5665 28506 TSO/E
TSOIE interactive data transmission facility INM 5665 28504 TSO/E
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Table 1-2. Relating Component Name to Module, Component, and Product (continued)

Component Name Module Prefix Hroduct ID Component Product or
ID Subsystem
TSO and TSO/E scheduler (ALLOCATE, IEE, IGX, IHA, [5665 5752 SC1T4 28502 | TSO/E
CANCEL, OUTPUT, STATUS, and SUBMIT |IKJ, JBB,
commands) SGIKJ
TSO and TSO/E session manager ADF, END, 5665 28505 TSO/E
SGI
TSO Telecommunications Access Method IED, IKJ 5752 SC1T8 TSO/E
(TCAM) subroutines
TSO terminal input output controller (TIOC) IED, IGC, IGG, | 5752 SC1T3 TSO/E
1KJ
TSO and TSO/E TEST IGC, IKJ, SGI [5665 28503 TSO/E
TSO utilities IKJ 5665 28436 TSO/E
TSO Virtual Telecommunications Access IKT, IST 5746 - AO1 569511701 Communication
Method (VTAM) Server for z/OS IP
Services
UIM (See device independent display
operator control support and input/output
supervisor)
Unit record error recovery program (ERP) IGE 5665 28403 DFSMSdfp
Utilities IEB, IEH 5695-DF1 DF114 DFSMS
Utilities (3800 Offline Utility) CIP 5695-DF1 DF114 DFSMS
VBP (See virtual I/0O (VIO))
Virtual 1/0 (VIO) IDA, IDD 5665-XA3 28423 DFP
Virtual lookaside facility (VLF) COF 5752 SC164 MVS
Virtual Storage Access Method (VSAM) IDA, IFG, IGC, |5695-DF1 DF105 DFSMS
IGG
Virtual Storage Access Method (VSAM) IEF, IFG 5665-XA3 28418 DFP
Virtual storage management (VSM) IEA, IGV 5752 SC1CH MVS
Virtual Telecommunications Access Method IST 5665 28901 VTAM
(VTAM) 5685 08501
VLF (See virtual lookaside facility)
VSAM (See Virtual Storage Access Method)
VSAM block processor IDA 5665-XA3 28419 DFP
VSAM/Media manager and VIO ICY, IDA, IEF, |5695-DF1 DF106 DFSMS
IFG
VSAM open/close/EOV (end-of-volume) IDA 5665-XA3 28451 DFP
VSAM record management IDA 5665-XA3 28452 DFP
VSM (See virtual storage management)
VTAM (See Virtual Telecommunications
Access Method)
WLM (See workload manager)
Workload manager IWM 5752 SCWLM MVS

XES (See cross-system extended services)

XCF (See cross-system coupling facility)

1-28 2/0S V1R4.0 MVS Diagnosis: Reference




Table 1-2. Relating Component Name to Module, Component, and Product (continued)

Component Names

Component Name Module Prefix Rroduct ID Cpmponent Product or
ID Subsystem
XWTR (See external writer)
z/OS Shell and Utilities FSUM 5695 SCPX2 MVS
z/OS UNIX Debugger FDBX 5695 SCPX3 MVS
z/OS UNIX application services FOM 5695 SCPX4 MVS
z/OS UNIX support BOP 5695 SCPX6 MVS
z/OS UNIX system services BPX 5695 SCPX1 MVS
3505/3525 reader/punch IGG 5665 28431 DFSMSdfp
3800 offline utility CIP, GRAF, 5665-XA3 28450 DFP
GRF, XTB
3890 document processor IGE, IGG 5752 SC1DF DFSMSdfp

Relating Component ID to Component Name, Module Prefix, and

Product

Use this table to relate a component ID to its component name, module prefix,

product ID and product name.

Table 1-3. Relating Component ID to Component Name, Module Prefix, and Product

Component Component Name Module Prefix HRroduct ID Product or
ID Subsystem
BB1CS Dynamic device reconfiguration (DDR) IEF, IGC, IGE, |5752 MVS
IGF
BB1CT Machine check handler (MCH) IGF 5752 MVS
BB131 Scheduler services: IEA, IEF 5752 MVS
» Event natification facility (ENF)
» Dynamic output
» Scheduler JCL facility (SJF)
DF101 Storage management subsystem (SMS) IGD 5695 DFSMSdfp
DF102 Basic Access Methods (VIO) IDD 5695-DF1 DFSMS
Basic Access Methods (SAM) IEC
DF104 DFSMS Common Services IGB 5695-DF1 DFSMS
DF105 Virtual Storage Access Method (VSAM) IDA, IEF, IFG, |5695-DF1 DFSMS
IGC, IGG
DF106 Virtual 1/0 IDA, IDD 5695-DF1 DFSMS
DF106 Virtual Storage Access Method (VSAM) ICY, IDA, IFG |5695-DF1 DFSMS
open/close/EOV (end-of-volume)
VSAM/media manager and VIO
DF106 Virtual Storage Access Method (VSAM) IDA 5695 DFSMSdfp
record management
DF106 Virtual Storage Access Method (VSAM) block | IDA, IGC 5695 DFSMSdfp
processor
DF106 Media manager ICY 5695 DFSMSdfp
DF107 Data Management Support (CVAF) CVA, ICV, 5695-DF1 DFSMS
Data Management Support IEAVNP16

(OPEN/CLOSE/EOV)
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Table 1-3. Relating Component ID to Component Name, Module Prefix, and Product (continued)

Component Component Name Module Prefix Hroduct ID Product or
ID Subsystem
DF108 Linkage editor AKJ, AMB, 5695-DF1 DFSMS
LINK/LOADGO prompter HEW, IEW
Loader
LIST service aid (AMBLIST)
Program management
DF109 Checkpoint/restart IGC, IGG, IHJ |5695-DF1 DFSMSdfp
DF110 Device Support: Tape/Unit record (SIO Exits) | IEC, IFH 5695-DF1 DFSMS
DF111 Device Support: DASD (ERP) IEC 5695-DF1
Device Support: DASD (SIO Exits) DFSMS
DF113 Device Support Services (AOM) AOM, IEC, 5695-DF1 DFSMS
IGX
DF114 Utilities IEB, IEH 5695-DF1 DFSMS
Utilities (3800 Offline Utility) CIP
DF121 Network file system server (NFSS) GFSA 5695-DF1 DFSMS
DF161 Interactive storage management facility DGT 5695-DF1 DFSMS
(ISMF) and Hardware Configuration Definition
(HCD)
DF170 DFSMShsm ARC 5695-DF1 DFSMS
DF180 Object Access Method (OAM) CBR 5695 DFSMSdfp
DF186 DFSMSrmm EDG 5695-DF1 DFSMSrmm
DF175 DFSMSdss ADR 5695-DF1 DFSMS
DF185 Hierarchical File System (HFS) Adapter GFU 5695 DFSMSdfp
DS1UR Stand-alone device support facilities ICL 5748 DFSMSdfp
IXX00 Systems Application Architecture® REXX 5665 TSO/E
SCACB Advanced Program-to-Program ATB, ASB 5752 MVS
Communication (APPC)
SCACR Alternate CPU Recovery IEA 5752 MVS
SCASA MVS reuse ASA 5752 MVS
SCASE Address space services ASE 5752 MVS
SCASR Symptom record (SYMREC) services ASR 5752 MVS
SCAVM Availability manager AVF 5752 MVS
SCCSR Callable service requests CSR 5752 MVS
SCCTX Context services including Registration CRG, CTX 5752 MVS
services
SCDIV Data-in-virtual ITvV 5752 MVS
SCDMP Dumping Services IEA, IEE 5752 MVS
SCIXL Cross-system extended services (XES) IXL 5752 MVS
SCLOG System logger IXG 5752 MVS
SCLWT Loadwait/Restart BLW, IEA, SGI | 5752 MVS
SCMMS MVS message service (MMS) CNL 5752 MVS
SCOBR Outboard recording (OBR) of logrec error IEA, IFB, IFC, |5752 MVS
recording IGC
SCOBR Logrec error recording IFB, IFC, IGE |5752 MVS
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Table 1-3. Relating Component ID to Component Name, Module Prefix, and Product (continued)

Component IDs

Component Component Name Module Prefix Rroduct ID Product or
ID Subsystem
SCPX1 z/OS UNIX system services BPX 5695 MVS
SCPX2 z/OS Shell and Utilities FSUM 5695 MVS
SCPX3 z/OS UNIX Debugger FDBX 5695 MVS
SCPX4 z/OS UNIX application services FOM 5695 MVS
SCPX6 z/OS UNIX support BOP 5695 MVS
SCRRS Resource recovery services ATR 5645 MVS
SCRTM Recovery Termination Manager (RTM) IEA 5752 MVS
SCSDS Global resource serialization ISG 5752 MVS
SCSLP Serviceability level indicator processing IEA 5752 MVS

(SLIP)
SCSPI Service processor interface (SPI) IEA, ISN 5752 MVS
SCTRC Component trace ITT 5752 MVS
SCTTR Transaction trace ITZ 5752 MVS
SCVTM 5752 MVS
SCWLM Workload manager (WLM) WM 5752 MVS
SCXCF Cross-system coupling facility (XCF) IXC 5685 MVS
SCXMS Program Call authorization (PC/AUTH) IEA 5752 MVS

service routines
SC1BA JES3 IAT 5752 JES3
SC1BH JES2 HAS, IAS, IGC | 5752 JES2
SC1BN Security access facility (SAF) IEA 5752 MVS
SC1BzZ Reconfiguration IEE 5752 MVS
SC1B2 External writer (XWTR) IASX, IEF, IGC | 5752 JES2
SC1B3 Scheduler restart IEF 5752 MVS
SC1B4 Allocation/unallocation IEA, IEF, IPL |5752 MVS
SC1B5 Scheduler work area (SWA) manager IEF 5752 MVS
SC1B6 Master subsystem/subsystem interface IEF 5752 MVS

(MSI and SSI)

Initiator/terminator
SC1B8 Command processing IEA, IEE, IEZ |5752 MVS

Includes:

» Command processors

* Master scheduler

* Master trace
SC1B9 Converter/interpreter IEF, IEZ 5752 MVS
SC1CE Dynamic device reconfiguration (DDR) IEF, IGC, IGE, |5752 MVS

IGF

SC1CH Virtual storage management (VSM) IEA, IGV 5752 MVS
SC1CJ Contents supervisor CSV, IEA 5752 MVS

Includes library lookaside (LLA)
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Table 1-3. Relating Component ID to Component Name, Module Prefix, and Product (continued)

Component Component Name Module Prefix Hroduct ID Product or
ID Subsystem
SC1CK Communications task (COMMTASK) IEA, IEE, IEZ |5752 MVS
Includes operations services (OPS)
SCI1CL Task management IEA 5752 MVS
SC1CP Extended floating point IEA 5752
SCI1CR Real storage manager (RSM) IAR 5752 MVS
SCi1CuU Address space control IEA 5752 MVS
Includes:
* Address space initialization
* Region control task (RCT)
» Started task control
SCicv Timer supervision IEA, IEE 5752 MVS
SC1CW Auxiliary storage manager (ASM) ILR 5752 MVS
SC1CX System resources manager (SRM) IEA, IEE, IRA |5752 MVS
SCicz Reconfiguration of command processing IEA, IEE 5752 MVS
SC1C3 Input/output supervisor (I0S) IEA 5752 MVS
SC1C5 Supervisor control IEA, IGC 5752 MVS
Includes:
* Interrupt handlers
» Dispatcher
SC1C6 Execute channel program (EXCP) processor |IEC 5752 MVS
SC1C8 Nucleus initialization program (NIP) IEA 5752 MVS
SC1C9 Initial program load (IPL) IEA 5752 MVS
SC1DF 3890 document processor IGE, IGG 5752
SC1D5 OCR IGG 5752
SC1GO0 Graphics Access Method (GAM) GAB, IFF, IGC, |5752 GAM/SP
IGG 5665
SC1TO TSO Edit 5665 TSO/E
SC1T8 TSO Telecommunications Access Method IED, IKJ 5752 TSO/E
(TCAM) subroutines
SC1T9 TSO Virtual Telecommunications Access IKT 5752 TSO/E
Method (VTAM)
SC1XL Hardware configuration definition (HCD) CBD 5695 MVS
SC100 System management facilities (SMF) IEA, IEE, IEF, |5752 MVS
IFA, IGX
Includes SMF scheduler
SC101 Common mapping macros of supervisor IEA, IHA 5752 MVS
control
SC102 System management facilities (SMF) IEA 5752 MVS
SC103 Assembler XF IFN, IFO 5752
SC106 Online test executive program (OLTEP) IFD, IGC 5752 MVS
SC111 Generalized trace facility (GTF) AHL, IEA, IGC | 5752 MVS
SC112 SPZAP service aid AMA 5752 MVS
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Table 1-3. Relating Component ID to Component Name, Module Prefix, and Product (continued)

Component IDs

Component Component Name Module Prefix Rroduct ID Product or

ID Subsystem

SC113 Macros for GTF (formerly AMDPRDMP AHL 5752 MVS
macros)

SC114 LIST service aid AMB 5752 MVS

SC115 Stand-alone dump (SADMP) AMD, SGS 5752 MVS

SC118 GTFTRACE subcommand of IPCS AHL 5752 MVS

SC120 Basic Telecommunications Access Method IEC, IGC, IGE, |5752 BTAM
(BTAM) IGG

SC132 Interactive problem control system (IPCS) BLR, BLS 5752 MVS

SC141 Functional subsystem interface (FSI) IAZ 5752 JES2

SC142 System trace IEA, IEE, ITR |5752 MVS

SC143 Dump analysis and elimination (DAE) ADY 5752 MVS

SC144 JES/scheduler services IEF 5752 MVS

SC164 Virtual lookaside facility (VLF) COF 5752 MVS

XXHO00 Resource Access Control Facility (RACF) ICH, IRR 5752 RACF

10600 Distributed Security Manager for MVS EGI 5648-106 DSM/MVS
Utilities

10601 Distributed Security Manager for MVS Client | EGS, FMH 5648-106 DSM/MVS
and Server

10602 Distributed Security Manager for MVS RDM | EXR 5648-106 DSM/MVS

10603 Distributed Security Manager for MVS MVS | EXS 5648-106 DSM/MVS
Agent

10604 Distributed Security Manager for MVS VM EXS 5648-106 DSM/MVS
Agent

10605 Distributed Security Manager for MVS EXS 5648-106 DSM/MVS
0S/400 Agent

10606 Distributed Security Manager for MVS 0S/2 | EXS 5648-106 DSM/MVS
Agent

10607 Distributed Security Manager for MVSS EXS 5648-106 DSM/MVS
Novell Netware Agent

25701 Device Support Facilities ICK 5655-257 ICKDSF

26001 Environmental Record Editing and Printing IFB, IFC 5658 EREP
(EREP) program

27404 Resource Measurement Facility (RMF) ERB 5665 RMF

27404 System Availability Management (SAM) of AMS 5665 RMF
the Resource Measurement Facility (RMF)

28401 Tape error recovery program/volume error IEC, IGC, IGE |5665-XA3 DFP
statistics (ERP/VES)

28402 DASD error recovery program (ERP) IEC, IGE 5665-XA3 DFP

28403 Unit record error recovery program (ERP) IGE 5665 DFSMSdfp

28405 IEHLIST utility IEH 5665 DFP

28406 IEHPROGM utility IEH 5665 DFP

28407 IEHMOVE utility IEH 5665 DFP
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Table 1-3. Relating Component ID to Component Name, Module Prefix, and Product (continued)

Component Component Name Module Prefix Hroduct ID Product or
ID Subsystem
28408 Program Management (linkage editor and HEW, IEW 5665-XA3 DFP
batch loader)
28409 Program Management (LINK/LOADGO AKJ 5665-XA3 DFP
prompter)
28411 Loader HEW, IEW 5665-XA3 DFP
28413 OPEN/CLOSE/EOQOV (end-of-volume) IEAVNP16, 5665-XA3 DFSMS
IFG, IGC, IGG,
IMD
28414 Sequential Access Method (SAM) IEC, IFG, IGC, | 5665-XA3 DFP
IGG
28415 Media manager ICY 5665-XA3 DFP
28416 Direct Access Method (DAM) IGC, IGG 5665 DFSMSdfp
28417 Direct access device space management IGC, IGG 5665 DFSMSdfp
(DADSM)
28418 ICF catalog, VSAM IDA, IFG 5665-XA3 DFP
28419 VSAM block processor IDA 5665-XA3 DFP
28420 Control volume/Virtual Storage Access IGC, IGG 5665 DFSMSdfp
Method (CVOL/VSAM) catalog
28421 Password protect IGC 5665 DFSMSdfp
28423 Virtual I/O (VIO) IDA, IDD 5665-XA3 DFP
28425 Common volume table of contents (VTOC) CVA 5665-XA3 DFP
access facility (CVAF)
28426 Overlay supervisor IEW 5665-XA3 DFSMS
28427 Start 1/0 (SIO) exits IEC 5665-XA3 DFSMS
28428 Fetch IEW 5665-XA3 DFSMS
28429 Sequential Access Method (SAM) subsystem |IGE, IGG 5665 DFSMSdfp
interface
28430 Access Method Services (AMS) IDC 5665 DFSMSdfp
28431 3505/3525 reader/punch IGG 5665 DFSMSdfp
28434 Indexed Sequential Access Method (ISAM) IGC, IGG 5665 DFSMSdfp
28436 TSO utilities IKJ 5665 TSO/E
28437 IEBPTPCH utility IEB 5665-XA3 DFP
28438 IEHINITT utility IEH, IGC 5665 DFP
28439 IFHSTATR utility IFH 5665-XA3 DFP
28440 IEHATLAS utility IEH, IGC, IGG |5665-XA3 DFP
28441 IEBISAM utility IEB 5665-XA3 DFP
28442 IEBDG utility IEB 5665-XA3 DFP
28443 IEBCOMPR utility IEB 5665-XA3 DFP
28444 IEBIMAGE utility IEB 5665-XA3 DFP
28445 SGIEH402 SGl 5665
28446 IEBCOPY utility IEB, IGG 5665-XA3 DFP
28447 IEBGENER utility IEB 5665-XA3 DFP
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Table 1-3. Relating Component ID to Component Name, Module Prefix, and Product (continued)
Component Component Name Module Prefix Rroduct ID Product or
ID Subsystem
28448 IEBUPDTE utility IEB 5665-XA3 DFP
28449 IEBEDIT utility IEB 5665-XA3 DFP
28450 3800 offline utility CIP, GRAF, 5665-XA3 DFP
GRF, XTB
28451 VSAM open/close/EOV (end-of-volume) IDA 5665-XA3 DFP
28452 VSAM record management IDA 5665-XA3 DFP
28460 DASD common services IGB 5665-XA3 DFSMS
28461 Interactive storage management DGT 5665-XA3 DFP
28463 Device console services IGU 5665-XA3 DFP
28465 Asynchronous operations manager (AOM) AOM, IEC, 5665-XA3 DFP
IGX
28484 Network File System Server (NFSS) GFSA 5665-XA3 DFP
28501 TSO/E EDIT IKJ, SGI 5665 TSO/E
28502 TSO and TSO/E scheduler IEE, IGX, IHA, | 5665 TSO/E
IKJ, JBB,
SGIKJ
28503 TSO/E TEST IKJ 5665 TSO/E
28504 TSO/E transmit/receive INM 5665 TSO/E
28505 TSO and TSO/E session manager ADF, END, 5665 TSO/E
IHA, SGI
28506 TSO/E Information Center Facility (ICF) ICQ, SCI 5665 TSO/E
28507 TSO/E cooperative processing CHS 5665 TSO/E
28508 TSO/E REXX IRX 5665 TSO/E
285xx CLIST IKJ 5665 TSO/E
29101 Input/output configuration program (IOCP) ICP 5665
29102 Input/output configuration program (IOCP) ICP 5665
29105 MVS configuration program (MVSCP) CBPA - 5665 MVS
CBPN
32701 DFDSS ADR 5665-327 DFDSS
32901 Hierarchical Storage Manager ARC 5665-329 DFP
5655HAL00 Communication Server for z/OS IP Services |EZA, EZB, 5647 - AO1 Communication
EZY, EZZ Server for z/OS IP
Services
569511701 TSO Virtual Telecommunications Access IKT, IST 5647-A01 Communication
Method (VTAM) Server for z/OS
SNA Services
566894901 SMP/E GIM 5647-A01 SMP/E
566894902 SMP/E Planning and Migration Assistant BCN 5647-A01 SMP/E
97801 Graphics Access Method (GAM) GAB, IFF, IGC, | 5665 DFSMSdfp
IGG
97801 Graphics Access Method (GAM) GAB, IFF, IGC, | 5741 5752
IGG 5665
99201/02 Device Support Facilities ICK 5658 ICKDSF
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Chapter 2. Specifying Symptoms

The following table shows the values for the KEY parameter of the VRADATA
macro in relation to the MVS and RETAIN® keywords. The keys are mapped by
VRAMAP (IHAVRA mapping macro).

The table also shows the keywords for the MVS and RETAIN symptoms and
explains the meanings of the symptoms. The MVS symptoms are used to describe
dumps. The RETAIN symptoms are used to describe problems and to search the

RETAIN problem database.

The Fm column identifies the form of the source data:

E EBCDIC
F Flag
H Hexadecimal

Incorrect Keys: The following keys are considered incorrect if used as a symptom:

VRADAE
VRAEND

VRAMINSC
VRAMINSL

VRAOPT
VRAREQ

Table 2-1. VRADATA Macro KEY Values Related to Symptoms

VRASKP

Key KEY Value Keyword Source Data Explanation

Numbers MVS RETAIN |Label Fm

DATA FROM FIXED AREAS OF SDWA MAIN STRUCTURE

X'3E9' EFABS AB/S AB/S SDWACMPC |H ABEND CODE-SYSTEM. The system
obtains this data for all dumps, if the
data is available.

X'3EA' EFABU AB/U AB/U SDWACMPC |H ABEND CODE-USER

X'3EB' EFLDMD MOD/ RIDS/ SDWAMODN |E LOAD MODULE NAME

name#L
X'3EC' EFCSCT CSECT/ |RIDS/ SDWACSCT E ASSEMBLY MODULE CSECT NAME
X'3ED’ EFREX REXN/ RIDS/ SDWAREXN E RECOVERY ROUTINE CSECT NAME
name#R

X'3F3' EFPSW REGS/ REGS/ SDWAGRSV H REG/PSW DIFFERENCE. The system
obtains this data for all dumps, if the
data is available.
The system can generate two or less
PSW/REGISTER differences as
symptoms, depending on the number of
registers found within the range of
X'0'-X'FFF'. For a failing PSW address
less than 512, the symptom generated is
REGS/FEQ00.

FROM SDWARC1 - DATA FROM EXTENSIONS OF SDWA

X'44D' E1CID1C CID1/ VALU/C | SDWACID E COMPONENT IDENTIFIER

X'44E' E1SUBI1C SUB1/ VALU/C | SDWASC E COMPONENT SUBFUNCTION

X'451" E1AMDI1C AMD1/ VALU/C | SDWAMDAT E MODULE ASSEMBLY DATE

X'452' E1VRSI1C VRS1/ VALU/C |SDWAMVRS |E VERSION-PTF/PRODUCT IDENTIFIER

© Copyright IBM Corp. 1988, 2002
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Table 2-1. VRADATA Macro KEY Values Related to Symptoms (continued)

Key KEY Value Keyword Source Data Explanation

Numbers MVS RETAIN |Label Fm

X'454' E1HRCI1C HRC1/ PRCS/ SDWAHRC H ABEND REASON CODE. The system
places the reason code in this field if the
REASON keyword is used on the
ABEND macro.

X'456' E1RRL1C RRL1/ FLDS/ SDWARRL RECOVERY ROUTINE LABEL

X'45A' E1CDB1C CDB1/ VALU/C |SDWACIDB BASE COMPONENT ID

X'45C E1CCR1C CCR1/ VALU/B | SDWACCRC REASON/COMPLETION CODE
ALTERED. The system turns on this flag
if the REASON keyword is used on the
ABEND macro.

X'45E' E1HLH1C HLH1/ VALU/H | SDWAHLHI H HIGHEST LOCK HELD INDICATOR. The
current lock held.

X'460' E1SUP1C SUP1/ VALU/H | SDWASUPR H PSASUPER FLAGS

X'464' E1SPN1C SPN1/ VALU/H | SDWASPN H LCCASPIN FLAGS

X'466' E1FI1C Fl/ VALU/H | SDWAFAIN H FAILING INSTRUCTION AREA

X'468' E1FRR1C FRR1/ VALU/H | SDWAFRRE H FRR PARAMETER AREA. The system
converts the first 12 bytes to printable
hexadecimal for MVS symptoms. It
converts only the last 4 bytes of these 12
bytes to printable hexadecimal for
RETAIN symptoms.

X'46A' E1ASID1C ASID1/ VALU/H SDWAASI1 H TASK RELATED ASID

X'46C' E10RCCI1C ORCC1/ |PRCS/ SDWAOCMP |H ORIGINAL COMPLETION CODE

X'46E' E10ORRC1C ORRC1/ |PRCS/ SDWAOCRC H ORIGINAL REASON CODE

X'470' E1PIDSIC PIDS/ PIDS/ SDWACID E PRODUCT/COMPONENT ID

FROM SDWARC2 EXTENSION OF SDWA

X'483' E2MCIC MCI2/ VALU/H | SDWAMCIC | H | MACHINE CHECK INTERRUPT CODE

FROM ABDUMP SYMPTOM AREA PRDHDR (See the AMDDATA macro.)

X'3E9' EFABS AB/S AB/S PRDSMABD H ABEND CODE-SYSTEM. The system
obtains this data for all dumps, if the
data is available.

X'3EA' EFABU AB/U AB/U PRDSMABD H ABEND CODE-USER

X'3EB' EFLDMD MOD/ RIDS/ PRDSMLMN E LOAD MODULE NAME

name#L

X'3EC' E1FI1C Fl/ VALU/H PRDSMPDA H FAILING INSTRUCTION AREA. The
system obtains this data for all dumps, if
the data is available.

The failing instruction area is the 12
bytes around the failing instruction, which
is pointed to by the failing PSW.

X'3ED' E1HRC1C HRC1/ VALU/H |PRDSMGPR H REASON CODE
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Table 2-1. VRADATA Macro KEY Values Related to Symptoms (continued)

Specifying Symptoms

Key KEY Value Keyword Source Data Explanation

Numbers MVS RETAIN |Label Fm

X'3F3' EFPSW REGS/ REGS/ PRDSMPSW |H REG/PSW DIFFERENCE. The system
obtains this data for all dumps, if the
data is available.
The system can generate two or less
PSW/REGISTER differences as
symptoms, depending on the number of
registers found within the range of
X'0'-X'FFF'. For a failing PSW address
that is less than 512, the symptom
generated is REGS/FE000.

FROM SDWAVRA - CREATED IN VRADATA MACRO FORMAT

X'01' VRACOM VCID/ VALU/C E COMPONENT IDENTIFIER

X'02' VRASC VSC/ VALU/C E SUBCOMPONENT IDENTIFIER

X'03' VRALVL VLVL/ VALU/C E COMPONENT LEVEL

X'04' VRADT VDT/ VALU/C E MODULE ASSEMBLY DATE

X'05' VRAPTF VPTF/ PTFS/ E MODULE/PRODUCT PTF IDENTIFIER

X'06' VRARC VARC/ PRCS/ E ABEND REASON CODE or REASON
CODE

X'0o7' VRAQVOD VQVOD/ |VALU/H H QUEUE VERIFIER DATA. Defined by the
IHAQVOD macro.

X'08' VRAQERR VQERR/ |VALU/H QUEUE ERROR DATA

X'09' VRALVLS VLVLS/ LVLS/ RELEASE or LEVEL. The release of the
system or level of the program product
or component on which the problem
occurred.

X'10' VRARRP VRRP/ VALU/H RECOVERY ROUTINE PARAMETER

X'11' VRACBM VCBM/ FLDS/ MAPPING MACRO NAME

X'12' VRACB VCB/ VALU/H CONTROL BLOCK DATA. The system
converts the first 12 bytes to printable
hexadecimal for MVS symptoms. It
converts only the last 4 bytes of these 12
bytes to printable hexadecimal for
RETAIN symptoms.

X'13' VRACBF VCBF/ FLDS/ E CONTROL BLOCK FIELD NAME

X'14' VRACBA VCBA/ ADRS/ CONTROL BLOCK ADDRESS

X'15' VRACBO VCBO/ ADRS/ CONTROL BLOCK FIELD OFFSET

FROM SDWAVRA - CREATED IN VRADATA MACRO FORMAT

X'16' VRACBL VCBL/ VALU/H H CONTROL BLOCK LENGTH

X'18' VRACBI VCBI/ VALU/H H CONTROL BLOCK ID NUMBER

X'19' VRACBIA VCBIA/ VALU/H H CONTROL BLOCK ID AND ADDRESS

X'1A' VRACBI2 VCBI2/ VALU/H H CONTROL BLOCK ID AND DATA
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Table 2-1. VRADATA Macro KEY Values Related to Symptoms (continued)

Key
Numbers

KEY Value

Keyword

Source Data

B

Explanation

MVS

RETAIN

Label

Fm

X'20'

VRAPLI

VPLI/

FLDS/

E

PARAMETER LIST ID. If the original
data in the SDWAVRA is in printable
form, the system uses all the characters
possible for symptoms. The total size,
including the keyword and data, cannot
exceed 50 characters for an MVS
symptom or 15 characters for a RETAIN
symptom.

X221

VRAPL

VPL/

VALU/H

PARAMETER LIST DATA. The system
converts the first 12 bytes to printable
hexadecimal for MVS symptoms. It
converts only the last 4 bytes of these 12
bytes to printable hexadecimal for
RETAIN symptoms.

X'22'

VRAFPI

VFPI/

PCSS/

FOOTPRINT IDENTIFIER. If the original
data in the SDWAVRA is in printable
form, the system uses all the characters
possible for symptoms. The total size,
including the keyword and data, cannot
exceed 50 characters for an MVS
symptom or 15 characters for a RETAIN
symptom.

X'23'

VRAFP

VEP/

VALU/H

FOOTPRINT DATA. The system converts
the first 12 bytes to printable
hexadecimal for MVS symptoms. It
converts only the last 4 bytes of these 12
bytes to printable hexadecimal for
RETAIN symptoms.

X'24'

VRAPA

VPA/

VALU/C

EXECUTION PATH DATA. If the original
data in the SDWAVRA is in printable
form, the system uses all the characters
possible for symptoms. The total size,
including the keyword and data, cannot
exceed 50 characters for an MVS
symptom or 15 characters for a RETAIN
symptom.

X'25'

VRAP2

VP2/

VALU/C

EXECUTION PATH DATA. If the original
data in the SDWAVRA is in printable
form, the system uses all the characters
possible for symptoms. The total size,
including the keyword and data, cannot
exceed 50 characters for an MVS
symptom or 15 characters for a RETAIN
symptom.

X'26'

VRALK

VLK/

FLDS/

NAME OF LOCK HELD. If the original
data in the SDWAVRA is in printable
form, the system uses all the characters
possible for symptoms. The total size,
including the keyword and data, cannot
exceed 50 characters for an MVS
symptom or 15 characters for a RETAIN
symptom.
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Table 2-1. VRADATA Macro KEY Values Related to Symptoms (continued)

Key
Numbers

KEY Value

Keyword

Source Data

Explanation

MVS

RETAIN

Label

Fm

X217

VRAWAI

VWAI/

PCSS/

E

WORK AREA ID. If the original data in
the SDWAVRA is in printable form, the
system uses all the characters possible
for symptoms. The total size, including
the keyword and data, cannot exceed 50
characters for an MVS symptom or 15
characters for a RETAIN symptom.

X'28'

VRAWA

VWA/

VALU/H

WORK AREA DATA. The system
converts the first 12 bytes to printable
hexadecimal for MVS symptoms. It
converts only the last 4 bytes of these 12
bytes to printable hexadecimal for
RETAIN symptoms.

X'29'

VRAWAP

VWAP/

ADRS/

WORK AREA ADDRESS

X'30'

VRALBL

VLBL/

FLDS/

LABEL RELATED TO FAILURE

X'31'

VRARRL

VRRL/

FLDS/

RECOVERY ROUTINE LABEL

X'33'

VRAMID

VMID/

MSG/

MESSAGE IDENTIFIER

X'34'

VRAMSG

VMSG/

MSG/

m|im|m|m|XI

MESSAGE TEXT. If the original data in
the SDWAVRA is in printable form, the
system uses all the characters possible
for symptoms. The total size, including
the keyword and data, cannot exceed 50
characters for an MVS symptom or 15
characters for a RETAIN symptom.

X'35'

VRAERR

VERR/

VALU/C

ERROR INFORMATION. If the original
data in the SDWAVRA is in printable
form, the system uses all the characters
possible for symptoms. The total size,
including the keyword and data, cannot
exceed 50 characters for an MVS
symptom or 15 characters for a RETAIN
symptom.

X'36'

VRAEHX

VEXH/

VALU/H

ERROR INFORMATION. The system
converts the first 12 bytes to printable
hexadecimal for MVS symptoms. It
converts only the last 4 bytes of these 12
bytes to printable hexadecimal for
RETAIN symptoms.

X'37

VRAHID

VHID/

PCSS/

HEADER FOR DATA. If the original data
in the SDWAVRA is in printable form, the
system uses all the characters possible
for symptoms. The total size, including
the keyword and data, cannot exceed 50
characters for an MVS symptom or 15
characters for a RETAIN symptom.

X'38'

VRAHEX

VHEX/

VALU/H

HEX ERROR DATA. The system
converts the first 12 bytes to printable
hexadecimal for MVS symptoms. It
converts only the last 4 bytes of these 12
bytes to printable hexadecimal for
RETAIN symptoms.
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Table 2-1. VRADATA Macro KEY Values Related to Symptoms (continued)

Key
Numbers

KEY Value

Keyword

Source Data

B

Explanation

MVS

RETAIN

Label

Fm

X'39'

VRAEBC

VEBC/

VALU/C

E

ERROR DATA. If the original data in the
SDWAVRA is in printable form, the
system uses all the characters possible
for symptoms. The total size, including
the keyword and data, cannot exceed 50
characters for an MVS symptom or 15
characters for a RETAIN symptom.

X'3A'

VRAAID

VAID/

VALU/H

CALLER’S ASID

X'3B'

VRATCB

VTCB/

ADRS/

TCB ADDRESS

X'3C'

VRACA

VCA/

ADRS/

CALLER’S ADDRESS

X'3D'

VRACAN

VCAN/

RIDS/

MODULE NAME OF CALLER

X'40'

VRAOA

VOA/

PRCS/

ORIGINAL ABEND CODE

X'41'

VRAPSW

VPSW/

VALU/H

RELATED FAILING PSW

X'42'

VRAINS

VINS/

VALU/H

I T|T| M| IT|IT|I

FAILING INSTRUCTION AREA. The
system converts the first 12 bytes to
printable hexadecimal for MVS
symptoms. It converts only the last 4
bytes of these 12 bytes to printable
hexadecimal for RETAIN symptoms.

X'43'

VRAREGS

VREGS/

VALU/H

REGISTERS ASSOCIATED WITH
ABEND. The system converts the first 12
bytes to printable hexadecimal for MVS
symptoms. It converts only the last 4
bytes of these 12 bytes to printable
hexadecimal for RETAIN symptoms.

X'44'

VRAREGA

VREGA/

ADRS/

REGISTER AREA ADDRESS

X'45'

VRAOR15

VOR15/

PRCS/

ORIGINAL CONTENTS OF REGISTER

X'46'

VRADSN

VDSN/

PCSSs/

DATA SET NAME. If the original data in
the SDWAVRA is in printable form, the
system uses all the characters possible
for symptoms. The total size, including
the keyword and data, cannot exceed 50
characters for an MVS symptom or 15
characters for a RETAIN symptom.

X471

VRADEV

VDEV/

PCSS/

DEVICE NAME. If the original data in the
SDWAVRA is in printable form, the
system uses all the characters possible
for symptoms. The total size, including
the keyword and data, cannot exceed 50
characters for an MVS symptom or 15
characters for a RETAIN symptom.

X'48'

VRASN

VSN/

VALU/H

I/O SENSE DATA. The system converts
the first 12 bytes to printable
hexadecimal for MVS symptoms. It
converts only the last 4 bytes of these 12
bytes to printable hexadecimal for

RETAIN symptoms.
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Table 2-1. VRADATA Macro KEY Values Related to Symptoms (continued)

Specifying Symptoms

Key
Numbers

KEY Value

Keyword

Source Data

B

Explanation

MVS

RETAIN

Label

Fm

X'49'

VRAST

VST/

VALU/H

H

I/O STATUS. The system converts the
first 12 bytes to printable hexadecimal for
MVS symptoms. It converts only the last
4 bytes of these 12 bytes to printable
hexadecimal for RETAIN symptoms.

X'4A'

VRAU

vu/

VALU/C

DEVICE NUMBER OR NAME. If the
original data in the SDWAVRA is in
printable form, the system uses all the
characters possible for symptoms. The
total size, including the keyword and
data, cannot exceed 50 characters for an
MVS symptom or 15 characters for a
RETAIN symptom.

X'4B'

VRACCW

VCCW/

VALU/H

CCw

X'4C'

VRACSW

VCswW/

VALU/H

CsSw

X'4D'

VRADVT

VDVT/

VALU/H

DEVICE TYPE. The system converts the
first 12 bytes to printable hexadecimal for
MVS symptoms. It converts only the last
4 bytes of these 12 bytes to printable
hexadecimal for RETAIN symptoms.

X'4E'

VRAVOL

vvoL/

VALU/C

VOLUME SERIAL NUMBER. If the
original data in the SDWAVRA is in
printable form, the system uses all the
characters possible for symptoms. The
total size, including the keyword and
data, cannot exceed 50 characters for an
MVS symptom or 15 characters for a
RETAIN symptom.

X'60'

VRAFREG

VFREG/

VALU/H

FIRST REGISTER IN SAVE AREA. The
system converts the first 12 bytes to
printable hexadecimal for MVS
symptoms. It converts only the last 4
bytes of these 12 bytes to printable
hexadecimal for RETAIN symptoms.

X'63'

VRACSCB

VSCB/

VALU/H

CSCB CONTROL BLOCK. The system
converts the first 12 bytes to printable
hexadecimal for MVS symptoms. It
converts only the last 4 bytes of these 12
bytes to printable hexadecimal for
RETAIN symptoms.

X'64'

VRACSCBA

VSCBA/

ADRS/

CSCB CONTROL BLOCK ADDRESS

X'65'

VRAJOB

VJOB/

PCSS/

FAILING JOB NAME

X'66'

VRASTP

VSTP/

PCSS/

FAILING STEP NAME

X'67'

VRACMD

VCMD/

PCSS/

m|m|m|I

FAILING COMMAND. If the original data
in the SDWAVRA is in printable form, the
system uses all the characters possible
for symptoms. The total size, including
the keyword and data, cannot exceed 50
characters for an MVS symptom or 15

characters for a RETAIN symptom.
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Specifying Symptoms

Table 2-1. VRADATA Macro KEY Values Related to Symptoms (continued)

Key
Numbers

KEY Value

Keyword

Source Data

B

Explanation

MVS

RETAIN

Label

Fm

X'68'

VRAJCL

VJCL/

PCSS/

E

JCL STATEMENT. If the original data in
the SDWAVRA is in printable form, the
system uses all the characters possible
for symptoms. The total size, including
the keyword and data, cannot exceed 50
characters for an MVS symptom or 15
characters for a RETAIN symptom.

X'73'

VRAEPN

VEPN/

RIDS/

ENTRY POINT NAME

X7

VRAETF

VETF/

ADRS/

ENTRY POINT ADDRESS

X'78'

VRACTF

VCTF/

ADRS/

FAILING CSECT ADDRESS

X'79'

VRALTF

VLTF/

ADRS/

FAILING LOAD MODULE ADDRESS

X'7A'

VRAMO

VMO/

ADRS/

CSECT OFFSET IN LOAD MODULE

X'7B'

VRAILO

VILO/

ADRS/

OFFSET IN LOAD MODULE

X'7cC

VRAIMO

VIMO/

ADRS/

OFFSET IN ASSEMBLY MODULE

X'7D'

VRAFID

VFID/

PCSS/

m|T|IT|IT|IT|XT|XT|m

FEATURE IDENTIFIER. If the original
data in the SDWAVRA is in printable
form, the system uses all the characters
possible for symptoms. The total size,
including the keyword and data, cannot
exceed 50 characters for an MVS
symptom or 15 characters for a RETAIN
symptom.

X'7E'

VRAPID

VPID/

PCSS/

PRODUCT IDENTIFIER. If the original
data in the SDWAVRA is in printable
form, the system uses all the characters
possible for symptoms. The total size,
including the keyword and data, cannot
exceed 50 characters for an MVS
symptom or 15 characters for a RETAIN
symptom.

X'AQ

VRAIAP

VIAP/

RIDS/

ANALYTIC PROCEDURE NAME

X'Al'

VRAIAL

VIAL/

VALU/H

PARAMETER LIST FOR PROCEDURE.
The system converts the first 12 bytes to
printable hexadecimal for MVS
symptoms. It converts only the last 4
bytes of these 12 bytes to printable
hexadecimal for RETAIN symptoms.

X'A2'

VRAICL

VICL/

VALU/H

PARAMETER LIST FOR PROGRAM

X'A3'

VRAIDP

VIDP/

RIDS/

PROGRAM TO RUN
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Specifying Symptoms

Table 2-1. VRADATA Macro KEY Values Related to Symptoms (continued)

Key KEY Value Keyword Source Data Explanation

Numbers MVS RETAIN |Label Fm

X'C8' VRARRK @nnn/ VALU/C E DEVELOPER ASSIGNED SYMPTOM
X'Co VRARRK1 @nnn/ VALU/C E KEYS. A program assigns one of these
X'CA' VRARRK2 @nnn/ VALU/C E symptom keys. The IHAVRA macro
X'CB' VRARRK3 @nnn/ VALU/C E defines decimal keys 200 to 239 as
X'cc VRARRK4 @nnn/ VALU/C E assignable to any symptom desired by
X'CD' VRARRK5 @nnn/ VALU/C E the programmer. The IHAVRA macro
X'CE' VRARRK6 @nnn/ VALU/C E assigns all other keys. If

X'CF' VRARRKY @nnn/ VALU/C E programmer-assigned keys are used, a
X'DO VRARRKS8 @nnn/ VALU/C E visible key, such as @204 for decimal
X'D1' VRARRK9 @nnn/ VALU/C E key 204, is created by the system. The
X'D2' VRARRK10 @nnn/ VALU/C E decimal keys are appropriate for the
X'D3' VRARRK11 @nnn/ VALU/C E following forms of data:

X'D4' VRARRK12 @nnn/ VALU/C E Keys 200-224  EBCDIC data

X'D5' VRARRK13 @nnn/ VALU/C E Keys 225-234 Hexadecimal data
X'D6' VRARRK14 @nnn/ VALU/C E Keys 235-239  Flag data

X'D7' VRARRK15 @nnn/ VALU/C E

X'D8' VRARRK16 @nnn/ VALU/C E

X'D9' VRARRK17 @nnn/ VALU/C E

X'DA' VRARRK18 @nnn/ VALU/C E

X'DB' VRARRK19 @nnn/ VALU/C E

X'DC' VRARRK20 @nnn/ VALU/C E

X'DD! VRARRK21 @nnn/ VALU/C E

X'DE' VRARRK22 @nnn/ VALU/C E

X'DF' VRARRK23 @nnn/ VALU/C E

X'EO' VRARRK24 @nnn/ VALU/C E

X'El VRARRK25 @nnn/ VALU/H H

X'E2' VRARRK26 @nnn/ VALU/H H

X'E3' VRARRK27 @nnn/ VALU/H H

X'E4' VRARRK28 @nnn/ VALU/H H

X'E5' VRARRK29 @nnn/ VALU/H H

X'E6' VRARRK30 @nnn/ VALU/H H

X'E7 VRARRK31 @nnn/ VALU/H H

X'E8' VRARRK32 @nnn/ VALU/H H

X'EQ' VRARRK33 @nnn/ VALU/H H

X'EA' VRARRK34 @nnn/ VALU/H H

X'EB' VRARRK35 @nnn/ VALU/B F

X'EC' VRARRK36 @nnn/ VALU/B F

X'ED' VRARRK37 @nnn/ VALU/B F

X'EE' VRARRK38 @nnn/ VALU/B F

X'EF' VRARRK39 @nnn/ VALU/B F
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Chapter 3. SYSEVENT Summary

This summary describes system events (SYSEVENTS) that are indicated by entry to
system resources manager (SRM) through direct branch or SVC 95 (SVC X'5F").
These SYSEVENTs appear in the generalized trace facility (GTF) and system trace

records.

Locking for SYSEVENTSs

All issuers of enabled, branch-entry SYSEVENTs must hold the local lock when the
SYSEVENT is issued. The following SYSEVENTSs are serialized by the CPU lock:

QSCEST
TGETTPUT

X'oC'

X'22'

SRM obtains the SRM lock on all SYSEVENT entries except the following:

USERRDY
SWOUTCMP
RSMCNSTS

X'04'
X'0F
X'16'
X117
X'18'
X'19'
X'1A'
X'32'
X'33'
X'38'
X'3A'
X'3B'
X'45'
X'4C'
X'51
X'6C'

The issuer of any of these SYSEVENTSs, with the exception of HOLD, NOHOLD,
and DIRECTPO, must be disabled when issuing the SYSEVENT because SRM
uses processor-related save areas while processing the SYSEVENTs. The issuer of
HOLD, NOHOLD, and DIRECTPO must also be in key 0. Issuers of SYSEVENTs
not in the preceding list must not hold the SRM lock or any global lock when they

issue the SYSEVENT.

able 3-1jlists all SYSEVENTSs in alphabetical order with their associated codes.
Table 3-1. SYSEVENT List

SYSEVENT Code (in hexadecimal)
21
4D
4ac
49
w7
18

© Copyright IBM Corp. 1988, 2002
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SYSEVENT Summary

Table 3-1. SYSEVENT List (continued)

SYSEVENT Code (in hexadecimal)
ERNGN] 2c
[ErANE] I
[crxswiy 50
[crsFveng 5
[EMDEND) 40
[cvDsTART a3
[conFeeH 10
[copvovoT] 2
[EoPvDEH 60
[EeuTcon n
[DORI 47
BEvaLLog ic
BiRECTRO) 3
[EoNTSwAT 29
Ersin 15
[Encassod] o
[ENcereAT] 57
[ENCDELET 58
[EncreADy n
[Encreg) E
[EncsTaTe] o5
[Encss] o
[Encisvy 10
[ENGHoD) 14
[ENoRLsH 15
[FREEAY o
[Foro 22
[FSPcaRY 66
== ac
[T 0A
ey 08
[N 4
= 75
[ovioLAT Z
[FRESET 68
JOBSELCT 08
09
I|LPARMGM !| 72
[MEvCREAT 06
IMEMDEL]| 07

3-2  2/0S V1R4.0 MVS Diagnosis: Reference




Table 3-1. SYSEVENT List (continued)

SYSEVENT Summary

SYSEVENT

Code (in hexadecimal)

[MiecsTH a2
[MicPuRet e
[ieswan a
[FScrEcH 3A
== 0
e 20
[FEworT] s
FEwsTs] 76
[NovAT 03
orowD) 3
s 2
vvsvar] ®
[FPobe 00
[oscecvr) D
foscerd 12
[escest oc
lovs] 77
[ReveabaT o
Rersvar) 7
Reescl =
sy 2
RecrsD o1
[REQPGOAT 27
REoserd 2
RecsrusT 55
REosvoaT a1
Fecswar 28
Fesereg) ir
FevcrsTs 15
FTorcwr 13
6C
SADBRSTR 4F
SETDMN 25
SOUTSUSP 45
19
1A
59
[sTGIFAIL] 3E
STGTEST 4B
[suBssORT 73
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SYSEVENT Summary
Table 3-1. SYSEVENT List (continued)

SYSEVENT Code (in hexadecimal)

1

10

oF

TERMWAIT] 02

TGETTPUT] 22

05

01

TRANSWAP) OE

[TRAXERPT (or EVENT53)] 35

[TRAXFRPT (or EVENT54)| 36

[TRAXRPT (or EVENTS5)| 37

[bcscrd] 4

04

1E

39

[WKLDCHG 41

[Wivcol] 54

[WLvoUEE 69

[WLvsTeHg] 53
Summary

The SYSEVENTSs are listed in order by hexadecimal code.

SYSEVENT Code: 00 (hex)

Mnemonic: PPMODE

Meaning of Mnemonic: A time sharing command, or a subcommand of

EDIT or TEST, is to be run.

Circumstances: The TSO/E terminal monitor program or the
EDIT/TEST command processor issues this
SYSEVENT when the command or subcommand is
about to be run. It causes no action on the part of

SRM.
Locks Required: Local
Inputs: Reg 0, bytes 0-1: ASID.

Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 0-3: Contains the first four characters
of the command or subcommand name.

Reg 15: Contains the last four characters of the
command or subcommand name.

Outputs: None.
SYSEVENT Code: 01 (hex)
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Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:
Locks Required:

Inputs:

Outputs:
SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs:

Outputs:
SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

SYSEVENT Summary
TIMEREXP
Time of day (TOD) clock initialized.

At TOD clock initialization, the SYSEVENT
schedules SRM time-driven routines. Subsequent
scheduling is done through SYSEVENT 05 (Time).

TOD clock initialized.
Local
Reg 0, byte 3: SYSEVENT code.

Reg 1, byte 3: Contains X'01' to indicate entry from
system TOD clock initialization.

None.

02 (hex)
TERMWAIT
Terminal wait.

Indicates that a TSO/E session has entered
terminal wait.

A TSO/E session is in terminal wait after the
issuance of a TGET or a TPUT. Receiving the
TERMWAIT SYSEVENT indicates to SRM that the
current transaction for a TSO/E address space
should be ended, provided that the address space
has entered long wait status and is swappable.
Note that the occurrence of this SYSEVENT does
not guarantee that the entire address space is in a
long wait status. This determination can only be
made by the quiesce function.

Local

Reg 0, bytes 0-1: ASID.

Reg 0, byte 3: SYSEVENT code.

Reg 1, byte 0: contains:

X'00" If for an input terminal wait.

X'80" If for an output terminal wait.

None.

03 (hex)

NIOWAIT

Address space suspected of being in long wait.

Indicates to SRM when an address space is
suspected of having entered long wait.

Some task in the address space just entered long
wait. Occurrence of this SYSEVENT does not
guarantee that the entire address space is in a long
wait status. This determination can be made only
by the quiesce function. The time spent by a

Chapter 3. SYSEVENTs  3-5



SYSEVENT Summary

Locks Required:

Inputs:

Outputs:
SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs:

Outputs:
SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:
Inputs:

Outputs:
SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

z/OS V1R4.0 MVS Diagnosis: Reference

swappable address space in long wait will not be
considered part of the current transaction for that
address space.

Local

Reg 0, bytes 0-1: ASID or zero.
Reg 0, byte 3: SYSEVENT code.
None.

04 (hex)

USERRDY

User ready.

Indicates that a swapped out address space in a
wait state or an address space for which the
quiesce function is running has at least one
dispatchable unit, (SRB) that is ready to run.

Something has occurred causing a dispatchable
unit (SRB) to be scheduled to this address space.

Dispatcher (Note: The dispatcher lock may not
always be held.)

Reg 0, bytes 0-1: ASID.

Reg 0, byte 3: SYSEVENT code.

None.

05 (hex) This SYSEVENT is not traced by GTF.
TIME

SRM timer interval has expired.

Invokes the time slice dispatching algorithm if it is

active and is to execute. Schedules all other SRM

algorithms that are due. Calculates the time of the
next invocation of this SYSEVENT and informs the
timer routine.

The time routines have recognized that the SRM
time interval has elapsed. At the time the
SYSEVENT is issued, SRM'’s timer queue element
has been removed from the queue.

Local

Reg 0, byte 3: SYSEVENT code.
None.

06 (hex)

MEMCREAT

Address space create.

Indicates that a new address space is about to be
created. Indicates the type of origin of the new



Circumstances:

Locks Required:

Inputs:

Outputs:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs:

Outputs:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Locks Required:

Inputs:

SYSEVENT Summary

address space (i.e., START, LOGON, MOUNT).
Gives SRM a chance to prohibit the creation of the
address space.

At the earliest point where the ASID is known and
the space for the ASCB has been obtained.

Local

Reg 0, bytes 0-1: ASID.

Reg 0, byte 3: SYSEVENT code.

Reg 1, byte 3: contains:

X'01" If START.

X'02" If LOGON.

X'03"  If MOUNT.

Reg 1, byte 0: contains:

X'00" If address space creation can proceed.

X'80" If the address space should not be created
because of a resource shortage determined
by SRM.

07 (hex)
MEMDEL
Address space delete.

Indicates the deletion of an address space to SRM,
allowing SRM to release resources assigned to that
address space.

The memory delete function is about to free the
storage for the ASCB and unassign the ASID.

Local
Reg 0, bytes 0-1: ASID.

Reg 0, byte 2: Contains X'80" indicating that no
more swap-ins are to be started until the next
MEMDEL SYSEVENT.

Reg 0, byte 3: SYSEVENT code.

Reg 1, byte 3: contains X'00' indicating that the
memory delete function can proceed.

08 (hex)
JOBSELCT
Job selection.

Indicates that an address space has started using
system services on behalf of a new job, START or
MOUNT command, or a TSO/E session.

Local
Reg 0, bytes 0-1: ASID or zero.
Reg 0, byte 3: SYSEVENT code.
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SYSEVENT Summary

Output:
SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Locks Required:

Inputs:

Outputs:
SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose.

Locks Required:

Inputs:

Outputs:
SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Locks Required:

Inputs:

Outputs:
SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

z/OS V1R4.0 MVS Diagnosis: Reference

Reg 1, bytes 0-3: Contains the address of a
serialized parameter list. The parameter list is
mapped by the IRAICSP mapping macro.

None.

09 (hex)
JOBTERM

Job termination.

Indicates that an address space has completed
using system services on behalf of a job, START or
MOUNT command, or a TSO/E session.

Local
Reg 0, bytes 0-1: ASID or zero.
Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 0-3: pointer to an 8-byte area
containing the jobname or user ID.

None.

0A (hex)

INITATT

Attached by initiator.

Indicates that an initiator has attached a task; this
SYSEVENT is related to a JOBSELCT SYSEVENT
(code 8).

Local
Reg 0, bytes 0-1: ASID or zero.
Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 0-3: contains the address of a
serialized parameter list. The parameter list is
mapped by the IRAICSP mapping macro.

None.

0B (hex)

INITDET

Detach by initiator.

Indicates that a task has been detached by an
initiator.

Local

Reg 0, bytes 0-1: ASID or zero.
Reg 0, byte 3: SYSEVENT code.
None.

0C (hex)

QSCEST

Quiesce started.



Purpose:

Circumstances:
Locks Required:

Inputs:

Outputs:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs:

SYSEVENT Summary

Permits an initial assessment of whether an
address space, suspected of being in long wait, is
in fact in long wait. Provides for reversing the
guiesce of an address space.

SRM has recently posted quiesce.

Local

Reg 0, bytes 0-1: ASID or zero.

Reg 0, byte 3: SYSEVENT code.

Reg 1, byte 0: contains:

X'00" If the address space is not in a long wait.

X'80" If all tasks in the address space are in a
long wait.

Reg 1, byte 3: contains:

X'00" If the region control task (RCT) is to
continue with the quiesce.

X'08" If the address space should be restored to
its original status.

0D (hex)
QSCECMP
Quiesce completed.

Permits a final assessment of whether the address
space is to be swapped out. If between QSCEST
(code 0C) and QSCECMP, a USERRDY (code 04)
has been received for the address space, the
quiesce function will be notified that the address
space is not in true long wait status. Also allows
SRM to determine if the address space should be
logically or physically swapped.

Note: The swapped in interval is defined to end
with this SYSEVENT.

The region control task (RCT) has completed
guiesce processing for an address space.

Local

Reg 0, bytes 0-1: ASID or zero.

Reg 0, byte 3: SYSEVENT code.

Reg 1, byte 0: contains:

X'00" If the address space is not in a long wait.

X'80" If the address space is in long wait.

Reg 1, byte 1: contains:

X'40" Indicates a successful In-Real-Swap for a
logically swapped address space.
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SYSEVENT Summary

Outputs:

SYSEVENT Code:
Mnemonic:
Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs:

Outputs:
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X'80" Indicates a failure (RSM returned with an
error).

Reg 1, byte 0: contains X'00' if USERRDY (code
04) was just received; unchanged by SRM if no
USERRDY received since QSCEST (code 0C).

Reg 1, byte 2. Contains the swap reason code. The
swap reason code values and descriptors are
mapped by the IRASRCD mapping macro.

Reg 1, byte 3: contains:
X'00" If the RCT is to schedule swap-out.

X'04' If the RCT is to wait while the address
space is logically swapped.

X'08" If the address space is to be restored.
X'0C' Indicates a TRANSWAP.

X'10" Indicates a REALSWAP.

OE (hex)

TRANSWAP

Transition swap an address space.

Causes the transition of an address space from
swappable to non-swappable.

Note: If you specify an ASID with DONTSWAP,
OKSWAP, or TRANSWAP, that ASID must
specify the home address space. In other
words, you can only control swapping in the
address space in which the SYSEVENT is
issued. If you specify a different address
space, the request will fail.

A TRANSWAP is issued for a V=R job step or a
non-swappable program to force a swap out. After
the subsequent swap in, frames are allocated from
preferred storage and the address space is marked
non-swappable. TRANSWAP prevents these
programs from being assigned frames in
reconfigurable storage.

Local
Reg 0, bytes 0-1: ASID or zero.
Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 0-3: Address of the ECB to be posted,
or zero if there is no dependency on the transition.

(Note: An ECB can only be specified if the request
is for the current address space.)

Reg 1, byte 3: contains:
X'00' Transition request accepted.

X'04'  Transition was done previously.



SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs:

Outputs:
SYSEVENT Code:

Mnemonic:

SYSEVENT Summary
Post codes:

X'00"  Transition is complete. The post is issued
by SYSEVENT SWOUTCMP (OF).

X'04'" The address space became non-swappable
before it could be swapped out. The post is
issued by SYSEVENT QSCEST (0C) or
QSCECMP (0D).

OF (hex)

SWOUTCMP

Swap-out completed.

Indicates that swap-out processing has completed.

All 1/0 needed to swap-out this address space has
just completed.

RSMAD
Reg 0, bytes 0-1: ASID or zero.
Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 0-3: Address of a parameter list. The
format is as follows:

Word 1 The number of
pages swapped out

Word 2 The working set
size (the number of
pages to be
swapped in)

Word 3, bytes 0-2 Reserved
Word 3, byte 3 Flag byte:

Bits 0-6
Reserved

Bit 7 Contains 0
if the
address
space is in
long wait;
contains 1
if the
address
space is
waiting for
an
unfinished
real storage
manager
service.

None.
10 (hex)
SWINSTAT
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SYSEVENT Summary

Meaning of Mnemonic:

Circumstances:

Locks Required:

Inputs:

Outputs:
SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Circumstances:

Locks Required:

Inputs:

Outputs:
SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:
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Swap-in status.

Swap-in processing for an address space that has
just started, or just completed.

None

Reg 0, bytes 0-1: ASID or zero.
Reg 0, byte 3: SYSEVENT code.
Reg 1, byte 3: contains:

X'00"  Swap-in is starting.

X'01' Resources needed to perform the swap-in
were obtained.

X'02"  Swap-in is complete.
None.

11 (hex)

SWINFL

Swap-in failed.

Swap-in processing failed to obtain or initialize the
LSQA and fixed pages for the specified address
space.

Local

Reg 0, bytes 0-1: ASID or zero.
Reg 0, byte 3: SYSEVENT code.
Reg 1, byte 3: contains:

X'01'" Swap-in failed because there are not
enough page control blocks (PCBSs)
available to complete the swap-in.

X'02" Swap-in failed because there are not
enough frames available for the working
set.

X'03'"  Swap-in failed because swapping in this
address space would cause the number of
fixed frames to exceed the limit that SRM
passed to RSM on the swap-in request.

X'04' Swap-in failed because there are not
enough frames available for the address
space’s segment table.

None.

12 (hex)
QSCEFL
Quiesce failed.

Notifies SRM that during an attempt to quiesce an
address space the quiesce function has failed. The
address space has been restored when the
SYSEVENT is issued.



Circumstances:

Locks Required:

Inputs:

Outputs:

SYSEVENT Code:
Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs:

Outputs:

SYSEVENT Code:
Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs for Type O Callers:

SYSEVENT Summary

Region control task failed to complete quiesce
processing due to an abnormal situation.

Local

Reg 0, bytes 0-1: ASID or zero.
Reg 0, byte 3: SYSEVENT code.
None.

13 (hex)

RSTORCMP

Restore completed.

Permits an assessment of whether an address
space, suspected of having left long wait status, is
in fact ready.

Note: The swapped in interval is defined to begin
with this SYSEVENT.

Region control task has completed restore
processing for an address space. The
circumstances giving rise to the restoring of an
address space still in long wait stem from not
knowing that the address space is waiting on more
than one event.

Local

Reg 0, bytes 0-1: ASID or zero.

Reg 0, byte 3: SYSEVENT code.

Reg 1, byte 0: contains:

X'00" If the address space is ready.

X'80" If the address space is in a long wait.
None.

14 (hex)

ENQHOLD

ENQ contention occurred.

Identifies a holder of a resource causing contention.
SRM may boost the service to the holder (enclave
or address space) of the resource to resolve the
contention.

Application dependent.
Local and CMSEQDQ

Reg 0, bytes 0-1: ASID of address space holding
the resource. If the high order bit of the ASID is set
to 1, then this ENQHOLD is for an enclave, and
access registers 0-1 contain the 8-byte enclave
token.

Reg 0, byte 2, bits 0-6: Reserved.
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SYSEVENT Summary

Inputs for Type 2 Callers:

Outputs:
SYSEVENT Code:
Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs for Type O Callers:

Inputs for Type 2 Callers:

Outputs:
SYSEVENT Code:

Mnemonic:
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Reg 0, byte 2, bit 7: Set to 0 for Type 0 callers.
Reg 0, byte 3: SYSEVENT code.

Access Registers 0-1: Contains the enclave token
or 0.

Reg 0, bytes 0-1: ASID of address space holding
the resource.

Reg 0, byte 2, bits 0-6: Reserved.
Reg 0, byte 2, bit 7: Set to 2 for Type 2 callers.
Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 0-3: Contains the address of a
parameter list. The parameter list is mapped by the
IRAEVPL macro.

None.
15 (hex)
ENQRLSE

Notify SRM that a resource causing contention has
been released

Notify SRM that the holder of a resource causing
contention has released the resource.

Application dependent.
Local and CMSEQDQ

Reg 0, bytes 0-1: ASID of address space holding
the resource. If the high order bit of the ASID is set
to 1, then this ENQRLSE is for an enclave, and
access registers 0-1 contain the 8-byte enclave
token.

Reg 0, byte 2, bits 0-6: Reserved.
Reg 0, byte 2, hit 7: Set to 0 for Type 0 callers.
Reg 0, byte 3: SYSEVENT code.

Access Registers 0-1: Contains the enclave token
or 0.

Reg 0, bytes 0-1: ASID of address space holding
the resource.

Reg 0, byte 2, bits 0-6: Reserved.
Reg 0, byte 2, bit 7: Set to 2 for Type 2 callers.
Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 0-3: Contains the address of a
parameter list. The parameter list is mapped by the
IRAEVPL macro.

None.
16 (hex)
RSMCNSTS



Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs:

Outputs:
SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs:

Outputs:
SYSEVENT Code:

SYSEVENT Summary
Real storage manager constants

Notifies SRM that the amount of online real storage
has changed and that SRM should calculate new
storage threshold values.

Issued when the amount of online real storage has
changed.

RSMGL (under certain conditions)

Reg 0, byte 3: SYSEVENT code.

Reg 1, byte 3: contains:

X'00" If the RSM frame counts are not being
initialized.

X'04'" If the RSM frame counts are being

initialized.

X'08'" If expanded storage reconfiguration is
underway.

X'0C' If expanded storage reconfiguration is
complete.

None.

17 (hex)

AVQLOW

Available frame queues below limit.

Notifies SRM that the number of frames on the
available frame queues has dropped below
predefined limits.

Issued whenever allocation of a frame causes the
number left on the available frame queues to drop
below one of the predefined limits.

RSMGL
Reg 0, byte 3: SYSEVENT code.
Reg 1, byte 3: contains:

X'01" If the number of frames on the available
frame queues has dropped below the limit.

X'02" If the number of frames on the available
frame queues has dropped to zero.

X'03" If a frame is needed and there are no
frames on the available frame queues.

X'04' If the ratio of fixed frames to total frames
has increased above the allowable value.

X'05" If a frame from the SQA reserve queue
must be used to satisfy a SQA GETMAIN
request.

None.
18 (hex)
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SYSEVENT Summary

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:
Inputs:

Outputs:
SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs:

Outputs:
SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs:
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AVQOK
Available frame queue above limit.

Notifies SRM that the number of frames on the
available frame queues has risen above a
predefined limit.

Is issued whenever unallocation of a frame causes
the number left on the available frame queues to
rise above the predefined limit. This SYSEVENT is
issued only when the number of frames rises above
the predefined limit after the “available frame
gueues below limit” SYSEVENT (code 17) was
issued.

RSMGL

Reg 0, byte 3: SYSEVENT code.

None.

19 (hex)

SQALOW

Unallocated SQA and CSA below threshold.

Indicates that the amount of unallocated virtual
SQA and CSA has dropped below one of two
predefined thresholds.

Virtual storage manager has just satisfied an SQA
or CSA allocation request which resulted in the
amount of unallocated SQA and CSA dropping
below one of the two predefined thresholds.

VSMFIX
Reg 0, byte 3: SYSEVENT code.
Reg 1, byte 3: contains:

X'01" If the first (less serious) threshold is
passed.

X'02" If the second threshold is passed.
None.

1A (hex)

SQAOK

Unallocated SQA and CSA above threshold.

Indicates that the amount of unallocated SQA has
risen above one of two predefined thresholds.

Virtual storage manager has just handled an SQA
or CSA unallocation request which resulted in the
amount of unallocated SQA and CSA rising above
one of the two predefined thresholds.

VSMFIX
Reg 0, byte 3: SYSEVENT code.



Outputs:
SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs:

Outputs:
SYSEVENT Code:

Mnemonic:

SYSEVENT Summary
Reg 1, byte 3: contains:

X'01' If the first (less serious) threshold is
passed.

X'02"  If the second threshold is passed.
None.

1B (hex)

EASINIT

A system component address space has been
initiated for operation.

Indicates that a system component address space
has been initialized but has not been allowed to
contend for system resources as yet. Accumulation
of its residency time and active time needs to be
started.

Before the completion of master scheduler
initialization, a system component address space
has been initialized for operation. Reg 1, byte 2, bit
0: set to “1” to indicate that the address space
being created is to be privileged (that is, assigned
to PGN 0 and domain 0), overriding the installation
control specification.

Local

Reg 0, bytes 0 and 1: The ASID of the address
space being initialized.

The ASCBJBNS field of the ASCB associated with
the ASID contains the address of a name that SRM
uses to correctly assign the proper performance
group to the address space.

Reg 0, byte 3: SYSEVENT code.
Reg 1, byte 2: contains:

X'00" Address space is subject to normal
performance group assignment.

X'80" Address space is privileged.
Reg 1, byte 3: A type code identifying the kind of

address space that has been initialized. The type
codes are:

X'00" An address space which is data-only.

X'01' An address space in which high-priority
system services execute.

X'02"  An address space in which low-priority
system services execute.

None.
1C (hex)
DEVALLOC
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SYSEVENT Summary

Meaning of Mnemonic:

Purpose:

Locks Required:

Inputs:

Outputs:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs:

Outputs:
SYSEVENT Code:

Mnemonic:
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Device allocation request.

Provides SRM with necessary data for making a
device allocation decision where two or more
candidates exist.

Local
Reg 0, bytes 0-1: ASID or zero.
Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 0-3: Address of a list of three full-word
addresses. The first points to a list of candidate
UCB addresses. The second points to a list of
addresses of UCBs already allocated to the
requesting jobstep. The third points to a 2-word
return area.

The first word in the list of candidate UCBs contains
a count of the number of candidates in the list. The
first word of the list of addresses of already
allocated UCBs contains a count of the number of
addresses in the list. All input and output data areas
must be fixed.

Reg 1, bytes 0-3: Contains the same address
present at input.

Return area 1st word: Contains the address of the
candidate list entry which was selected.

Reg 15, byte 3: contains:

X'00" If allocation selection was successfully
made.

X'08' If allocation selection was unsuccessfully
made.

1D (hex)
CONFIGCH
System configuration change.

Indicates that a central processor is to be removed
from or added to the system. Also can indicate
whether the system is to bring online or take offline
the Vector Facility attached to a central processor.

The system operator has issued a CONFIG central
processor (online or offline) command.

None
Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 0-3: Contains the address of the
PCCA for the central processor being removed from
or added to the system.

None.
1E (hex)
VERIFYPG



Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs:

Outputs:

SYSEVENT Code:

Mnemonic:

SYSEVENT Summary
Verify performance group.

To determine if the input performance group
number is currently “known” to SRM, and to
indicate the default value if the input number is not
“known”.

LOGON or the converter/interpreter has received a
performance group number which requires
verification.

Local

Reg 0, bytes 0-1: ASID or zero.

Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 2-3: Performance group number.
Reg 1, byte 2:

Contains 0 if input PGN number is valid; contains 2
if input PGN is incorrect, or if the system in
processing in goal mode.

1F (hex)
RESETPG

Note: This SYSEVENT is obsolete in OS/390 Version 2 Release 4. Issuance will
result in a return code of 16. It has been replaced by the WLM service
IWMRESET. See(z/0S MVS Programming: Workload Management Serviced
for more information on IWMRESET.

SYSEVENT Code:
Mnemonic:

Meaning of Mnemonic:
Purpose:

Circumstances:

Locks Required:

Inputs:

Outputs:

20 (hex)

NEWIPS

Set new installation performance specification (IPS).
Change the IPS currently used by SRM.

The system operator has entered a SET""
command with the IPS keyword.

Local
Reg 0, bytes 0-1: ASID or zero.
Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 0-3: Contains the address of the SRM
workload manager specification table (IRAWMST)
that describes the new IPS.

Reg 1, bytes 0-3: Contains the address of the SRM
workload manager specification table (IRAWMST)
that describes the old IPS.

Reg 15, byte 3: contains:
X'00" If new IPS has been properly set.

X'24" If a recoverable error occurred and the new
IPS is not in effect.

X'28'" SYSEVENT is not valid -- system is in goal
mode.
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SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs:

Outputs:
SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:
Locks Required:

Inputs:

Outputs:
SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:
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21 (hex)
ALTCPREC
Alternate central processor recovery (ACR)

Notifies SRM that one central processor has been
removed from the configuration.

As a result of some error, ACR has had to
reconfigure one central processor out of the
system.

None
Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 0-3: Contains the address of the
PCCA for the failed central processor.

None.

22 (hex)

TGETTPUT
TGET/TPUT satisfied.

Indicates a change in the status of the current
TSO/E transaction.

TGET or TPUT completed.

Local

Reg 0, bytes 0-1: ASID or zero.

Reg 0, byte 3: SYSEVENT code.
Reg 1, byte 0: - Flag byte, as follows:

Bit 0
Contains 0 if TGET was satisfied. Contains
1 if TPUT was satisfied.

Bit 1
(Applies to TGET satisfied only.) Contains 0
if all the data in the TSO/E input message
was transferred by the TGET. Contains 1 if
part of the data in the TSO/E input
message was not yet transferred by this
TGET (at least one more TGET is required
to obtain the rest of the data in the TSO/E
input message).

Bits 2-7
Reserved

None.
25 (hex)
SETDMN

Set new values for a domain. Changes the
multi-programming level (MPL) constraint values
and/or target control values for a specific domain.



Circumstances:
Locks Required:

Inputs:

Outputs:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs:

Outputs:

SYSEVENT Summary
The operator has issued the SETDMN command.
Local
Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 0-3: Contains the address of the
parameter list mapped by the IRASETD mapping
macro.

Reg 15, byte 3: contains:
X'00' SYSEVENT is successful.
X'04" Domain is incorrect.

X'08" Minimum constraint would exceed
maximum constraint.

X'0C"' Incorrect ASRV or DSRYV value.

X'10' SETDMN input is not compatible with the
current installation performance
specification (IPS).

X'14" SYSEVENT is not valid -- system is in goal
mode.

26 (hex)
REQSERVC
Request for service data.

Permits service-related data to be obtained for a
given address space from SRM.

TSO/E TIME command will also use the
REQSERVC SYSEVENT to obtain service data.

The output area does not have to be fixed, and the
issuer is not required to be authorized.

Local
Reg 0, bytes 0-1: ASID or zero.
Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 0-3: Contains the address of a 3-word
area where the service data is to be stored.

Service data supplied by SRM:
In the case of a TSO/E address space, the
3-word area contains:

Word 1
Total service for the job

Word 2
Total transaction active time

Word 3
Contents are as follows:

Bytes 0-1 Performance group
number last assigned to
the address space

Chapter 3. SYSEVENTs 3-21



SYSEVENT Summary

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:
Locks Required:

Inputs:

Outputs:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:
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Bytes 2-3 For TSO/E users, the
total number of
transactions.

In the case of a non-TSO/E address space, the
3-word area contains:

Word 1
Total service for the session

Word 2
Total active time for all transactions

Word 3
Contents are as follows:

Bytes 0-1 Performance group
number last assigned to
the address space

Bytes 2-3 Zeros.

Reg 15, byte 3: contains:

X'04" If data was lost due to accumulation control
block error.

X'00" Otherwise

27 (hex)

REQPGDAT

Request by SMF for job paging data.

Permits SMF to obtain paging data for a given
address space from SRM.

SMF issues REQPGDAT during step termination.
Local
Reg 0, bytes 0-1: ASID or zero.

Reg 0, byte 2, bit 0: 0 indicates that this paging
data request is for the end of a job step; 1 indicates
that this paging data request is for an SMF
accounting interval.

Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 0-3: Contains the address of a fixed
area where the paging data is to be stored.

Reg 1 contains the same address as on input.
Reg 15, byte 3: contains:

X'00" Data successfully returned.

X'04' Data not returned.

28 (hex)

COPYDMDT

Copy domain table information.

Obtain a copy of SRM’s domain table.



Circumstances:

Locks Required:

Inputs:

Outputs:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:
Locks Required:

Inputs:

Outputs:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

SYSEVENT Summary

The operator has issued the DISPLAY command
with the DMN parameter.

Local
Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 0-3: Contains the address of a fixed
data area used for output. The output is mapped by
the IHACOPYD mapping macro.

Reg 1 contains the same address as on input. The
output in the data area addressed by Reg 1 is
mapped by the IHACOPYD mapping macro.

Reg 15, byte 3 contains:
X'00"  Successful completion.

X'08" SYSEVENT not valid -- system is in goal
mode.

29 (hex)

DONTSWAP

Address space is now not swappable.

Indicates to SRM that the issuing address space

must not be swapped until further notice.

Note: If you specify an ASID with DONTSWAP,
OKSWAP, or TRANSWAP, that ASID must
specify the home address space. In other
words, you can only control swapping in the
address space in which the SYSEVENT is
issued. If you specify a different address
space, the request will fail.

Application dependent.
Local

Reg 0, bytes 0-1: ASID of issuing address space, or
zero.

Reg 0, byte 3: SYSEVENT code.
Reg 1, byte 3: contains:

X'00"  If the request to mark the address space as
non-swappable was honored.

X'04' If request is not for the current address
space.

X'08' If request was not authorized, or if the
outstanding count of DONTSWAP requests
(code 29) has reached its maximum value.

2A (hex)
OKSWAP

Address space is now swappable.
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SYSEVENT Summary

Purpose:

Circumstances:
Locks Required:

Inputs:

Outputs:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs:

Outputs:
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Indicates to SRM that the issuing address space
can now be swapped.

Note: If you specify an ASID with DONTSWAP,
OKSWAP, or TRANSWAP, that ASID must
specify the home address space. In other
words, you can only control swapping in the
address space in which the SYSEVENT is
issued. If you specify a different address
space, the request will fail.

Application dependent.
Local

Reg 0, bytes 0-1: ASID of issuing address space, or
zero.

Reg 0, byte 3: SYSEVENT code.
Reg 1, byte 3: contains:

X'00" If the request to mark the address space as
swappable was honored.

X'04' If the request is not for the current address
space.

X'08' If the request was not authorized.
2B (hex)

REQSWAP

Request to swap out address space.

A particular address space is required to be
swapped out.

An address space swap is being requested to
release the real storage frames it currently
occupies. At the time of the subsequent swap-in,
the real storage manager reallocates real storage
frames to the swapped-in address space.

Local
Reg 0, bytes 0-1: ASID or zero.
Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 0-3: Address of ECB to be posted, or
zero if there is no dependency on the swap. (Note:
The issuer can specify an ECB only if the request is
for the current address space.)

Reg 1, byte 3: contains:
X'00"  If the swap-out request was honored.

X'04' If the request was ignored because of the
non-swappable status of the indicated
address space.

X'0C' If the address space is already being
swapped out.



SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs:

Outputs:

SYSEVENT Code:
Mnemonic:

Purpose:

Locks Required:

Inputs:

Outputs:
SYSEVENT Code:

Mnemonic:

SYSEVENT Summary
Post codes:

X'00" Swap-out is complete. The post is issued
by SYSEVENT SWOUTCMP (OF).

X'04'" Address space became non-swappable
before it could be swapped out. The post is
issued by SYSEVENT QSCEST (0C) or
QSCECMP (0D).

2C (hex)
BRINGIN

Request to swap in address space so it can release
system resources.

A particular address space is required to be
swapped in so recovery and termination processing
can take place. If the address space has been
quiesced using the RESET operator command with
the QUIESCE operand, it will be RESET
RESUMEC.

The current job in this address space has been
canceled. If BRINGIN were not issued, an address
space that had been swapped out because of a
shortage might be kept out until the shortage had
been relieved.

Local

Reg 0, bytes 0-1: ASID or zero.

Reg 0, byte 3: SYSEVENT code.

Reg 1, byte 3: contains:

X'00"  If the swap-in request was honored.

X'08" If the address space is currently being
swapped.

X'0C' If cancel is not in progress.
30 (hex)
None.

Issued by SRM itself in order to invoke its control
routine immediately without waiting for a
SYSEVENT issued by another component.

None
Reg 0, bytes 0-1: ASID or zero.
Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 0-3: Address of the service request
block under which this SYSEVENT is issued.

None.
31 (hex)
REQSVDAT
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SYSEVENT Summary

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs:

Outputs:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs:

Outputs:
SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs:

Outputs:
SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

z/OS V1R4.0 MVS Diagnosis: Reference

Request service data.

Permits SMF to obtain service-related data for a
given address space.

SMF issues REQSVDAT during job or session
completion processing.

Local
Reg 0, bytes 0-1: ASID or 0.
Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 0-3: The address of a fixed area
where the service data is to be stored.

The contents of the area are mapped by the
IRARQSRYV macro in SYS1.APVTMACS.

32 (hex) This SYSEVENT is not traced by GTF.
HOLD
Hold the address space from being swapped out.

Notify SRM that the issuing address space must not
be swapped out until a SYSEVENT NOHOLD
(X'33") occurs.

The running program has a short instruction
sequence during which the address space cannot
be swapped out.

None

Reg 0, bytes 0-1: ASID or zero.

Reg 0, byte 3: SYSEVENT code.

None.

33 (hex) This SYSEVENT is not traced by GTF.
NOHOLD

No longer hold the address space from being
swapped out.

Notify SRM that the issuing space which has
previously issued a HOLD (SYSEVENT X'32"), can
be considered for swapping.

The issuing program no longer has a requirement
that its address space be non-swappable.

None

Reg 0, bytes 0-1: ASID or zero.
Reg 0, byte 3: SYSEVENT code.
None.

34 (hex)

NEWOPT

Set new OPT.



Purpose:

Circumstances:

Locks Required:

Inputs:

Outputs:
SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs:

Outputs:

SYSEVENT Summary
Change the OPT currently in use by SRM.

The system operator has entered a SET command
with the OPT keyword. To synchronize the setting
of the new OPT values, all values established by
the old OPT are replaced under the SRM lock. The
SET command processor is responsible for
obtaining and releasing the OPT parameter list.

Local
Reg 0, bytes 0-1: ASID or zero.
Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 0-3: Contains the address of the OPT
parameter list (IRAOLST) that describes the new
OPT.

None.
35 (hex) This SYSEVENT is not traced by GTF.
TRAXERPT or EVENT53

Report the start time and service data for a
completed transaction.

Allows a subsystem to use RMF to report
transaction data.

At the completion of a transaction, the subsystem
provides the data needed for RMF to report the
number of transactions, the average elapsed time
per transaction, and the service used. The EBCDIC
names in the parameter list are matched with
names in the IEAICSxx parmlib member to
determine the performance group number(s) to use
to report the data.

None
Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 0-3: Contains the address of a
serialized parameter list. The parameter list is
mapped by the IHATREPL mapping macro.

Reg 15, byte 3: Contains one of the following return
codes:

X'00" The data for the transaction has been
reported correctly.

X'08'" Processing could not be completed at this
time. No queue elements are available for
recording data. No statistics are reported,
but a retry could be successful.

X'0C' Reporting is temporarily suspended. RMF is
not running online reports, there currently is
no IEAICSxx parmlib member, or the TOD
clock is stopped. No statistics are reported,
but a later retry might be successful.
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SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs:

Outputs:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:
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X'10' Reporting is inoperative. The clock is in
error, or the reporting facility is not installed.
No statistics can be reported.

36 (hex) This SYSEVENT is not traced by GTF.
TRAXFRPT or EVENT54

Report the elapsed time for a completed
transaction.

Allows a subsystem to use RMF to report
transaction data.

At the completion of a transaction, the subsystem
provides SRM with the data RMF needs to report
the number of transactions and the average
elapsed time per transaction. The EBCDIC names
in the parameter list are matched with the names in
the IEAICSxx parmlib member to determine the
performance group number(s) to use to report the
data.

None
Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 0-3: Contains the address of a
serialized parameter list. The parameter list is
mapped by the IHATRBPL mapping macro.

Reg 15, bytes 0-3: Contains one of the following
return codes:

X'00' The data for the transaction has been
reported correctly.

X'08"  Processing could not be completed at this
time. No queue elements are available for
recording data. No statistics are reported,
but a retry could be successful.

X'0C' Reporting is temporarily suspended. RMF is
not running online reports, there currently is
no IEAICSxx parmlib member, or the TOD
clock is stopped. No statistics are reported,
but a later retry might be successful.

X'10' Reporting is inoperative. The clock is in
error, or the reporting facility is not installed.
No statistics can be reported.

37 (hex) This SYSEVENT is not traced by GTF.
TRAXRPT or EVENTS55
Report the start time for a completed transaction.

Allows a subsystem to use RMF to report
transaction data.

At the completion of a transaction, the subsystem
provides SRM with the data RMF needs to report
the number of transactions and the average

elapsed time per transaction. The EBCDIC names



Locks Required:

Inputs:

Outputs:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs:

SYSEVENT Summary

in the parameter list are matched with the names in
the IEAICSxx parmlib member, to determine the
performance group number(s) to use to report the
data.

None
Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 0-3: Contains the address of a
serialized parameter list. The parameter list is
mapped by the IHATRBPL mapping macro.

Reg 15, bytes 0-3: Contains one of the following
return codes:

X'00" The data for the transaction has been
reported correctly.

X'08" Processing could not be completed at this
time. No queue elements are available for
recording data. No statistics are reported,
but a retry could be successful.

X'0C'" Reporting is temporarily suspended. RMF is
not running online reports. There currently
is no IEAICSxx parmlib member, no report
performance group (RPGN) specified for
non-TSO/E users, or the TOD clock is
stopped. No statistics are reported, but a
later retry might be successful.

X'10"  Reporting is inoperative. The clock is in
error, or the reporting facility is not installed.
No statistics can be reported.

38 (hex) This SYSEVENT is not traced by GTF.
DIRECTPO
Directions for a page-out.

To determine where to send a page being removed
from real storage.

RSM issues this SYSEVENT to determine whether
a page-out page that is being removed from real
storage is to be moved to expanded storage or to
auxiliary storage.

RSM or higher must be held on entry to SRM.

Reg 0, bytes 0-1: ASID of the address space that
owns the page.

Note: For common area pages, the ASID is
X'FFFF'.

Reg 0, byte 3: SYSEVENT code.

Reg 1, byte 3: contains:
X'01" If the page is a page-out page.
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Outputs:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose

Circumstances:

Locks Required:

Inputs:

Outputs:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:
Inputs:
Output:

SYSEVENT Code:
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X'03" If the page is a VIO page.

X'04" If the page is in a hiperspace (a
block-addressable data page).

X'05"  Self-steal.

Reg 15, byte 3: Return code:

X'00' Send the page to expanded storage.
X'04" Send the page to auxiliary storage.

39 (hex) This SYSEVENT is not traced by GTF.
VIOVSAV

Can SAVE processing be performed for a VIO data
set.

Used by ASM to ask SRM if a job associated with a
particular VIO data set is eligible for journaling and
therefore eligible for SAVE processing.

This SYSEVENT will be issued when ASM receives
a SAVE request for data in expanded storage.

None
Reg 0, byte 3: SYSEVENT code.

Reg 13: Contains the address of a 72 byte save
area that SRM will use.

Return code 0 in register 15 indicates that the job is
eligible for restart (ASM should process the SAVE).

Return code 4 in register 15 indicates that the job is
not eligible for restart and the SAVE can be
ignored.

3A (hex) This SYSEVENT is not traced by GTF.
MSCHECK
Check migration swap directions.

RSM issues MSCHECK to determine whether or
not a swapped out address space should be moved
from expanded to auxiliary storage.

RSM issues the MSCHECK sysevent to determine
if primary or secondary working set pages should
be migrated In compatibility mode, the return code
is always 0.

RSM lock
Reg 0, byte 3: SYSEVENT code.

Reg 15, bytes 0-3: Contains one of the following
return codes:

X'00" Page should be migrated
X'04' Page should not be migrated
3B (hex)



Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Inputs:

Outputs:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs:
Output:

SYSEVENT Summary
OMVSWAIT
z/0OS UNIX System Services wait.

Signal to SRM that z/OS UNIX System Services is
changing status with respect to either an input or
output wait.

z/OS UNIX System Services indicates that the
address space is either running in non-canonical
mode and is waiting for input, or the z/OS UNIX
System Services address space is waiting for
output.

Reg 0, bytes 0-1: ASID.
Reg 0, bytes 3: SYSEVENT code

Reg 1, bytes 0-3: Contain the function code for the
OMVSWAIT SYSEVENT as follows:

Code Meaning

1 OMVSWAIT address space is waiting for
input

2 OMVSWAIT address space is no longer
waiting for input

3 OMVSWAIT address space is waiting for
output

4 OMVSWAIT address space is no longer

waiting for output

Reg 15, bytes 0-3 contain one of the following
return codes:

X'00' SYSEVENT is successful

X'04"  The function code in register 1 is not valid
3C (hex) This SYSEVENT is not traced by GTF.
ICSCHK

Check for an active installation control specification.

Used to determine how performance groups are to
be assigned.

LOGON processing issues this SYSEVENT to
determine which method of performance group
number assignment is to be used.

None
Reg 0, byte 3: SYSEVENT code.

Reg 15, bytes 0-3: Contains one of the following
return codes:

X'00" The IEAICSxx parmlib member is used to
verify and assign TSO/E performance group
numbers, or if the system is in goal mode.

X'0C' The IEAICSxx parmlib member does not
contain a TSO/E subsystem specification.
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SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs:

Outputs:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs:

Outputs
SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:
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The PERFORM parameter should be
verified through the user attribute data set
(UADS) and VERIFYPG SYSEVENT.

3D (hex)
NEWICS
Set new installation control specification (ICS).

Change the installation control specification
currently used by SRM.

The system operator has entered a SET command
with the ICS keyword.

Local
Reg 0, bytes 0-1: ASID or zero.
Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 0-3: Contains the address of the
installation control specification table that describes
the new installation control specification.

Reg 1, bytes 0-3: Contains the address of the
installation control specification table that describes
the old IEAICSxx parmlib member.

Reg 15, byte 3: contains:
X'00" If new ICS has been properly set.

X'24' If a recoverable error occurred and the new
ICS is not in effect.

X'28'" SYSEVENT is not valid -- system is in goal
mode.

3E (hex)
STGIFAIL
SYS1.STGINDEX data set is inactive.

Used by ASM to inform SRM that the
SYS1.STGINDEX data set is not present or has
become unusable.

This SYSEVENT will be invoked either at master
scheduler initiation, or later during VIO mainline
processing when a SYS1.STGINDEX failure is
detected.

None
Reg 0, byte 3: SYSEVENT code.

Reg 13: Contains the address of a 72 byte save
area that SRM will use.

None
3F (hex)
CMDSTART

Command start.



Purpose:

Circumstances:

Locks Required:

Inputs:
Word Offset
Word 1, byte 0 0

Word 1, bytes 1-3 1
Words 2-3 4

Outputs:
SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs:

SYSEVENT Summary

Notify SRM that the current transaction is the first
transaction for a TSO/E command.

A TSO/E command was invoked by the terminal
monitor program. SRM is not notified for
subcommand invocation or commands invoked by
processors other than the terminal monitor program.

Local
Reg 0, bytes 0-1: ASID.
Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 0-3: Contains the address of a fixed
parameter list. The format of the parameter list is:

Length Description

1 X'80": Command came from an “in-storage”
list.

3 Reserved

8 Command name (left-justified, EBCDIC

padded with blanks).

None.

40 (hex) This SYSEVENT is not traced by GTF.
CMDEND

Command end.

Notify SRM that the transaction is the last
transaction for the current command.

A TSO/E command processor has just ended and
control is returned to the terminal monitor program.

None
Reg 0, byte 3: SYSEVENT code.

Reg 1, byte 0: Contains X'80" if this command put
the next command on an in-storage list.

Reg 1, bytes 1-3: Reserved.
41 (hex)

WKLDCHG

Workload change.

Requests the SRM to perform fast workload
acceptance (FWA).

In an extended recovery facility (XRF) environment,
an address space associated with an alternate
subsystem issues this SYSEVENT to indicate that a
takeover is in progress.

None

Reg 0, bytes 0-1: ASID of the address space for
which FWA is requested, or zero to indicate the
current ASID.
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Inputs:
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Reg 0, bytes 1-3: SYSEVENT code.
None.

42 (hex)

MIGCNSTR

Migration constraint.

Either indicates that there is a shortage of
expanded storage frames eligible for migration on a
least-recently-used (LRU) basis, or indicates that
this shortage is relieved.

RSM initially issues this SYSEVENT when there is
a shortage of expanded storage frames eligible for
migration on an LRU basis, and subsequently when
this shortage is relieved.

None
Reg 0, byte 3: SYSEVENT code.
Reg 1, byte 3: contains:

X'00" If migration is constrained by a lack of
expanded storage frames eligible for
migration on an LRU basis.

X'01" If migration is no longer constrained
because enough expanded storage frames
have been made available for migration.

X'02'  If expanded storage is not available due to
a lack of frames eligible for migration.

X'03" If expanded storage is not available due to
a lack of real storage for migration.

Reg 15, byte 3: Return code (issued only when
migration is constrained):

X'00' Disregard the storage isolation working set
targets. This causes pages to be migrated
regardless of these targets.

X'04"  Continue to honor the storage isolation
working set targets.

43 (hex)
MIGPURGE
Migration purge.

Either indicates that there is a shortage of available
expanded storage frames and affords SRM the
opportunity to designate an address space whose
pages residing on expanded storage should be
migrated, or indicates that the designated address
space’s pages have been migrated.

RSM initially issues this SYSEVENT when there is
a shortage of available expanded storage frames.
The issuing of this SYSEVENT affords SRM the



Locks Required:

Inputs:

Outputs:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs:

SYSEVENT Summary

opportunity to designate an address space whose
pages on expanded storage should be migrated
(that is, before they would be selected for migration
on a least-recently-used (LRU) basis). RSM
subsequently issues this SYSEVENT after the
expanded storage frames of the designated
address space have been successfully migrated.

None
Reg 0, byte 3: SYSEVENT code:

Reg 1, bytes 1-3: Address of a 3-word parameter
area. (SRM also uses this parameter area to return
information.) In the parameter area, words 1-3 are
reserved for output.

Reg 1, bytes 1-3: Address of a 3-word parameter
area as follows:

Word 1
Zero or the address of the ASCB of the
designated address space

Word 2
Zero or the number of pages to migrate.

Word 3
Zero or the number of non-working set
pages that are to be converted to
secondary pages and migrated.

Reg 15: Return code:

X'00" The address of the ASCB has been
returned in the first word of the parameter
area.

X'04"  There are no more address spaces that
have pages to purge. The parameter area
is set to zeroes.

44 (hex)
MIGSWAP
Migration swap in.

Indicates that a primary working set has been
chosen to be migrated to auxiliary storage and that
SRM must swap in the designated address space.

RSM issues this SYSEVENT when it has migrated
the non-working set and secondary set pages of an
address space, and has then encountered a
primary working set page. SRM determines whether
the address space should be swapped in to real
storage and swapped out to auxiliary storage, or
remain in expanded storage.

None
Reg 0, bytes 0-1: ASID of the address space
chosen to be swapped out to auxiliary storage.
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SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs:
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Reg 0, byte 3: SYSEVENT code.

Reg 1: Address of the input parameter list, which
has the following format:

Word 1
Contains the type of migration code:

0 This address space is being
migrated to free expanded storage
frames.

1 This address space is being purged
from expanded storage. (SRM
returned this address space using a
MIGPURGE SYSEVENT.)

2 This address space is being
migrated because it has resided in
expanded storage too long.

Word 2
Contains the number of expanded storage
frames that are being migrated.

Reg 1: Address of the parameter list, which
contains the following:

Word 1
Reserved for input.

Word 2
If the return code is zero, this word contains
the number of pages that are being
migrated. Otherwise, this word contains
zero.

Reg 15, byte 3: Return code:

X'00" The address space is to be migrated.

X'04' The address space cannot be migrated at
this time.

45 (hex)
SOUTSUSP
Suspended swap out.

Indicates that an address space swap-out was
suspended because of a shortage of expanded
storage frames.

RSM issues this SYSEVENT when an address
space cannot be swapped out because there are
not enough free frames in expanded storage. SRM
determines whether to end the swap-out, or to defer
it until enough expanded storage frames are freed.

None

Reg 0, bytes 0-1: ASID of the address space being
swapped out.



Outputs:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Locks Required:

Inputs:

Outputs:
SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Locks Required:
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SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Locks Required:

Inputs:

Outputs:
SYSEVENT Code:
Mnemonic:

Purpose:

SYSEVENT Summary
Reg 0, byte 3: SYSEVENT code.
Reg 15, byte 3: Return code:

X'00" Defer the swap-out until enough expanded
storage frames are freed and the SRB can
be rescheduled.

X'04" End the swap-out.
46 (hex)

UCBCHG

UCB change.

Notify SRM that a device or a channel path was
varied online or offline or that a device was boxed.

Any locks lower than SRM

Reg 0, byte 3: SYSEVENT code.
Reg 1, bytes 0-3: UCB address.

None.

47 (hex)

DDR

Dynamic device reconfiguration.

Notify SRM that a dynamic device reconfiguration
(DDR) function occurred.

Any locks lower than SRM
Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 0-3: Address of the parameter list,
which contains the addresses of the “to” and “from”
UCBs.

None.
48 (hex)
CHANNEL

Change in status of the channel measurement
facility.

Notify SRM that there is a change in the status of
the channel measurement facility.

Any locks lower than SRM
Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 0-3: Address of the channel facilities
recovery block (IOSDCFRB).

None.
49 (hex)
AVAILPUP

Reserve or release storage for dumping purposes.
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Outputs:
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DUMPSRY reserves frames during IPL. DUMPSRV
releases frames when needed for capturing a
dump.

None

Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 0-3: Number of frames reserved.
None.

4A (hex)

CPUTCONV

central processor time conversion.

Return the conversion factor needed to convert
central processor seconds into service units.

None

Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 0-3: Conversion factor.
None

4B (hex)

STGTEST

Storage test.

Indicate a snapshot of storage utilization.

Used as an aid in determining how much storage
can be exploited by an application.

None
Reg 0, byte 0-1: ASID
Reg 0, byte 2. Request type, as follows:

X'80" Request for addressable storage (read,
expanded, and auxiliary)

X'00" Request for block addressable storage
(expanded only)

Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 0-3: Address of the return area.
The contents of the return area are as follows:

Word 1
The amount of processor storage available,
with little or no exposure to system paging
or as directed by the installation through
storage isolation, in units of 4K bytes.

Word 2
The amount of processor storage available,



SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:
Locks Required:
Inputs:

Outputs:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs:

Outputs:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

SYSEVENT Summary

with some increased paging or as directed
by the installation through storage isolation,
in units of 4K bytes.

Word 3
The amount of total virtual storage available
including auxiliary in units of 4K bytes.

Reg 15, byte 3: Contains X'00' if processing was
successful.

4C (hex)

AUXTREQ

Auxiliary storage shortage threshold request.
Obtain the auxiliary storage shortage threshold.
None

Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 0-3: Auxiliary storage shortage
threshold.

4D (hex)

APPCREQ

APPC Request.

Record APPC conversations.

There is an APPC request that requires a
corresponding verb complete signal.

None
Reg 0, bytes 0-1: ASID or 0.
Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 0-3: Address of parameter list that
indicates the type of verb request.

Reg 15, byte 3: Return code:

X'00' Request was recorded.
X'04'" Request was incorrect.
X'08'" Request was incorrect.

X'0C' Request was not recorded because no
storage is available.

X'10' Request was not recorded because
address space is no longer active.

4E (hex)
INITID
Initiator identified.

Initialize address space information pertaining to the
initiator.

A started task is recognized as an initiator.
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Locks Required:

Inputs:

Outputs:
SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs:

Outputs:
SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:

Inputs:

Outputs:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

Locks Required:
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None
Reg 0, bytes 0-1: ASID or 0.
Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 0-3: Parameter list mapped by the
IRAICSP mapping macro.

None.

4F (hex)

SADBRSTR

System activity display block (SADB) restart.

Asynchronous notification of the completion of a
SADB request.

A SADB failure is encountered and a restart is
attempted.

None
Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 0-3: Address of a three word
parameter list.

None.

50 (hex)

CHKSWIN

Check address space status.

Determine whether an address space is currently
swapped in, is in the process of being swapped in,
or is ready to be swapped in.

Issued by SMF to avoid unnecessary system
overload.

None

Reg 0, bytes 0-1: ASID.

Reg 0, byte 3: SYSEVENT code.
Reg 15, byte 3: Return code:

X'00'" Address space is swapped in, in the
process of being swapped in, or ready to
be swapped in.

X'04'  Otherwise.

51 (hex)

REQFASD

Request fast path address space data

Allows a caller to retrieve address space data. This
SYSEVENT is not traced by GTF.

Application dependent.

None



Inputs:

Outputs:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:
Circumstances:
Locks Required:

Inputs:

Outputs:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Circumstances:

Locks Required:
Inputs:

Outputs:

SYSEVENT Summary

Note: No serialization is obtained, runs under the
caller’'s recovery. If invoked while WLM is
changing policies or modes, an abend may
result. In this case, no dumping or recording
should be done as part of the caller’s
recovery. SYSEVENT REQASD can be used
if serialization to prevent possible abends is
desired.

Reg 0, bytes 0-1: ASID
Reg 0, byte 3: SYSEVENT code

Reg 1, bytes 0-3: address of IRARASD parameter
list

Reg 13: address of workarea

Reg 15: Return code:

X'00"  Successful completion. The IRARASD
parameter list has been filled in.

X'08'" The IRARASD parameter list is too small.
X'12' The ASID is not valid.

52 (hex)

REQASD

Request address space data

Allows a caller to retrieve address space data.
Application dependent.

None

Reg 0, bytes 0-1: ASID

Reg 0, byte 3: SYSEVENT code

Reg 1, bytes 0-3: address of IRARASD parameter
list

Reg 15: Return code:

X'00" The IRARASD parameter list has been
filled in correctly.

X'08" The IRARASD parameter list is too small.
53 (hex)

WLMSTCHG

WLM state change

Issued when reporting is impacted due to a change
in the state of the system.

WLM local lock
Reg 0, byte 3: SYSEVENT code

None
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SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:
Locks Required:

Inputs:

Outputs:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:
Locks Required:

Inputs:

Outputs:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Locks Required:

Inputs:

Outputs:
SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:
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54 (hex)
WLMCOLL
WLM collect workload information

To collect the workload activity information to be
provided when a caller issues the IWMRCOLL
service.

Application dependent.
WLM local lock
Reg 0, byte 3: SYSEVENT code

Reg 1, bytes 0-3: address of output area parameter
list (mapped by the IWMWRCAA data area).

Reg 15: Return code:

X'00"  Successful completion.
X'08' Insufficient space for data.
55 (hex)

REQSRMST

Request SRM status

To provide information about the status of SRM on
a system.

Application dependent.

None

Reg 0, byte 3: SYSEVENT code

Reg 1: address of IRASRMST parameter list
Reg 15: Return code:

X'00"  Successful completion. The IRASRMST
parameter list has been filled in.

X'08'" The IRASRMST parameter list is too small.
56 (hex)

RCVPADAT

Receive policy data

Provides the latest information to SRM about how
well each system in the sysplex is processing
towards goals in a service policy.

None

Reg 0, byte 3: SYSEVENT code
Reg 1: address of policy data.
None.

57 (hex)

ENCCREAT

Create enclave



Purpose:

Locks Required:

Inputs:

Outputs:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Locks Required:

Inputs:

Outputs:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:

SYSEVENT Summary

Create an enclave, validate the service class token,
classify the enclave work, register the enclave as
active, start transaction processing for the enclave.

None
Reg 0, byte 3: SYSEVENT code
Reg 1: address of parameter list

Reg 13: address of standard 72 byte savearea
mapped by IRAECRP

Enclave token
Reg 15, byte 3 contains:
X'00"  If successful completion.

X'04"  If successful completion, but ENVT was
expanded.

X'08' If service class token sequence is not valid,
and the enclave is not created.

X'12'" The maximum amount of active enclaves in
the system has been reached. The enclave
was not created.

58 (hex)
ENCDELET
Delete enclave

Delete an enclave, validate the enclave token, and
end the enclave transaction.

None
Reg 0, byte 3: SYSEVENT code.

Reg 1: address of parameter list mapped by
IRAEDP.

Reg 15, byte 3 contains:

X'00" If successful completion. The enclave token
has been deleted.

X'04" If enclave SRBs are active at the time of
delete.

X'08" If input enclave token is not valid.

59 (hex)

STATEXIT

WLM sysplex management state change exit

WLM uses STATEXIT when a state change occurs
on a remote system.

WLM uses STATEXIT when a state change occurs
on a remote system that requires an update to the
VTAM generic, sysplex router, or ARM-related data
used by SRM on the receiving system.
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Locks Required:

Inputs:

Output:
SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Locks Required:

Inputs:

Outputs:
SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Circumstances:
Locks Required:

Inputs:

Output:

SYSEVENT Code:
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SRM lock

Reg 0, byte 3: SYSEVENT code.
Reg 1: address of parameter list.
None.

5A (hex)

CLSFYENC

Re-classify enclave transactions

Indicates when enclave transactions may be
re-classified during policy activation.

None

Reg 0, byte 3: SYSEVENT code.

Reg 13: address of standard 72 byte savearea.
None.

5B (hex)

REQASCL

Request address space classification attributes

To query classification attributes of an address
space

Application dependent.
SRM lock
Reg 0, byte 3: SYSEVENT code.

Reg 1: address of parameter list mapped by
IRARASC.

Reg 15, bytes 0-3: Contains one of the following
return codes:

X'00" Normal completion.

X'04" Information returned, but address space
may not be in the service class or PGN
assigned in the classification rules. For
example, the address space may have
been moved by the RESET operator
command into a different PGN or service
class, or the address space is assigned the
system defined service class (SYSTEM, or
SYSSTC).

X'08' Input parameter list is not properly
initialized (eyecatcher, version or size
specified is too small)

X'12" Classification information is not available.
This may be true for MASTER address
space, for an address space that is starting
up or ending.

65 (hex)



Mnemonic:

Meaning of Mnemonic:

Purpose:
Locks Required:

Inputs:

Outputs:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Locks Required:

Inputs:

Output:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Locks Required:

Inputs:

Outputs:
SYSEVENT Code:

Mnemonic:

SYSEVENT Summary
ENCSTATE
Enclave state change.
Inform SRM of enclave state changes.
None
Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 0-3: Contains the address of
IRAEVPL.

Reg 13, bytes 0-3: Contains the address of a 72
byte save area.

Reg 15, bytes 0-3: Set to 0; no non-zero return
codes.

66 (hex)
HSPCQRY

Request recommendations for expanded storage
management

Based on WLM’s expanded storage policy, WLM
will attempt to make a recommendation on a
caller's home address space hiperspace pages to:
* Use expanded storage

* Recommend the caller make its own decision

* Not use expanded storage

None

Reg 13, bytes 0-3: Contains the address of a 72
byte save area.

Reg 15, byte 3: Contains one of the following return
codes:

X'00" Yes, use expanded storage to cache HSP
X'04'" Maybe, caller is to make its own decision.
X'08" No, do not use expanded storage

69 (hex)

WLMQUEUE

WLM work queue management event.

Inform SRM of changes in WLM-managed work
gueues.

WLMQ, WLMRES, WLM local may be held on
entry; none required by SRM.

Reg 0, byte 3: SYSEVENT code.

Reg 1, bytes 0-3: Contains the address of the
parameter list mapped by IRAWLMPL.

Return codes in IRAWLMPL.
6A (hex)
ENCASSOC
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Meaning of Mnemonic:

Purpose:

Locks Required:

Inputs:

Outputs:
SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Locks Required:

Inputs:

Outputs:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Locks Required:
Inputs:

Outputs:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Locks Required:
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Enclave is associated with an address space.

Indicates to SRM that an enclave and an address
space are related for purposes of storage
management. IWMEJOIN and IWMSTBGN register
this same association.

None
Reg 0, byte 3: SYSEVENT code

Reg 1, bytes 0-3: Contains the address of the
parameter list mapped by IRAWLMPL.

Reg 15, bytes 0-3: Contains the return code.
6B (hex)

IWMRESET

Reset address space.

Issued by WLM to change the service class or
performance group of an address space. This is
called by the RESET operator command and by the
IWMRESET programming interface.

None
Reg 0, bytes 0-1: ASID

Reg 0, byte 2: The request type documented in
IRAWLMPL

Reg 0, byte 3: SYSEVENT code

Reg 1, bytes 0-3: Contains the address of the
parameter list mapped by IRAWLMPL.

Reg 1, byte 3: Contains the return code. The values
are documented in IRAWLMPL.

6C (hex) This SYSEVENT is not traced by GTF.
SCTCNV
Convert service class token.

To convert a service class token into the service
class index and report class index.

None

Reg 1, bytes 0-3: Pointer to service class token.
Reg 0, bytes 0-3: Report class index.

Reg 15, bytes 0-3: Service class index.

6D (hex)

COPYTXSH

Copy transaction server history.

To re-establish server history relationships after a
policy switch.

None



Inputs:

Outputs:
SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Locks Required:
Inputs:

Outputs:
SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

SYSEVENT Summary

Reg 1, bytes 0-3: Contains the address of the old
policy mapped by IRAWMST.

None.
6E (hex)
FREEAUX

Return recommendation for free available AUX
storage

None

None

Reg 0: Recommended number of free AUX slots
6F (hex)

ENCS97

Multisystem enclave SMF97 recording
70 (hex)

ENCXSYS

Multisystem enclave processing

71 (hex)

ENCREADY

Move enclave from inactive enclave queue to active
enclave queue

72 (hex)
LPARMGMT

LPAR management processing (BCP-only, not for
external use)

73 (hex)

SUBSSORT

CHPID sort 1/0 subsystem
74 (hex)

IOVIOLAT

CHPID 10 violate

75 (hex)

IODEL

I/O subsystem delete processing
76 (hex)

NEWSTSI

Store system information
77 (hex)

QVS

Query virtual server
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3-48

Purpose:
Locks Required:

Inputs:

Outputs:

SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Locks Required:
SYSEVENT Code:

Mnemonic:

Meaning of Mnemonic:

Purpose:

Locks Required:

Inputs:

Outputs:
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Return capacity information for software licensing.
None.

Register 1 contains the address of the parameter
list mapped by IRAQVS. Field QvsLen must be
filled in with the length of the parameter list.

Contains the return code. The values are
documented in IRAQVS.

78 (hex)
REALSWAP
Swap Real Frames processing

Inform SRM about the start of recovering fixed real
storage from a swappable address space.

None.

79 (hex)

ENCREG

Enclave registration/deregistration

Register an enclave to avoid premature deletion of
the enclave. Undo (deregister) a previous
registration of the enclave.

SRM

Reg 0, byte 3: SYSEVENT code.

Reg 1: Address of parameter list.

Reg 15, byte 3: Contains one of the following:
X'00"  Successful completion

X'04'" Enclave is delete pending

X'08' Invalid function code

X'0C" Invalid enclave token

X'10" Invalid registration token

X'14' Internal error



Chapter 4. SVC Summary

This summary covers the following:

» Defines the five types of SVC routines.

» Briefly describes the SVC table.

* Summarizes each system-defined SVC instruction.

SVC Routines

If you are writing an SVC, use the information here in conjunction with “User-Written
SVC Routines” in [z70S MVS Programming. Authorized Assembler Services Guide}
There are five types of SVC routines, which are distinguished as follows:

Residence
* SVC types 1, 2, and 6 are part of the nucleus.
* SVC types 3 and 4 reside in the link pack area (LPA).

A type 3 routine is a single load module, while a type 4 routine consists of two or
more load modules.

Naming Conventions for SVC Routines

SVC routines are load modules which are named as follows:
* The routines for SVC types 1, 2 and 6 are named IGCxxx, where xxx is the SVC

number (decimal).

The routines for SVC types 3 and 4 are named IGC00xxx, where xxx is the SVC
number.

If a type 4 SVC routine calls for multiple SVC loads, the nhaming convention is to
identify each load by increasing 00 by one. For example, IGC03xxx indicates the
third module loaded within a type 4 SVC routine.

For types 3 and 4 SVC routines, the internal format of the SVC number (xxx) is
zoned decimal with a four-bit sign code (1100) in the four high-order bits of the
low order byte. Any low-order digit in a type 3 or 4 SVC number that is between
1 and 9 will be an EBCDIC character between A and | in the load module name.
For example, the load module name for SVC 51 (X'33') would be IGC0005A
because the low order byte is 1100 0001, or A in zoned decimal. A low-order zero
in the SVC number corresponds to a hexadecimal CO in the load module name.

ESR type 3 routines have names in the format IGX00nnn where nnn is the
decimal code placed in register 15 when SVC 109 is issued.

Register Conventions

SVC routines are entered with the following data in the general purpose registers:

Registers 0, 1, 13, and 15 — Contents when the SVC instruction was processed.
Register 3 — Address of the CVT.
Register 4 — Address of the TCB.

Register 5 — Address of the current RB (for type 1 or type 6 SVC), or address of
the SVRB for SVC routine (for type 2, 3, or 4 SVC).

Register 6 — Address of the SVC routine entry point.
Register 7 — Address of the ASCB.

Register 14 — Return address.

Other registers — Unpredictable.

© Copyright IBM Corp. 1988, 2002 4-1



SVC Summary
Locks

Page Faults

Each SVC routine is entered with the locks specified for the routine in the SVC
table. In addition, each type 1 SVC routine is entered with the LOCAL lock held; this
lock must not be released by the SVC. The LOCAL lock should be specified on the
SVCPARM statement in the appropriate IEASVCxx parmlib member. An SVC
routine can acquire any lock(s), and runs enabled or disabled depending on the
lock held. To avoid disabled page faults, a type 3 or 4 SVC routine must fix its
pages in central storage before acquiring a disabled lock (any lock other than
LOCAL, CMS, or CMSEQDQ). A type 6 SVC cannot be suspended for a lock
request.

For more information, see [Chapter 6, “Serialization Summary’|

An SVC routine can be restarted after a page fault, provided that the routine does
not hold a disabled lock.

SVC Instructions

An SVC routine can issue SVC instructions, provided that it does not hold any lock.
(Note: A type 1 SVC routine cannot issue SVC instructions, because it always holds
at least the LOCAL lock.)

Other Characteristics

All SVC routines are entered in supervisor state with a zero storage protect key
(other keys can be used during processing). The SVC table specifies whether or not
the caller must have APF authorization. A type 6 SVC runs disabled and must not
enable.

SVC Table

The SVC table is a system data area that contains one eight-byte entry for each
system-defined or user-defined SVC instruction.

Locate the SVC table as follows:

1. Find the CVTABEND field in the CVT control block. This points to the SCVT
control block.

2. The SCVTSVCT field in the SCVT points to the SVC table.

References
+ See|z/OS MVS Data Areas, Vol 1 (ABEP-DALT)|for the CVT control block.
+ See|z/0S MVS Data Areas, Vol 4 (RD-SRRA) for the SCVT control block.

Each word entry in the SVC table contains the following information:
* Byte 0, bit O contains the AMODE.

* Bytes 0-3 contain the SVC entry point address.

* Byte 4 contains the SVC type and authorization:

000. is type 1
100. is type 2
110. istype 3or4
001. is type 6
0... is an unauthorized SVC
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1. is an authorized SVC

A is an extended SVC

W1 is a non-preemptive SVC
A SVC can be assisted.

1.

Byte 5 contains the SVC attributes:

SVC can be issued in access register mode.

Byte 6 indicates which locks are to be obtained by the SVC first level interruption
handler (FLIH) before the SVC routine is processed:

X'80" is LOCAL lock.

X'40" is CMS lock.

X'20" is SRM lock.

X'10"is SALLOC lock.

X'08' is DISP lock.

For more information about defining SVCs to the SVC Table, see [z70S MVS

[initialization and Tuning Reference,

System SVC Instructions

The rest of this chapter provides a summary of each SVC, its associated macro,
and the following information:

The SVC instruction number in assembler language (decimal) and machine
language (hexadecimal).

Example: SVC 16 (0A10)

The macro instructions that generate the SVC instruction.
The SVC type (1, 2, 3, 4, or 6).

Locks acquired by the SVC routine or by the SVC FLIH.

Authorized program facility (APF) protected, if applicable. Unless otherwise

noted, the SVC in question is not APF protected.

Generalized trace facility (GTF) trace data:

— Information passed to the SVC routine in general registers 15, 0, and 1. This
includes the extended SVC routing codes for SVC 109, SVC 116, and SVC
122.

— The PLIST for the SVC. This is information related to the request triggered by
the SVC that is captured by GTF.

— Additional information displayed in GTF comprehensive trace records (but
omitted in GTF minimal trace records).

For the general format of an SVC GTF trace record, see the GTF chapter of
[z/0S MV'S Diagnosis: Tools and Service Aids,

SVCs and Associated Macros
The following topic contains two tables that list SVCs with their associated macros.

|Tab|e 4-1 on page 4-4| contains a list of decimal SVC numbers, showing the
associated macros for each SVC.

Table 4-2 on page 4—9| contains a list of macros in alphabetical order showing the
associated SVC number for each.
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Table 4-1. SVC Numbers and Associated Macros

DEC HEX Macro
(00) EXCP
XDAP
(01) PRTOV
WAIT
WAITR
kl (02) POST
Bl (03) EXIT
El (04) GETMAIN (TYPE 1) (get storage below 16 megabytes - with R
operand)
Bl (05) FREEMAIN (TYPE 1)
el (06) LINK
LINKX
il (07) XCTL
XCTLX
el (08) LOAD
ol (09) DELETE
(0A) FREEMAIN (free storage below 16 megabytes) GETMAIN (get
storage below 16 megabytes - with R operand)
(0B) TIME
(oc) SYNCH
SYNCHX
(0D) ABEND
(OE) SPIE
(OF) ERREXCP
(10) PURGE
(12) RESTORE
(12) BLDL (TYPE D)
FIND (TYPE D)
(13) OPEN
ko] (14) CLOSE
(15) STOW
(16) OPEN (TYPE = J)
(17) CLOSE (TYPE = T)
R4 (18) DEVTYPE
(19) TRKBAL
6] (1A) CATALOG
INDEX
LOCATE
(1B) OBTAIN
(1C) Reserved
k9 (1D) SCRATCH
Bo] (1E) RENAME
(1F) FEOV



Table 4-1. SVC Numbers and Associated Macros (continued)

SVC Summary

DEC HEX Macro

(20) REALLOC

(21) IOHALT

(22) MGCR/MGCRE
QEDIT

(23) WTO
WTOR

<3| (24) WTL

(25) SEGLD
SEGWT

(26) Reserved

B9l (27) LABEL

lao] (28) EXTRACT

(29) IDENTIFY

(2A) ATTACH
ATTACHX

(2B) CIRB

(2C) CHAP

(2D) OVLYBRCH

6] (2E) STIMERM(CANCEL OPTION)
STIMERM(TEST OPTION)
TTIMER

(2F) STIMER
STIMERM(SET OPTION)

(30) DEQ

[ag] (31) Reserved

@l (32) Reserved

(33) SDUMP
SDUMPX
SNAP
SNAPX

(34) RESTART

(35) RELEX

(36) DISABLE

(37) EOV

6] (38) ENQ
RESERVE

(39) FREEDBUF

(3A) RELBUF
REQBUF

B9 (3B) OLTEP

ol (3C) ESTAE
STAE

(3D) IKJEGS6A (applies to TSO/E only)

(3E) DETACH
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Table 4-1. SVC Numbers and Associated Macros (continued)

DEC HEX Macro
(3F) CHKPT
(40) RDJFCB
(41) Reserved
6] (42) BTAMTEST
(43) Reserved
(44) SYNADAF
SYNADRLS
69 (45) BSP
79 (46) GSERV
(47) ASGNBFR
BUFINQ
RLSEBFR
(48) No macro
(49) SPAR
f74] (4A) DAR
(4B) DQUEUE
@ (4C) No macro
(4D) Reserved
(4E) LSPACE
[79] (4F) STATUS
@ (50) Reserved
(51) SETDEV
SETPRT
(52) Reserved
(53) SMFEWTM,BRANCH=NO
SMFWTM,BRANCH=NO
(54) GRAPHICS
(55) DDRSWAP
] (56) ATLAS (obsolete)
(57) DOM
(58) Reserved
B9 (59) Reserved
<) (5A) Reserved
(5B) VOLSTAT
(5C) TCBEXCP
(5D) TGET
TPG
TPUT
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Table 4-1. SVC Numbers and Associated Macros (continued)
DEC HEX Macro

(SE) GTDEVSIZ
GTSIZE
RTAUTSRM
STATTN
STAUTOCP
STAUTOLN
STAUTSRM
STBREAK
sTCC
STCLEAR
STCOM
STFSMODE
STLINENO
STSIZE
STTIMEOU
STTMPMD
STTRAN
TCABEND
TCLEARQ
TCSEND
TSEND
TSTGTTRM
TSTTMPMD

(5F) SYSEVENT
(60) STAX

(61) IKIEGS9G
(62) PROTECT
(63) DYNALLOC
(64) IKJEFFIB
(65) QTIP

(66) AQCTL

(67) XLATE
(68) TOPCTL
(69) IMGLIB
(6A) Reserved
(6B) MODESET
(6C) Reserved

(6D) ESPIE
IFAUSAGE
MFDATA(RMF)
MFSTART(RMF)
MSGDISP
OUTADD
OUTDEL

(6E) Reserved
(6F) No Macro
(70) PGRLSE
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Table 4-1. SVC Numbers and Associated Macros (continued)

DEC HEX Macro

113 (72) PGANY
PGFIX
PGFREE
PGLOAD
PGOUT

114] (72) EXCPVR

115] (73) Reserved

116 (74) CALLDISP
CHNGNTRY
IECTATNR
IECTCHGA
IECTRDTI
RESETPL

(75) DEBCHK

(76) Reserved

119 77) TESTAUTH

120 (78) FREEMAIN (free storage above 16 megabytes - TYPE 1)
GETMAIN (get storage above 16 megabytes - TYPE 1) operand

(79) No Macro (for VSAM)

122 (7A) EVENTS(TYPE 2)

Extended LINK
Extended LOAD
Extended XCTL

LINK - Extended LINK
LOAD - Extended LOAD
Service Processor Call

STIMERE
VALIDATE

(7B) PURGEDQ
(7C) TPIO
(7D) EVENTS(TYPE 1)
(7E) Reserved
(7F) Reserved
(80) Reserved
(81) Reserved
(82) RACHECK
(83) RACINIT
(84) RACLIST
(85) RACDEF
(86) Reserved
(87) Reserved
(88) Reserved
(89) ESR(TYPE 6)
138 (8A) PGSER
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Table 4-1. SVC Numbers and Associated Macros (continued)

DEC HEX

Macro

SVC Summary

139 (8B)

CVAF
CVAFDIR
CVAFDSM
CVAFSEQ
CVAFVOL
CVAFVRF

143 (8F)

CIPHER
EMK(TYPE 4)
GENKEY
RETKEY

144 (90)

No macro

145 (91)

Reserved

146 (92)

BPESVC

Table 4-2. Macros and Associated SVC Number

CLOSE (TYPE=T)

CVAF

CVAFDIR
CVAFDSM
CVAFSEQ
CVAFVOL

DEC
13
102
71
86
42
42
18
146
69
66
71
116
26
44
63
116
143
43
20
23
139
139
139
139
139
139
74
85
117
9
48
62
24
54
87
75

Chapter 4. SVC Summary

HEX
(0D)
(66)
(47)
(56)
(2A)
(2A)
(12)
(92)
(49)
(42)
(47)
(74)
(1A)
(2C)
(3F)
(74)
(8F)
(2B)
(14)
n
(8B)
(8B)
(8B)
(8B)
(8B)
(8B)
(4A)
(55)
(75)
(09)
(30)
(3E)
(18)
(36)
(67)
(4B)
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SVC Summary

4-10

Table 4-2. Macros and Associated SVC Number (continued)
Macro

DYNALLOC
EMK (TYPE 4)

ESR (TYPE 1
ESR (TYPE 2
ESR (TYPE 4
ESR (TYPE 6
ESTAE]

EVENTS (TYPE 1)
EVENTS (TYPE 2)

FREEDBUF

FREEMAIN (TYPE 1)|

FREEMAIN (free storage above 16 megabytes - TYPE 1) |
FREEMAIN (free storage below 16 megabytes) |

GENKEY|

GETMAIN (TYPE 1) (get storage below 16 megabytes - with |
R operand) |

IGETMAIN (get storage above 16 megabytes - TYPE 1) |
IGETMAIN (get storage below 16 megabytes - with R |
operand)

IKJEFFIB (applies to TSO/E only) |
IKJEGS6A (applies to TSO/E only) |
IKJEGS9G (applies to TSO/E only) |

LINK - Extended LINK |
LINKX

LOAD

LOAD - Extended LOAD |

LOCATEl

z/OS V1R4.0 MVS Diagnosis: Reference

DEC
99
143
56
55
15
109
116
122
109
137
60
125
122

114

122
122
122
40
31
18
57

120

143

120
10

84
70
94
94
41
116
116
116
109
100
61
97
105
26
33
39

122

122
26

HEX
(63)
(8F)
(38)
@37
(OF)
(6D)
(74)
(7A)
(6D)
(89)
(3C)
(7D)
(7A)
(00)
(72)
(03)
(7A)
(7A)
(7A)
(28)
(1F)
(12)
(39)
(05)
(78)
(0A)
(8F)
(04)

(78)
(0A)

(54)
(46)
(5E)
(5E)
(29)
(74)
(74)
(74)
(6D)
(64)
(3D)
(61)
(69)
(1A)
(21)
27
(06)
(7A)
(06)
(08)
(7A)
(1A)



SVC Summary

Table 4-2. Macros and Associated SVC Number (continued)

Macro DEC HEX
78 (4E)
109 (6D)
109 (6D)
34 (22)
107 (6B)
109 (6D)
No macro 72 (48)
No macro 76 (4C)
No macro 111 (6F)
No macro 144 (90)
27 (aB)
59 (3B)
19 (13)
OPEN (TYPE=J) 22 (16)
OUTADD 109 (6D)
OUTDEL 109 (6D)
OVLYBRCH 45 (2D)
113 (71)
113 (72)
113 (72)
113 (72)
113 (72)
112 (70)
138 (8A)
2 (02)
98 (62)
1 (01)
16 (10)
123 (7B)
34 (22)
101 (65)
133 (85)
130 (82)
131 (83)
132 (84)
64 (40)
32 (20)
58 (3A)
53 (35)
30 (1E)
58 (3A)
56 (38)
Reserved 28 (a0
Reserved 38 (26)
Reserved 49 (31)
Reserved 50 (32)
Reserved 65 (41)
Reserved 67 (43)
Reserved 77 (4D)
Reserved 80 (50)
Reserved 82 (52)
Reserved 88 (58)
Reserved 89 (59)
Reserved 920 (5A)
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4-12

Table 4-2. Macros and Associated SVC Number (continued)
Macro

Reserved
Reserved
Reserved
Reserved
Reserved
Reserved
Reserved
Reserved
Reserved
Reserved
Reserved
Reserved
RESETPL
RESTART]

Service Processor Call |
SETDEV|

SETPR
SMFEWTM,BRANCH=NO
SMFWTM,BRANCH=N0|

STATTN
STATUS]
STAUTOCP,
STAUTOLN
STAUTSRM

STIMERM (CANCEL option) |
STIMERM (SET option) |
STIMERM (TEST option) |

z/OS V1R4.0 MVS Diagnosis: Reference

DEC
106
108
110
115
118
126
127
128
129
134
135
136
116
52
17
143
71
94
29
51
51
37
37
122
81
81
83
83
51
51
73
14
60
94
79
94
94
94
96
94
94
94
94
94
47
122
46
a7
46
94
21
94
94
94

HEX
(6A)
(6C)
(6E)
(73)
(76)
(7E)
(7F)
(80)
(81)
(86)
(87)
(88)
(74)
(34)
(11)
(8F)
(47)
(5E)
(1D)
(33)
(33)
(25)
(25)
(7TA)
(51)
(51)
(53)
(53)
(33)
(33)
(49)
(OE)
(3C)
(5E)
(4F)
(5E)
(5E)
(5E)
(60)
(5E)
(5E)
(5E)
(5E)
(5E)
(2F)
(7A)
(2E)
(2F)
(2E)
(5E)
(15)
(5E)
(5E)
(5E)



SVC Summary

Table 4-2. Macros and Associated SVC Number (continued)

Macro DEC HEX
94 (5E)
68 (44)
68 (44)
12 (0C)
12 (0C)
95 (5F)

TCABEND 94 (5E)

TCBEXCP 92 (5C)

TCLEARQ 94 (5E)
94 (5E)
119 (77)
93 (5D)
11 (0B)
104 (68)
93 (5D)
124 (7C)
93 (5D)
25 (19)
94 (5E)
94 (5E)
94 (5E)
46 (2E)
122 (7A)
91 (5B)
121 (79)
1 (01)
1 (01)
36 (24)
35 (23)
35 (23)
7 (07)
7 (07)
0 (00)
103 (67)

SVC Descriptions
SVC 0 (0A00)

EXCP/XDAP macro - is type 1, gets LOCAL lock.

Calls module IECVEXCP, entry point IGC00O.

GTF data is:

R15 No applicable data.

RO Address of the IOBE when IOBFLAG4 is on in the I0OB.

R1 Address of the IOB associated with this request.

DDNAME cceeeccce Name of the associated DD statement.

DCB XXXXXXXX Address of the DCB associated with this /O request.

DEB XXXXXXXX Address of the DEB associated with this 1/O request.
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SVC Summary
SVC 1 (0A01)

SVC 2 (0A02)

SVC 3 (0A03)

SVC 4 (0A04)

[WAIT)WAITR/PRTOV macro - is type 1, gets LOCAL lock.

Calls module IEAVEWAT, entry point IGC001.

GTF data is:
R15 No applicable data.
RO Count of the number of events being waited for. If the count is zero, the

wait is treated as a NOP. Bit 0 equals one indicates a long wait.

R1 If positive, the address of the ECB being used. If complemented, the
address of a list of ECB addresses.

PLIST The list is a series of fullwords, each containing the address of an ECB.

POST|{macro - is type 1, gets LOCAL and SALLOC locks.
Calls module IEAVEPST, entry point IGC002.

GTF data is:

R15 No applicable data.

RO For POST: The completion code to be placed in the ECB.

R1 For POST: The address of the ECB to be posted or (if the high-order bit is
1), the address of a parameter list as follows:
Bytes
0-3 Address of the ECB.
4-7 Address of the ASCB for the address space that contains the ECB
8-11  Address of the ERRET routine.
12 Bits 0-3 contain the storage protection key of the ECB if the

high-order bit of RO is on and the high-order bit of R1 is on.

EXIT macro - is type 1, gets LOCAL lock.
Calls module IEAVEOR, entry point IGC003.

GTF data is:

RO,R1 No applicable data.

R15  The low order three bytes contain the system/user completion code, which
is placed into the TCBCMPC when the exiting RB causes normal task
ending.

GETMAIN| macro - is type 1, gets LOCAL lock.

Calls module IGVVSM24, entry point IGC004.

Note: The GETMAIN/FREEMAIN interface provided by SVC 4 can be called in
either 24- or 31-bit addressing mode. Storage area addresses and lengths
are treated as 24-bit addresses and values. If the caller’'s addressing mode
is 31-bit, the parameter list address and the pointers to the length and
address lists in the parameter list, if present, are treated as 31-bit addresses.
Otherwise, they are treated as 24-bit addresses with the high byte of the
address ignored. GTF data is:

R15 and RO  No applicable data.

4-14  z/0S V1R4.0 MVS Diagnosis: Reference



SVC Summary

R1 Address of the parameter list passed when the SVC was
called.

PLIST 10 bytes in length:
Bytes
0-3 a. Single area request - length requested.

b. Variable request - address of a doubleword
containing the minimum maximum length
requested. Format is:

Bytes

0 Zero.

1-3 Minimum length.
4 Zero.

5-7 Maximum length.

c. List request - address of a list of lengths requested
(one word per request); last word contains X'80' in
byte 0.

4 Zero
5-7 a Single area request - address of a word GETMAIN
initializes with the address of the area acquired.

b. Variable area request - address of a doubleword
GETMAIN initializes with the address of the area
acquired and the actual length allocated.

c. List request - address of a list of areas that
GETMAIN initializes with the addresses of the
areas allocated for each requested length in the
length list.

8 Flag byte, format is:

10 Request is for storage aligned on a page
boundary.

00 Unconditional single area request.

20 Conditional single area request.

80 Unconditional list request.

AO  Conditional list request.

CO  Unconditional variable request.

EO  Conditional variable request.

9 Subpool identification.

Register contents on return:
R1 unchanged.

R15 00 if storage is available.
04 if storage is not available.

SVC 5 (0A05)

FREEMAIN| macro - is type 1, gets LOCAL lock.

Calls module IGVVSM24, entry point IGC005.

Note: The GETMAIN/FREEMAIN interface provided by SVC 5 can be called in
either 24-bit or 31-bit addressing mode. Storage area addresses and lengths
are treated as 24-bit addresses and values. If the caller’s addressing mode
is 31-bit, the parameter list address and the pointers to the length and
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SVC 6 (0A06)

address lists in the parameter list, if present, are treated as 31-bit addresses.
Otherwise, they are treated as 24-bit addresses with the high byte of the
address ignored. GTF data is:

R15 and RO  No applicable data.

R1 Address of the input parameter list.
PLIST 10 bytes, contents are:
Bytes
0-3 a. Single area request - length to be freed.

b. List area request - address of a list of
FREEMAIN length requests (1 word per
request); last word contains X'80' in byte 0.

C. Variable Request-zero
4-7 a. Single area request - address of a word
containing the address of the area to be freed.
b. List area request - address of a list of addresses
of areas to be freed.
C. Variable request-address of a doubleword

containing the address to be freed in the first
word and the length to be freed in the second

word.
8 Flag byte, format is:
00 Unconditional single area request.
20 Conditional single area request.
80 Unconditional list area request.

AO Conditional list area request.
Co Unconditional variable request.
EO Conditional variable request.

9 Subpool identification.

Register contents on return:
R15 00 if the storage was freed 04 if the status of the storage is
unchanged

LINK or LINKX| macro - is type 2, gets LOCAL and CMS locks.
Calls module CSVLINK, entry point IGC006.

GTF data is:

R15  Address of the parameter list.

RO No applicable data.

R1 Address of the user optional parameter list.

NAME cceeececce entry point/directory entry (EP/DE) name of the
module to be linked to or given control.

PLIST The parameter list is twelve bytes long; the format is:
Bytes
0-3 If the high-order bit of byte O is set to one, then bytes 0-3 contain
the address of the directory entry list.

If the high-order bit of byte O is set to zero, then bytes 0-3 contain
the address of the entry point name.
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SVC 7 (0A07)

SVC 8 (0A08)

SVC Summary

Indicates an extended parameter list. If X'80'.

DCB address or zero.

Contains the address of routine to get control on error (ERRET
parameter) if byte 4 is X'80'.

o o1 b~

IXCTL or XCTLX| macro - is type 2, gets LOCAL and CMS locks.

Calls module CSVXCTL, entry point IGC007.

GTF data is:
R15  Address of the parameter list.
RO and R1

No applicable data.

NAME cceececcce entry point/directory entry (EP/DE) name of the
module to be linked to or given control.

PLIST The parameter list is eight bytes long; the format is:
Bytes
0-3 If the high-order bit of byte O is set to one, then bytes 0-3 contain
the address of the directory entry list.

If the high-order bit of byte O is set to zero, then bytes 0-3 contain
the address of the entry point name.

No applicable data.

DCB address or zero.

(G2~

LOAD| macro - is type 2, gets LOCAL and CMS locks.
Calls module CSVLOAD, entry point IGC008.

GTF data is:
R15 No applicable data.
RO Content:

For the macro instruction specifying the EP or EPLOC parameter, contains
the 24- or 31-bit address of the entry point name.

For the macro instruction specifying the DE parameter, contains the
address of the directory entry list in twos-complement form.

R1 24- or 31-bit DCB address. The high-order bit indicates whether a return
was requested.

NAME cceeeccee entry point/directory entry name of the module to be
loaded.

Register contents on return:

RO Virtual storage address of the designated entry point
R1

Bytes

0 Authorization code of the loaded module

1-3 Length of the loaded module in doublewords
R15 If equal to 00 - LOAD function was successful. If greater than 00 - LOAD
function was not successful.
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SVC 9 (0A09)

SVC 10 (0ADA)

SVC 11 (OAOB)

DELETE| macro - is type 2, gets LOCAL and CMS locks.

Calls module CSVDELET, entry point IGC009.

GTF data is:

R15 and R1 No applicable data.

RO Address of the entry point name.

NAME cceeececce entry point name of the module to be deleted.

Register contents on return:
R15 00 - successful completion of requested function

04 - request was not issued by the task that issued the LOAD macro
instruction or attempt was made to delete a system module.

I[GETMAIN|[FREEMAIN| macro with R operand - is type 1, gets LOCAL lock.

Calls module IGVVSM24, entry point IGC010.

Notes:

1. SVC 10 cannot be used to GETMAIN or FREEMAIN storage whose address is

greater than 16 megabytes.

2. The GETMAIN/FREEMAIN interface provided by SVC 10 can be called in either

24-bit or 31-bit addressing mode. Storage area addresses and lengths are
treated as 24-bit addresses and values. If the caller is in 31-bit addressing

mode, and the caller passes a 31-bit address, the address is treated as a 24-bit

address with the high-order byte of the address ignored.

GTF data is:
R15 No applicable data.

RO Number of the subpool requested in the high-order byte, and the length of

the area requested in bytes 1-3. (A zero length is required for a subpool
FREEMAIN).

R1 Any negative value if the request is for a GETMAIN. Address of the storage

to be freed if the request is for a FREEMAIN. Zero if the request is for a
FREEMAIN of an entire subpool.

Register contents on return:
R1 Address of the allocated virtual storage area if the request was for a
GETMAIN

R15 00 - storage available if the request was for a GETMAIN; storage freed if

the request was for a FREEMAIN

04 - storage not available if request was for a GETMAIN; storage status
unchanged if request was for a FREEMAIN

macro - is type 3, gets no lock.

Calls module IEAVRTO1, entry point IGCO001A.

GTF data is:
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R15
RO

R1

Bits

SVC 12 (0AOC)

SVC Summary

No applicable data.

Address of the area into which the microsecond elapsed time or the current
TOD clock value is to be placed.

Low-order byte has flag bits that designate that the time will be returned in
register 0, and in what format.

Register 0 Contents
0000 32-bit unsigned binary number representing the number of elapsed timer
units. (A timer unit is approximately 26.04 microseconds.)
0001 Elapsed time in hundredths of a second.
0010 Packed decimal digits representing elapsed time in hours, minutes,
seconds, tenths of a second, and hundredths of a second (HHMMSShh).
0011 Elapsed time where bit 51 of doubleword is equivalent to one microsecond.
0100 The current TOD clock value is to be returned.
The routine specified by the ERRET operand gets control on an
environmental error.
GMT values are to be returned.

ISYNCH or SYNCHX macro 4 is type 2, gets LOCAL and CMS locks.

Calls module CSVSYNCH, entry point IGC012.

GTF data is:

R15

R14

Address of the entry point for the processing program that is to be given
control.

Points to a parameter list if the low order bit of register 15 is set. The
parameter list is in the following format:

Bytes

0 Flag bits as follows:
1. Restore R2 - R12 at exit.
.000 00.. Reserved (must be zero).

..00 Routine to receive control in 24-bit mode.

.01 Addressing mode of called routine is defined via R15; if
the high order bit of R15 is set, the routine receives
control in 31-bit mode: otherwise, 24 bit mode.

.10 Routine to receive control in 31-bit mode.

W11 Routine to receive control in the addressing mode of the
caller.

1 Flag bits as follows:
1. Key of called routine supplied via KEYADDR option.
A1 Called routine to receive control in supervisor state.
..00 0000 Reserved (must be zero).

2 The high order 4 bits contain the key which is supplied via the
KEYADDR option. The low order 4 bits must be zero.

3 Macro level - if byte 3 = 1, the parameter list includes 4 bytes for
the KEYMASK field.

4 Address of a halfword containing the keymask value supplied via

the KEYMASK option.
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RO and R1
Optional user parameters.

SVC 13 (OAOD)
macro - is type 4, gets LOCAL lock.

Calls module IEAVTRT2, entry point IGC0101C.

GTF data is:

R15  Contains a 4 byte reason code if the REASON parameter is specified. If the
REASON parameter is not specified, then R15 contains no applicable data.

RO If the DUMPOPT or DUMPOPTX parameter is specified, RO contains the
address of a parameter list valid for the SNAP or SNAPX macro.

R1 Applicable if SVC 13 was not called by the ABTERM routines; format is:

Bytes
0 Flag byte
Bits
1. DUMP option.
1. STEP option.
W1 DUMPOPT specified.
.1 Entry to RTM for memory purge.
1. Exit to RTM (normal end of task).
A REASON parameter specified.
XX Reserved.

1-3 ABEND Completion code.

CMP CODE
The ABEND completion code if SVC 13 was called by ABTERM routines. It
is the content of the TCBRCMP field of the current TCB at the time the
SVC interruption occurred. If ABEND recursion has occurred, this field
contains the recursive completion code.

SVC 14 (0OAQOE)
macro - is type 3, gets LOCAL lock.

Calls module IEAVTESP, entry point IGC0001D.

GTF data is:

R15 and RO  No applicable data.

R1 Address of the PICA.

PICA XXXXXXXX ... PICA from the associated SPIE macro instruction.

SVC 15 (0AOF)
ERREXCP macro - is type 1, gets LOCAL, IOSUCB, IOSYNCH, and CPU locks.

Calls module IECVPST, entry point IGC015.
APF protected via TESTAUTH. GTF data is:

R15 and RO No applicable data.
R1 Address of the IOSB that was assigned to this 1/O request by 10S.
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SVC 16 (0A10)

DDNAME

ERP flags:

cccececce

U/A

*kkkkkkk

SVC Summary

Name of the DD statement associated with this I/O
request.

Indicates that the DDNAME was unavailable because
the DEB address was verified as not valid.

A program check occurred trying to gather the
DDNAME.

IOSFLA flags from IOSB assigned to this request by 10S.

Format is:

IOSERR

I0OSEX

W1

XX.X

XXX

Error routine is in control of this SRB. If the ERP
returns with this bit on a retry is assumed. If the ERP
returns with this bit off, the error is considered to be
permanent or corrected depending on the setting of
bit IOSEX.

Exceptional condition is set by I0S. Upon return from
the abnormal or normal exit with this bit on, ERP
processing is initiated if this is an initial error
condition. If this bit is off, it is assumed that the exit
corrected the condition or did not consider it an error.
When the error routine returns with this bit on and bit
IOSERR is off, the error is considered permanent.
When the ERP returns with both bits off, the error has
been corrected.

No meaning for ERREXCP.

TCB  Address of the TCB associated with the SRB scheduled to handle this I1/O

request.

DCUU Device number, in channel-unit form, of the device associated with this 1/O

request.

PURGE macro - is type 2, gets LOCAL, IOSUCB, CMS, and IOSYNCH locks.

Calls module IGC0O001F, entry point IGC016.

GTF data is:

R15 and RO
R1

DDNAME

DCB

No applicable data.
If positive, contains the address of the purge parameter list. If
negative (complemented), contains the address of the IPIB.

cccececcce

U/A

*kkkkkkk

XXXX

U/A

*kkk

Name of the DD statement associated with the
requests being purged.

Indicates that the DDNAME was unavailable because
the DEB address was unavailable.

Indicates that a program check interruption occurred
while trying to gather the DCB address or DDNAME.
Address of the DCB associated with the purge
request.

Unavailable because PPLDSID was 0 or verified as
an incorrect DEB address.

Indicates that a program check interruption occurred
while trying to gather the DCB address.

PLIST Purge parameter list. Format is:

Chapter 4. SVC Summary 4-21



SVC Summary
Bytes

0 PPLOPT1 Option byte 1. Bit settings are:

PPLDS

PPLPOST
PPLHIO
PPLREL
PPLRB
PPLTASK
PPLEXR
1-3  PPLDSIDA

4 PPLCC

5-7 PPLTCBA
8 PPLDVRID

9-11 PPLPIRL

12 PPLOPT2
PPLCAN

PPLMEM

PPLVC
PPLOTCB

PPLTSKM
PPLBSS

PPLUCB

13
14-15 PPLASID

4-22  2/0S V1R4.0 MVS Diagnosis: Reference

Bits

1.

A

R S TN
: x
e A

If DSID purge was requested (bit 6), purge a
single DSID (see PPLDSID). If zero, purge the
DSID list.

ECBs associated with 1/0O requests purged
should be posted with X'48'".

Halt the 1/0O requests and do not build a PIRL.
Purge only the 1/0 requests marked related and
associated with the argument.

Reserved; must be zero.

Do not purge the RB chain for asynchronously
scheduled routines.

If ASID purge is not specified, purge a single
TCB.

Option byte 2 is present and contains valid
information.

Address of the DEB, the argument used for
DSID purge.

Completion code.

If bit 7 of option byte 1 is 0, the only completion

code is X'7F'. If bit 7 of option byte 1 is 1, the

completion codes are as follows:

X'7F'  Successful completion of the purge
request.

X'40' Unsuccessful completion. Details in
register 15.

Address of the TCB.

Driver ID for the DSID purge — X'00" implies

EXCP is the owner.

This is the address of the anchor from which

the purged I/O Request List (PIRL) will be

chained. The anchor is a fullword whose right

most 3 bytes are used for a pointer to the

PIRL. If the address in the anchor is

X'FFFFFF', no 1/O request was purged.

Option byte 2, present if PPLOPTL, hit 7 is 1.

Cancel Command request.

Reserved; must be zero.

Address space purge is specified.

Address space purge is not specified.

Perform the DSID validity check.

Purge the 1/0 requests so that when they are

restored they will be associated with the TCB

that originated them.

Purge the 1/0O requests so that when they are

restored they will be associated with the

restoring TCB.

Purge called by task ending.

Purge was called by the RCT — bypass the

status start SRBs.

Purge DSID by UCB only.

Reserved; must be zero.

ASID of address space with which 1/O requests

are associated.



SVC Summary

14-15 PPLOFSET Offset of UCB within DEB for purge by UCB
only. PPLUCB is on.

SVC 17 (0A11)
RESTORE macro - is type 3, gets no lock.

Calls module IGC0001G, entry point IGC017.

GTF data is:

R15 and RO  No applicable data.

R1 Address of the pointer to the PIRL created by PURGE or a pointer
to the fullword of X'xxFFFFFF', which means there are no requests
to RESTORE.

PLIST As follows:

Bytes
1 PIROPT Option byte, bits meaning:
PIROTCB 1.. Restore the 1/0 requests to the

TCB(s) that originally started them. If
they were not purged with that
possibility, restore them to the
restoring TCB.

0... Restore the 1/0 requests to the
restoring TCB.
PIRSUPCK .1.. Perform the RESTORE TCB validity

check even though the caller can be
in supervisor state.
.0.. Perform the TCB validity check based
on the state of the caller.
.XX XXXX Reserved; must be zero.
2 PIRCNT Number of PIRRSTR entries in the PIRL.
3-4 Reserved
5-8 PIRRSTR The pointer to the 1/0 request list in the form required
by the appropriate driver.
9-C PIRDVRU The pointer to additional data the driver maintains.

Note: PIRRSTR and PIRDVRU are repeated the number of times
specified in PIRCNT.

SVC 18 (0A12)
BLDL/FIND (Type D) macro - is type 2, gets no lock.

Calls module IGC018.

GTF data is:

R15 If bit 0 is on and bits 1-32 point to 8 bytes prior to the parameter list, then
an 8-byte BLDL PLIST prefix exsits.

RO Address of the parameter list. If bit 0 is on, then R15 may point to a BLDL
PLIST prefix.

R1 DCB address. If the address is positive, this is a BLDL request. If negative,
this is a FIND request. If zero, this is a BLDL request on TASKLIB,
STEPLIB, or JOBLIB concatenated with SYS1.LINKLIB.

PLIST 12 bytes of the parameter list are traced.
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SVC 19 (0A13)

PREFIX

(The parameter list can be longer than 12 bytes.)

Bytes

0,1 BLDL  Number of entries.

2,3 BLDL Length of each entry

4-11 BLDL Hexadecimal representation of the first member name for which
the BLDL was issued.

0-7 FIND  Hexadecimal representation of the member name.
8 bytes, immediately preceeding the PLIST and pointed to by register 15.
Bytes
0-2 Reserved
3 Flags:
1.. .. BLDL noconnect option specified.
4-7 Length of prefix.

OPEN macro - is type 4, gets LOCAL lock.

Calls module IGC0001l.

If MODE=24 (R1 not = 0), GTF data is:

R15
RO

R1

PLIST

No applicable data.

Address of parameter list if R1 contains zero. Otherwise, no applicable
data.

Address of parameter list or zero. Contains zero if ' MODE=31" was
specified in the OPEN macro.

Four to 40 bytes of OPEN parameter list, which has a maximum length of
1020 bytes. The list is a series of 4-byte entries in the following format:

Bytes
0 Option byte; bit settings are:
Bits
1. Last entry indicator.
.000 DISP.
.011 LEAVE.
.001 REREAD.
0000 INPUT.
1111 OUTPUT.
0100 UPDAT.
0111 OUTIN.
0011 INOUT.
0001 RDBACK.
1110 EXTEND.
0110 OUTINX.
1-3 ACB or DCB address.

If MODE=31 (R1 = 0), GTF data is:

R15
RO

No applicable data.
Address of parameter list.
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SVC Summary

PLIST Eight to 80 bytes of OPEN parameter list, which has a maximum length of
1020 bytes. The list is a series of 8-byte entries in the following format:

Bytes
0 Option byte; bit settings are:
Bits
1. Last entry indicator.
.000 DISP.
.011 LEAVE.
.001 REREAD.
0000 INPUT.
1111 OUTPUT.
0100 UPDAT.
0111 OUTIN.
0011 INOUT.
0001 RDBACK.
1110 EXTEND.
0110 OUTINX.
1-3 Zeroes.
4-7 ACB or DCB address.
CLOSE macro - is type 4, gets LOCAL lock.
Calls module 1IGC00020.
If MODE=24 (R1 not = 0), GTF data is:
R15 No applicable data.
RO Address of parameter list if R1 contains zero. Otherwise, no applicable
data.
R1 Address of the parameter list or zero. Zero if "MODE=31" was specified in

the CLOSE macro.

PLIST Four to 40 bytes of the CLOSE parameter list, which has a maximum length
of 1020 bytes. The list is a series of 4-byte entries in the following format:

Bytes

0 Option byte; bit settings are:

Bits
1.
.000
.100
.010
.011
.001

1-3 ACB or DCB address.

If MODE=31 (R1 = 0), GTF data is:

R15  No applicable data.

RO Address of parameter list.
PLIST Eight to 80 bytes of CLOSE parameter list, which has a maximum length of
1020 bytes. The list is a series of 8-byte entries in the following format:

Last entry indicator.
DISP.

REWIND.

FREE.

LEAVE.

REREAD.
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SVC 21 (0A15)

SVC 22 (0A16)

Bytes

0 Option byte; bit settings are:
Bits
1. Last entry indicator.
.000 DISP.
.100 REWIND.
.010 FREE.
.011 LEAVE.
.001 REREAD.

1-3 Zeroes.

4-7 ACB or DCB address.

STOW macro - is type 3, gets no lock.

Calls module IGC0002A.

GTF data is:
R15 No applicable data.
RO Address of the parameter list.
R1 Address of the associated DCB.
The sign of RO and R1 indicate the directory action STOW is to take:
RO R1 Action.
+ + ADD.
+ - REPLACE.
- + DELETE.
- - CHANGE.
0 + INIT.
DDNAME cceeeecce name of the associated DD statement.

PLIST The parameter list is of variable length, depending on the directory action

being performed: For ADD or REPLACE — 12 bytes of the parameter list
will be dumped. The first 8 bytes contain the member name; the next 3
bytes contain the member’'s TTR; and the next byte contains the alias bit,
number of TTRNs in the user data area, and the length of the user data
area in halfwords. (The user data area varies from 0-62 bytes in length and
does not appear.) For DELETE — 8 bytes long and contains the member
name or alias of the PDS directory entry being acted upon. For CHANGE
— 16 bytes long; first 8 bytes contain the old member name or alias;
second 8 bytes contain the new member name or alias.

OPEN (TYPE=J) macro - is type 4, gets LOCAL lock.

Calls module IGC0002B.

GTF data is:
R15 and RO  No applicable data.
R1 Address of the parameter list.
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PLIST

SVC Summary

Four to 40 bytes of the OPEN parameter list, which has a maximum
length of 1020 bytes. The list is a series of 4-byte entries in the
following format:

Bytes
0 Option byte; bit settings are:
Bits
1. Last entry indicator.
.000 DISP.
.011 LEAVE.
.001 REREAD.
0000 INPUT.
1111 OUTPUT.
0100 UPDAT.
0111 OUTIN.
0011 INOUT.
0001 RDBACK.
1110 EXTEND.
0110 OUTINX.
1-3 DCB address.

CLOSE (TYPE=T) macro - is type 4, gets LOCAL lock.

Calls module IGC0002C.

GTF data is:

R15  No applicable data.

RO Address of long-form parameter list if R1 contains zero. Otherwise, no
applicable data.

R1 Address of the short-form parameter list or zero. Zero if "MODE=31" was
specified in the CLOSE macro.

PLIST Four to 40 bytes of the short-form CLOSE parameter list, which has a

maximum length of 1020 bytes or 8 to 80 bytes of the long-form parameter
list. The short-form list is a series of 4-byte entries in the following format:

Bytes
0 Option byte; bit settings are:
Bits
1. Last entry indicator.
.011 LEAVE.
.001 REREAD.
1-3 ACB or DCB address.

The long-form parameter list is in the following format:

Bytes
0 Option byte; bit settings are:
Bits
1. Last entry indicator.
011 LEAVE.
.001 REREAD.
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1-3 Zero
4-7 ACB or DCB address.

SVC 24 (0A18)
DEVTYPE macro - is type 3, gets no lock.

Calls module IGC0002D.

GTF data is:
R15 No applicable data.
RO If positive, contains the address of 8-byte output area. If negative and R1 is

positive, then contains the complemented address of 20-byte output area. If
negative and R1 is negative, then contains the complemented address of
24-byte output area. If zero, then R1 contains the address of parameter list.

R1 If RO is not zero, then contains the address of the DD name or the two’s
complement form of the address of the DD name. If RO is zero, then
contains the address of a parameter list in the following format:

PLIST
Bytes
0 Parm list length code prior to DFSMS/MVS 1.1.0, this was a code of
X'10", which represented a parameter list length of 20 bytes. As of
DFSMS/MVS 1.1.0, the macro expands a 24-byte parameter list and
stores the real length in this byte.
1 Version (X'01")
2 1. Offset 4 points to DD name, not UCB list
XXX XXXX reserved
3 Reserved
4-7 Address of UCB list or address of DD name
8-11 Number of words in UCB address list
12-15 Address of return area
16-19 Return area size
20-23 Address of INFO area or zero. Zero means to return 24 bytes per UCB
or DD.
DDNAME cceeeccce DDNAME associated with this request.

SVC 25 (0A19)
TRKBAL macro - is type 3, gets no lock.

Calls module IGCO002E.
R15 and RO  No applicable data.
R1 Address of the associated DCB.

If R1 is negative, the address is in complement form and the
DCBFDAD and DCBTRBAL fields of the DCB are meaningless.

DDNAME cceeeece name of the associated DD statement.

DCBFDAD XXXXXXXX full direct access address (MBBCCHHR) from the
DCB that is pointed to by R1.

DCBTRBAL XXXX track balance — number of bytes remaining on the

current track after a write; negative if no bytes remain.
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CATALOG/INDEX/LOCATE macro - is type 4,

Calls module IGC0002F.

GTF data is:
R15 and RO No applicable data.

SVC Summary

gets no lock.

R1 Address of the parameter list when a SVC 26 is issued.

The parameter list is in the format of either an OS/VS CAMLST or a
VSAM catalog management parameter list (CTGPL).

The CAMLST macro is used to generate the CAMLST when the
CATALOG, INDEX, or LOCATE macro issues the SVC call.

CAMLST:
Bytes
-4 --1 CTGPLXPT CPL prefix pointer
0 First option byte:
Bits
1. CVOL specified.
A Reserved.
WA CATALOG or CATBX specified.
A RECAT (re-catalog) specified.
1. UNCAT or UCATDX specified.
1. Reserved.
W1 LOCATE by TTR specified.
A Reserved.
1 Second option byte:
Bits
1. Do not allocate CVOL.
A BLDX/CATBX specified.
WA BLDG specified.
LA BLDA specified.
1. LNKX specified.
1. DLTX/UCATDX specified.
.1 DSCB TTR specified.
A DLTA specified.
2 Third option byte:
Bits
1.. DRPX specified.
A Indicate DELETE option.
WA RENAME specified.
LA SYSZTIOT is enqueued exclusively.
1. Indicate the EMPTY option.
A1, Reserved.
.0 The caller supplied a CAMLST.
s The caller supplied a CTGPL.
3 Maximum generation count for GDG or zeroes.
4-7 Address of the name or TTR if byte 0, bit 6 is “on”.
8-11 Address of the CVOL volser or zeroes if byte 0, bit O is zero.
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12-15 When cataloging, the address of the volume list.
Address of an 8-byte area that contains an alias for a
high-level index. Note: CVOL must also be specified.

C. When performing LNKX, the address of a 10-byte
area that contains a 4-byte device code followed by
the 6-byte volume serial number of the CVOL to be
connected.

d. When performing the LOCATE function, the address
of a 265-byte work area that must be on a doubleword
boundary. If the issuer of LOCATE has a non-zero
protect key, then the work area must have a matching
storage protect key.

16-19 Address of the DSCB TTR when cataloging it.

o®

Entry from VSAM CATALOG (indicated by Byte 2, Bit 7 being on):

Offset Bytes/Bits Field Description
0 (0) 1 CTGOPTN1 First option byte:
1. CTGBYPSS Bypass the catalog management security

verification processing. Caller must be in
supervisor state or key 0-7 to bypass security
verification processing.

A CTGMAST Check the master password.
1. CTGCI Check the control interval password.
LA CTGUPD Check the update password.
1. CTGREAD Check the read password.
1. CTGNAME The CTGENT field contains the address of a

44-byte DSNAME, or a 6-byte volume serial
number (padded with binary 0s).

.0.. The CTGENT field contains the address of a
3-byte control interval number.

.1 CTGCNAME The CTGCAT field contains the address of a
catalog’s 44-byte DSNAME.

..0. The CTGCAT field contains the address of a

4-pyte field containing a VSAM catalog’s
ACB address.

A1 CTGGENLD Generic locate request.
1(1) 1 CTGOPTN2 Second option byte:
1. CTGEXT Extend option (with UPDATE).
CTGNSVS Catalog cleanup request.
A CTGERASE Erase option (with DELETE).
CTGSMF Write SMF record option (with LSPACE).
CTGREL Release number.
CTGGTALL Search all catalogs (with LISTCAT).
.1 CTGPURG Purge option (with DELETE).
CTGVMNT The caller is VSAM Open/Close/EQV:
Volume mount and verify routine (IDA0192V).
CTGRCATN Return the catalog name (with generic
LOCATE).
LA CTGGTNXT Get-next option (with LISTCAT).
1. CTGDISC Disconnect option (with EXPORT).
1. CTGOVRID Erase override option (with DELETE).
1. CTGSCR Scratch space option (with DELETE

NonVSAM). Force option (with DELETE
GDG, CATALOG, or SPACE).

A CTGBOTH Caller can accept Integrated Catalog Facility
Architecture.
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Offset
2(2)

3(3)

4(4)

8 (8)

12 (C)
16 (10)

16 (10)

Bytes/Bits

XXX.
001.
010.
011.
100.

101.
110.

A

1

SN

Field
CTGOPTN3
CTGFUNC
CTGLOC
CTGLSP
CTGUPDAT
CTGCMS

CTGGFL
CTGCNL

CTGSUPLT
CTGGDGL

CTGSRH

CTGAMO

CTGOPTN4
CTGLBASE

CTGDOCAT

CTGENT

CTGFVT
CTGDNT
CTGCAT

CTGCVOL

CTGWKA
CTGDSORG

CTGOPTNS

SVC Summary

Description

Third option byte:

Specifies the caller-requested function:
LOCATE.

LSPACE.

UPDATE.

A catalog management services function (see
CTGOPTNS).

Generic Filter Locate

Catalog Name Locate

SUPER-LOCATE function.

GDG locate request--the caller supplied the
base generation level (CTGWAGB field in
CTGWA).

Search the master catalog only.

Search the user’s catalog first (specified by
CTGCAT or, if CTGCAT = 0, search the
user’'s catalogs available to the caller via
JOBCAT or STEPCAT DD statements, then
search the master catalog).

Reserved.

The call is an ICF or VSAM catalog
management request.

The call is an OS catalog management
request; the caller supplied a CAMLST
parameter list that was translated into this
CTGPL and CTGFLs.

Fourth option byte:

Locate the base level (with
SUPERLOCATE-GDG only).

If the needed catalog is not open,
dynamically allocate and open it.

Do not dynamically open the needed catalog.
Controller intercept requested.

Bypass security prompting to the system
operator.

SYSZTIOT is enqueued.

Reserved.

Address of the catalog record identifier, as
defined in CTGOPTNL1. When the request is
a generic locate, byte 1 of CTGENT is a
length byte, followed by a 1-to 43-character
generic name.

Address of the caller's CTGFV.

Pointer to data set name pointer.

Address of the catalog’s DSNAME or ACB,
as specified in CTGOPTNL1.

Address of an OS/VS system-catalog catalog
name area, if the request is SUPERLOCATE.
The catalog name area contains the
catalog’'s DSNAME and, if the catalog is
identified with an alternate DSNAME, the
catalog’s alias.

Address of the caller’'s work area.

Data set organization, if the request is
SUPERLOCATE.

Catalog management services request
options:
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Offset

17 (11)

18 (12)

19 (13)
20 (14)

Bytes/Bits

0000
0001
0001
0010
0011

HE AN N
: [
[N

[En

1.

copro

XXX

C'A
C'B'
cc
CD'
cG
cr

c'™M'
C'P'
CR'
cu
cv
cX
cy

Field

CTGDEFIN
CTGALTER
CTGDELET
CTGLTCAT
CTGCNVTV

CTGFVFY
CTGHDLET
CTGHALTL
CTGBRCAT
CTGHDLTL
CTGSMS
CTGXCPL
CTGCASAL
CTGTYPE
CTGTALIN
CTGTGBS
CTGTCL
CTGTDATA
CTGTAIX
CTGTINDX
CTGTMCAT
CTGTPGS
CTGTPTH
CTGTUCAT
CTGTVOL
CTGTANM
CTGTUPG
CTGNOFLD
CTGDDNM

CTGNEWNM

If the request is SUPERLOCATE:

20 (14)
22 (16)

23 (17)
24 (18)

28 (1C)

4-32

1.
1.
.1
A

2
1

z/OS V1R4.0 MVS Diagnosis: Reference

CTGFDBK
CTGFBFLG
CTGPAR
CTGKEEP
CTGGDGB
CTGNGDSN

CTGCLV
CTGSSMS

CTGJSCB
CTGPSWD

VL CTGFIELD

Description
DEFINE.
ALTER.
DELETE.
LISTCAT.
CONVERT.
Reserved.
Force password verification.
A migrated data set has been deleted.
Locate from ALTER.
Branch entry into IGCOCLHA.
LISTCAT from DELETE.
SMS request.
CPL prefix present.
CAS allocate catalog.
Type of catalog record:
NonVSAM data set.
Generation data group (GDG) base.
Cluster.
Data set.
Alternate index.
Index.
Master catalog.
Page space.
Path.
User catalog.
Volume.
Alias name.
Upgrade.
Number of entries contained in CTGFIELD.
Address of the JCL DD statement, if one is
associated with this request.
Address of the new DSNAME, if the request
is ALTER and the object’s name is being
changed.

Feedback area.
Flags:
Parallel mount.
Forced keep.
GDG Base located.
Generation data set name was

generated (in the form "dsname.gxxxxvyy").

Indicates processing of an archived data set.
SUPERLOCATE SMS request.

Reserved.

Reserved.

Address of the JSCB.

Address of the caller-supplied password.
The 4-byte address of each CTGFL, to
specify each catalog field to be processed.
The length of CTGFIELD is the CTGNOFLD
value times 4.



SVC 27 (0A1B)

SVC Summary

CTGPLEXT - CPL extension. The CPL extension contains additional fields that
define the catalog management request and it's options. It is pointed to by

CTGPLXPT of the CPL.

Offset
0 (0)
0 (0)
0 (0)
6 (6)
8 (8)
10 (A)
12 (C)
12 (C)
13 (D)

14 (E)
15 (F)
16 (10)
20 (14)
20 (14)
24 (18)

28 (1C)
32 (20)
32 (20)
36 (24)
36 (24)
37 (25)
38 (26)
40 (28)
44 (2C)

DSN/CI

Do e
: [N
[ i

Bytes/Bits
48

10

PR, BANMNNMNDNDO

A11

Ccccc....

Field

CTGPLEXT
CTGXHDR
CTGXID
CTGXVERN
CTGXLEN

CTGXFLD
CTG2FUNC
CTGXFGO1
CTGNBCS
CTGNVVDS
CTGNBCK
CTGTCOMP

CTGTSMS

CTGXFGO02
CTGXFGO03
CTGXUCBP
CTNVRBA
CTGDIRBA
CTGLBDAT
CTGLRDAT
CTGDADSM
CTGDIAG

CTGSFI
CTGCATPC
CTGOPNER

CTGRPLER

Description

CPL extension.

Extension header.

Extension ID 'CPLEXT".
Extension version number.
Extension length.

Reserved.

Extension fields.

Secondary function byte.
Extension flag byte 1.

No BCS update.

No VVDS update.

No BCS check.

Component name of temporary data set
name passed.

SMS managed temporary data set.
Reserved.

Extension flag byte 2.
Extension flag byte 3.

UCB address list pointer.
NVR RBA.

Compressed data/index RBA.
Last backup date pointer.
Last referenced date pointer.
DADSM parm list pointer.
Diagnostic information.
Reserved.

Catalog subfunction information.
Catalog problem code.
ACBERFLG (open error).
Reserved.

RPL feedback word.
Reserved.

data set name/control interval name.

VOLIST The volume list is variable in length; format is:

Bytes
0-1
2-5
6-11
12-13

OBTAIN macro - is type 3, gets LOCAL lock.
Calls module IGC0002G.

GTF data is:

R15 and RO

No applicable data.

Number of 12-byte volume list entries to follow.
UCB device code.

Volume serial number.
Reserved.
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R1 Address of the parameter list.
PLIST Parameter list is 16 bytes long; format is:
Bytes

0-1 Operation code.

X'C100' SEARCH for DSNAME.
X'C080' SEEK for track address.

2 If bit 1 is zero, indicates that the TIOT is enqueued by the
caller.
3 Reserved; set to zeroes.

4-7 Address of the data set name or address of the track
address of the DSCB (CCHHR) depending on the operation
code.

8-11  Address of the volume serial number.

12-15 Address of a 140-byte workarea.

VOLSER cceece volume number of an associated volume.

DSN/CCHHR ccecc... data set name (displayed when the operation code in
word 1 of the parameter list indicates SEARCH), or
track address (displayed when the operation code in
word 1 of the parameter list indicates SEEK).

SVC 28 (0A1C)

Reserved.

SVC 29 (0A1D)

4-34

SCRATCH macro - is type 3, gets LOCAL lock.

Calls module 1IGC0002I.

GTF data is:

R15 No applicable data.

RO Zeros or the address of a UCB for a device upon which volumes can be
mounted.

R1 Address of the SCRATCH parameter list (PLIST).
PLIST The parameter list is 16 bytes long; the format is:

Bytes Bits Description
0 0100 0001 Operation code (set to X'41' for SCRATCH).
1 1. Dynamic Unallocation by job or step ending.
.. When set to 1 and JSCBPASS is 1, the RACDEF

macro is not issued. In all other cases, except
VSAM data sets, the RACDEF TYPE=DELETE will
be issued.

XX XXXX Reserved set to zeros.

2 1. Dynamic Unallocation; TIOT is enqueued by the

caller.

.1.0 Check purge date.

1.1 Override purge date.

1. When set to 1 and the caller is in supervisor state,

RACF processing will be bypassed. This allows the
catalog to continue RACF processing and to
eliminate redundant RACF processing.
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SVC Summary

Bytes Bits Description
.. When set to 1, all DASD tracks occupied by the
data set will be erased (made unreadable) before
being released for reuse.

X XX Reserved set to zeros.

3 XXXX XXXX Reserved set to zeros.

4 1. Entry is from job or step ending.
A Entry is from reader or writer.
XX XXXX Reserved set to zeros.

4-7 Address of data set name.

8-11 Reserved set to zeros.

12-15 Address of the volume list.

DSN ccecc.... data set name.

VOLIST The volume list is variable in length; format is:

Bytes

0-1 Number of 12-byte volume list entries to follow.

2-5 UCB device code.

6-11  Volume serial number.

12 SCRATCH secondary status code. (X'80' if SCRATCH successful and the
user has RACF authority).

13 Scratch status byte.

Note: Each succeeding volume list entry (if any) has the same format as offset
2-13.

RENAME macro - is type 3, gets LOCAL lock.

Calls module 1IGC00030.

GTF data is:

R15  No applicable data.

RO Address of the UCB for the device on which volumes can be mounted, or
zeros.

R1 Address of the parameter list.

PLIST The parameter list is 16 bytes long; format is:
Bytes

0-3 X'C1002000' If bit 1 of byte 1 is set to 1 and JSCBPASS=1 then the
RACDEF macro is not issued.

4-7 Address of the old data set name.

8-11  Address of the new data set name.

12-15 Address of the volume list.

OLDDSN ccecc... fully qualified name of the data set to be renamed.
NEWDSN ccecc... new name of the data set being renamed.
VOLIST

The volume list is variable in length; format is:

Bytes

0-1 Number of 12-byte volume list entries to follow.
2-5 UCB device code.
6-11  Volume serial number.
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12 Reserved.
13 Rename status byte.

Note: Each succeeding volume list entry (if any) has the same format as
offset 2-13.

SVC 31 (0A1F)
FEQV macro - is type 4, gets LOCAL lock.

Calls module IGCO003A.

GTF data is:
R15 and RO  No applicable data.
R1 High-order byte—flags as follows:
00 No option specified.
20 REWIND specified.
30 LEAVE specified.
Three low-order bytes—address of DCB.
DDNAME cceeececce DDNAME associated with this request.

SVC 32 (0A20)
REALLOC or No macro - is type 4, gets LOCAL lock.

Calls module IGC0003B.

APF protected. The REALLOC macro always loads the parameter list address in
register 1 and complements it. Other combinations have no macro. GTF data is:
R15 No applicable data.

RO If positive, contains address of associated JFCB. If negative (not
complemented — high-order bit is set on), contains the address of the
associated partial DSCB.

R1 If positive, contains the address of a fullword containing: device code. If call
made for a VIO data set (JFCVRDS is set on) UCB address.

If negative (complement address), contains the address of a REALLOC
parameter list and RO contains no applicable data. The parameter list is 32
bytes long and its format follows:

Bytes Description

0-3 C'REAL', ID of parameter list.

4-5 Length of parameter list.

6-7 Return code.

8 Parameter flag byte.

9-11  Reserved.

12-15 Data set size in tracks.

16-19 Minimum allocation unit in tracks.

20-23 Address of partial DSCB or format 1 DSCB.
24-27 UCB Address.

28-31 Partitioned data set directory quantity in tracks.
32-35 Address of format 2 DSCB.

36-39 Address of format 3 DSCB.

Cuu ccee Device number from the UCB pointed to by R1.
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SVC 34 (0A22)

SVC Summary

DSN cccce... Data set name from the DSN field of either the JFCB
or DSCB pointed to by RO.

IOHALT macro - is type 2, gets IOSUCB lock.
Calls module IGC0003C.

Note: This SVC can be used in two ways. The first way (which is used by the
IOHALT macro) is used by setting the low order bit of R1 to 1; the second
way is used by setting the low order bit of R1 to 0.

GTF data for the first way (low-order bit of R1 is 1) is:

R15  No applicable data.

RO UCB address (common segment), a fullword pointer; or address of a
UCBCOPY. (See [z/0S MVS Programming: Assembler Services Reference
for more information.)

R1 Contents:

Bytes

0-1 If byte 1 of R1 is X'81' then RO contains the offset from the IOB to
the virtual CCW that corresponds to the central CCW to be
modified to a NOP.

2 Ignored
3 Input Option
="01" use 10S HALT I/O subroutine.
="81" use EXCP CCW modify subroutine.
Cuu dddd The device number associated with the device being

halted.

GTF data for the second way (low-order bit of R1 is 0) is:

R15 No applicable data.

RO If byte 1 of R1 is X'81' then RO contains the offset from the IOB to the
virtual CCW that corresponds to the central CCW to be modified to a NOP.

R1 Contents:

Bytes
0 Ignored
1 Input Option

="00" use |0OS HALT I/O subroutine.
="80" use EXCP CCW modify subroutine.

2-3 Address of the UCB or UCBCOPY associated with the HALT
request.

Cuu dddd The device number associated with the device being
halted.

IMGCR/IMGCRE/|QEDIT/|macro - is type 4, gets LOCAL and CMS lock.

Calls module IEE0003D.
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For a system task issuing SVC34:

R1 RO R15 FUNCTION or ACTION.

POS N/A N/A Process CMD: to IEE0403D.

ZERO POS N/A Free the CIB chain.

ZERO ZERO ZERO GETCSCB processing.

ZERO NEG N/A Set CHCIBCT to zero.

NEG POS N/A CIB chain ADD or DELETE.

NEG ZERO SEE * CSCB processing.

NEG NEG N/A Store R1 in CHCIBCT.

* If CHABT bit set in CSCB, then R15 contains ABTERM parm list. If CHABT

bit is zero, then R15 is N/A.

SVC 35 (0A23)
macro - is type 4, gets LOCAL and CMS locks.

Calls module IEAVM600.

GTF data is:

R15 No applicable data.

R1 Address of the parameter list.

RO Three high order bytes—a new line is to be connected to the message with

this three byte message ID. Low order byte-console ID. For a message
reissuance - address of the Write to Queue Element control block created
from the original issuance. If the information was specified on the WTO
macro - contains zeros.

Length of PLIST (1 byte)
includes routing and descriptor code field, if present.

PLIST Note: If routing and descriptor codes are present, they are appended to the
parameter lists, increasing the lengths of the parameter lists by four bytes.
If, however, a WPX is generated then it extends the length by 92 bytes.

PLIST for WTO:

Bytes
0 Length of reply buffer, if for a 31-bit WTOR. Otherwise zero.
1 Message length plus four if text is inline, fixed length if bytes 4-11
contain a pointer to a data area containing the message text.
2 MCS flag byte, bit settings are:
1. Routing and descriptor codes are present.
. Message is to be queued to a console whose 1D
is specified.
W1 WTO is an immediate command response.
A Message type field exists.
1. WTO reply to a WTOR macro instruction.
A Message should be broadcast to all active
consoles.
A Message queued for hard copy only.
1 Message queued to the console whose source
ID is in register 0.
3 Second MCS flag byte: bit settings are:
1. Do not timestamp this record.
1. Message is a multiline WTO.
W1 Primary subsystem use only. JES3: Do not log

minor WQEs if major WQE is not hardcopied.
JES2: not used.
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A Extended WPL format (WPX) exists.
1. Message is an operator command.
A Message is not queued for hard copy.
WA Message reissued via WQEBLK keyword.
w1 Reserved.
4-n The message text, normally the message ID, or a pointer to a data area
containing the message text. The message text can be of variable
length, but if a pointer is specified it will always occupy 4 bytes.

The following offsets are unpredictable due to the variable length of the
previous field.

If a WPX is not generated, routing and descriptor codes (if present) are as
follows:

(n+1)-(n+3) Routing and descriptor codes, if present:
Descriptor first byte bit settings:
1. System failure.
1. Immediate action required.
W1 Eventual action required.
1 System status.
1. Immediate command response.
1. Job status.
1. Application program message.
A Out-of-line message.
Descriptor second byte bit settings:
1. Status display.
1. Dynamic status display.
.1 Critical eventual action message.
A Important information message.
1. Reserved.
1. Reserved.
1. Reserved.
A Reserved.
Routing first byte bit settings:
1. Master console.
A Master console information.
WA Tape pool.
LA Direct access pool.
1. Tape library.
1. Disk library.
1. Unit record pool.
A Teleprocessing control (TPCNTL).
Routing second byte bit settings:
1. System security.
1. System error/maintenance/system
programmer information.
W1 Programmer information.
A Emulator information.
1. For installation use.
1. For installation use.
1. For installation use.
A For installation use.

If a WPX is generated, however, it follows the message text:
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4-40

(n+1)-(n+103) WHPX. Its format follows:

1 Version level.

2 MPF/SUBSMOD flags.
3 Length of reply buffer.
4 Length of WPX.

5-6 Extended MCS flags.
7-8 Reserved.
9-12  Reply buffer address.
13-16 Reply ECB address.
17-20 DOM/Connect ID.
21-22 Descriptor codes (same mapping as above).
23-24 Reserved.
25-40 Routing codes.
41-42 Message type flags.
43-44 Message's priority.
45-52  Job ID.
53-60 Job name.
61-68 Retrieval key.
69-72 Token for DOM.
73-76 Console ID.
77-84 System name.
85-92 Console name.
93-96 Address of a 12-byte field for replying console
name/ID.
97-100
Address of CART.
101-104
Address of wait state parameter list.

PLIST for succeeding lines in a multiple line WTO:

Bytes
0-1 Inline type flags, settings are:
2 Console area ID identifier.
3 Number of message lines in the WTO.
4 Reserved.
5 Count of the message characters plus 4.
6-77  The message text.
OR
6 A pointer to a data area containing the message text.

PLIST for WTOR (24-bit mode):

Bytes

0 Length of the reply. High order bit is set to 1.

1-3 Address of the reply buffer.

4-7 Address of the reply ECB.

8 Zeros.

9 Message length + 4.

10-11 MCS flag bytes (same as in WTO PLIST).

12-19 First 8 bytes of the message text. Normally, the message ID.
20-23 Routing and descriptor codes, if present.

PLIST for WTOR (31-bit mode) without a WPX:

Bytes

0-3 Addressing mode indicator and address of the reply buffer. High order bit of
byte O is set to 1.

4-7 Address of the reply ECB.
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SVC 36 (0A24)

8
9
10-11
12-19
20-23

SVC Summary

Length of reply buffer.

Message length + 4.

MCS flag bytes (same as in WTO PLIST).

First 8 bytes of the message text. Normally, the message ID.
Routing and descriptor codes, if present.

PLIST for WTOR (31-bit mode) with a WPX:

Bytes
0

1

2-3
4-11
12-115

High order bit is set to 1, others set to 0.

Message length + 4.

MCS flag bytes (same as in WTO PLIST).

First 8 bytes of the message text. Normally, the message ID.

WPX. Its format follows:

1 Version level.

2 MPF/SUBSMOD flags.
3 Length of reply buffer.
4 Reserved.

5-6 Extended MCS flags.
7-8 Reserved.
9-12  Reply buffer address.
13-16 Reply ECB address.
17-20 DOM/Connect ID.
21-22 Descriptor codes (same mapping as above).
23-24 Reserved.
25-40 Routing codes.
41-42 Message type flags.
43-44 Message's priority.
45-52  Job ID.
53-60 Job name.
61-68 Retrieval key.
69-72 Token for DOM.
73-76 Console ID.
77-84 System name.
85-92 Console name.
93-96 Address of a 12-byte field for replying console name/ID.
97-100

Address of CART
101-104

Address of wait state parameter list.

PLIST for WTO with WQEBLIC (WPLMCSFO bit is on):

Contains only 4 bytes of data (the parameter list length and the MCS flags).

macro - is type 4, gets no lock.

Calls module IEEMB804.

GTF data is:

R15
RO

R1
PLIST

No applicable data.

Contains 0 if no prefix is present. Contains 4 if a 2-byte prefix is present.
Pointer to the WTL parameter list.

5 to 130 hytes; format is:
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Bytes

0-1 Length of PLIST in bytes.
2-3 Reserved.

4-nn Message text.

SVC 37 (0A25)
SEGLD/SEGWT macro - is type 2, gets no lock.

Calls module IEWSUQOVR, entry point IGC037.
GTF data is:

R15 No applicable data.
RO Zero entry was from SEGLD. Nonzero entry from SEGWT.

R1 Address of the parameter list.
PLIST 12 bytes, format is:
Bytes

0-3 Branch instruction to a SVC 45.
4-7 Address of the referred-to-symbol.
8 "TO" segment number.

9-11 Previous caller or zero.

SVC 38 (0A26)

Reserved.

SVC 39 (0A27)
LABEL macro - is type 3, gets no lock.

Calls module IGC0003I.

APF protected. GTF data is:

R15 and RO  No applicable data.

R1 Address of the parameter list. This parameter list must be in 24-bit
addressable storage.

PLIST 20 bytes long, format is:
Bytes
0-2

C00004 REWIND option.
C00000 UNLOAD option.
3 Relative UCB in the TIOT to use for mounting purposes.
4-7 Address of the 8-byte ddname for the DD card that
allocates the device.
8-11  Address of the volume label set.
12-13 Length of one volume label.
14 Number of labels in the volume label set.
15 Command byte of the control CCW.
16-19 Address of the first 10 bytes of the volume header label.

SVC 40 (0A28)
EXTRACT macro - is type 3, gets LOCAL lock.

Calls module IEAVTBOO, entry point IGC00040.
GTF data is:

4-42  2/0S V1R4.0 MVS Diagnosis: Reference



SVC 41 (0A29)

SVC Summary
R15 and RO  No applicable data.

R1 Address of the parameter list.
PLIST 12 bytes long; format is:

Bytes

0 Reserved; should be zeros.

1-3 Address of the list area in which the extracted information
will be stored.

4 Reserved; should be zeros.

5-7 Address of the TCB from which the EXTRACT will get
requested information. Zeros indicate that the EXTRACT
will get information from the current TCB and/or its related
control blocks.

8 Flag bytes that indicates the fields to be extracted:
Bits
1. Address of the general register save area.
A Address of the floating point register save area.
..0. Reserved.
LA Address of the end-of-task exit routine.

1. Limit priority and dispatching priority.

A Task completion code.

WA Address of the TIOT.

A Address of the command scheduler
communication list in the CSCB.

9 Flag Byte 2

Bits

1. Address of a byte. If the high order bit is 1, it
indicates a TS address space.

A Address of the protected storage control block.

1. ASID (only if a TS address space). Where AUTH
ONLY is indicated, the parameter is valid only for
an authorized task-authorized by system key,
supervisor state, or APF authorized. If the
attaching task is not authorized, the parameter is
ignored.

.1 ASID.
XXXX Reserved.

10-11 Reserved should be zeros.

IDENTIFY|macro - is type 3, gets LOCAL and CMS locks.

Calls module IEAVIDOO.

GTF data is:

R15  No applicable data.

RO Entry point name address or zero.

R1 Address of the entry point name being added or of the parameter list.

EPNAME cceeeccce The entry point name being added.
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SVC 42 (0A2A)

IATTACH or ATTACHX| macro - is type 2, gets LOCAL lock.

Calls module IEAVEATO.

GTF data is:

R15 Address of the parameter list being passed to the SVC routine
(SUPRVLIST).

RO No applicable data.

R1 Address of the parameter list being passed to the called program,

or zeros (no parameter list being passed).
SUPRVLIST - The parameter list passed to the SVC routine is 72 or 100 bytes
long. Format is:
Bytes
0-3 Entry Address.
4-7 DCB address.
8-11  ECB address.
1. .. Indicates new format; else old format.
12-15 Give subpool value or list address.
16-19 Share subpool value or list address.
20-23 ETXR address.
24-25 Dispatching priority.
26 Limit priority.
27 Option flags.
1. .. "DISP=NO" KEYWORD GIVEN
.. ... "JSCB" ADDRESS GIVEN
1. ... "GIVEIJPQ=YES" GIVEN
1.... "KEY=ZERO" KEYWORD
... 1... "SZERO=NO" KEYWORD
...1.. "SVAREA=NO" KEYWORD
e 1. "JSTCB=YES" KEYWORD
....... 1 "SM=SUPV" KEYWORD
28-35 Program name.
36-39 JSCB address.
40-43 STAI/ESTAI parameter list address.
44-47 STAI/ESTAI exit routine address.
48-51 Tasklib DCB address.
52 Flag byte.
1. ... ATTNSHLYV field indicator.
1 RSAPF indication.
..1. .... Reserved.
1 .... Term indication.
.. 1... ESTAI present indication.
..1.. ASYNCH indication.

PURGE parameter values.
53 Task ID.
54-55 Length of parameter list.
56-59 NSHSPV or NSHSPL parameter list.
60 Flag byte
1. .. Directory entry indication.
.1.. .... Give subpool list indication.
..1. .... Share subpool list indication.
...1 .... Module from APF library indication.
.. 1... Reserved.
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61

62-63
64-67
68-71
72-75
76-79
80-83
84-87
88-91
92-95
96-100

SVC Summary

..1.. Reserved.
... ..1. Tasklib DCB present.
....... 1 STAI/ESTAI exit address present.
Format number, 1 indicates a parameter list for MVS; 2
indicates a parameter list from ATTACHX.
Reserved.
EP/DE ALET.
DCB ALET.
ECB ALET.
GSPL ALET.
SHSPL ALET.
JSCB ALET.
STAI ALET.
TASKLIB ALET.

NSLSPL ALET.

Length of PLIST (1 byte):

PLIST PLIST up to 40 bytes of parameter list passed to a program. The
parameter list is a series of 4-byte entries. Each entry has its
high-order byte reserved and an address in the low-order three

bytes.

Register contents on return:

R1 Address of TCB for the new task (for any return code other than
zero, R1 is set to zero upon return).

R15
00 -

04 -
08 -

0C -

macro - is type 1,

Successful completion (subtask might not have been
successfully created).

ATTACH issued in a STAE exit; processing not completed.
Insufficient storage available for control block for
STAI/ESTAI request; processing not completed.

Invalid address of exit routine or parameter list specified
with STAI parameter; processing not completed.

gets LOCAL lock.

Calls module IEAVEFQO, entry point IGC043.

GTF data is:
R15 No applicable data.
RO Entry point address of the user’s asynchronous exit routine. When the
routine is dispatched it will get control at this entry point.
R1 The meanings of the bytes of the register are as follows:
Byte 1
0100 0... A normal IRB is being created.
0000 0... An SIRB is being created. This is used only by 10S to run ERP
routines.
A Problem program key.
.0.. Supervisor key.
.1 Problem program state.
..0. Supervisor state.
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Byte 2
0000

Byte 3
Byte 4

SVC 44 (0A2C)

.0

Save area for registers requested.
No save area requested.

Reserved - always zero.
Indicates that the IQEs are going to schedule the routine.
Indicates that the RQEs are going to schedule the routine

Return the IQEs at exit if the IRB has a work area and the
RBUSIOE flag is not on.

Do not return the IQE’s at exit.

Indicates that the RB will be freed when the exit issues an SVC 3.
Indicates that the RB will not be freed when the exit issues an
SVC 3.

Reserved.

Indicates the size in doublewords of the work area to be acquired.
CIRB will unconditionally request space from subpool 253. The
maximum size is 255 doublewords.

macro - is type 2, gets LOCAL lock.

Calls module IEAVECHO.

GTF data is:

R15 No applicable data.

RO Signed value to be added to the dispatching priority of the specified task;
negative value will be in two’s-complement form.

R1 Address of the area containing the address of TCB whose priority is to be
changed; or zeros. Zeros indicates that the active task’s priority is to be

changed.

CHAP TCB

SVC 45 (0A2D)

hhhhhhhh Address of the TCB whose priority is to be changed.

Must be a subtask of the current task.

OVLYBRCH macro - is type 2, gets no lock.

Calls module IEWSUQOVR, entry point IGC045.

GTF data is:
R15 Address of the entry-table entry that caused the SVC to be issued.
RO and R1 No applicable data.
PLIST 12 bytes long; format is:
Bytes
0-3 Branch instruction to SVC 45.
4-7 Address of the referred-to symbol.
8 "To" segment number.
9-11  Previous caller or zero.

SVC 46 (0A2E)

4-46

TIMER|macro and |STIMERM| macro (TEST and CANCEL options) - is type 2, gets
local and dispatcher locks.

For TTIMER macro, GTF data is:
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R15
RO
R1

R4
R5
R7
R14

SVC Summary

No applicable data.

Pointer to 8-byte area containing the interval remaining if "MIC" is specified.
Low-order byte contains code indicating the type of request and the format
of the returned value.

Bytes
0-2 Reserved.
3 Flag bits as follows:
0000 Reserved; must be zero.
0... TTIMER macro present.
1. ERRET option. Routine specified by the ERRET

parameter gets control on an environmental error.
Register 15 contains the return code.

W1 MIC option. Interval remaining is returned to the specified
address in microseconds. (Bit 51 is equivalent to
approximately 1 microsecond.)

..0. TU option. Time remaining in the current task’s time
interval is to be in register 0 in timer units.

A CANCEL option. Current task’s time interval is to be
canceled.

Points to requestor's TCB.
Points to the SVRB.

Points to the ASCB.
Contains the return address.

For STIMERM macro (TEST and CANCEL options) GTF data is:

R15
RO

R1

No applicable data.
Pointer to a 16-byte parameter list which is formatted as follows:

Bytes
0 Flag bits as follows:
000. Reserved; must be zero.
A TU option. Time remaining in the current task’s time

interval is placed in a 4 byte field supplied by the user. It
is recorded in timer units.

1. "ID=ALL" option.

1. ERRET option. Routine specified by the ERRET
parameter gets control on an environmental error.
Register 15 contains the return code.

W1 MIC option. Interval remaining is returned to the specified
address in microseconds. (Bit 51 is equivalent to
approximately 1 microsecond.)

A CANCEL option. Specified time interval is to be cancelled.

1-2 Reserved; must be zero.

3 Flag bits as follows: Level number of the parameter list. Must be
X'01'

4-7 Pointer to 4-byte area containing the TQE ID.

8-11  Pointer to area in which interval remaining will be stored. If "TU" is
specified, the area must be 4 bytes. If "MIC" is specified, the area
must be 8 bytes.

12-16 Reserved; must be zero.

Flag bytes formatted as follows:

Bytes
0-2 Reserved; must be zero.
3 Flag bits as follows:
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SVC 47 (0A2F)

R4
R5
R7
R14

0000 Reserved; must be zero.
1. STIMERM macro present.
.000 Reserved; must be zero.

Points to the requestor’'s TCB.
Points to the SVRB.

Points to the ASCB.

Contains the return address.

STIMER| macro and [STIMERM|macro (SET option) is type 2, gets local and

dispatcher locks.

For STIMER macro, GTF data is:

R15
RO

R1

R4
R5
R7
R14

No applicable data (old format only). Exit routine address (new format only).
Contents:

Bytes
0 STIMER option byte as follows:
0... Indicates old format parameters.
1. Indicates new format parameters.
.000 TUINTVL option.
.001 BINTVL option.
.010 MICVL option.
011 DINTVL option.
110 GMT option.
11 TOD option.
1. ERRET option. Control is returned because of errors.
Register 15 is set to 8.
.0.. STIMER macro present.
..00 Task request. Decrease the interval only when the task is
active.
.01 Wait request. Decrease the interval continuously and put
the task in a wait state until the interval expires.
A1 Real request. Decrease the interval continuously.

1-3 Exit address (old format only).

No applicable data (new format only).
Address of the time value.

Time Value - 4 or 8 bytes depending on option in force:

a. DINTVL,TOD,MICVL, and GMT - 8 hytes; represents the time
value.
b. BINTVL and TUINTVL - 4 bytes; represents the time value.

Points to requestor’'s TCB.
Points to the SVRB.

Points to the ASCB.
Contains the return address.

For STIMERM SET, GTF data is:

RO

Flag bytes formatted as follows:
Bytes
0 Flag bits as follows:

0000 O... Reserved; must be zero.
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R1

R4
R5
R7
R14

SVC Summary

1. STIMERM macro present.
..00 Reserved; must be zero.

1-3 Reserved; must be zero.
Points to a 24-byte parameter list, which is formatted as follows:
Bytes
0 Flag bits as follows:
0... Reserved; must be zero.
.000 TUINTVL option.
.001 BINTVL option.
.010 MICVL option.
011 DINTVL option.
110 GMT option.
A11 TOD option.
1. ERRET option.
.0.. Reserved; must be zero.
.01 WAIT=YES option.
W11 WAIT=NO option.
1-2 Reserved; must be zero.

3 Level number of parameter list. Must be X'01'.

4-7 Address of requestor’s field in which the TQE id will be returned.
8-11  Address of time interval.

12-15 Address of user specified exit routine or zero.

16-19 Parameter value to be passed to exit routine or zero.

20-23 Reserved; must be zero.

Points to requestor’'s TCB.

Points to the SVRB.

Points to the ASCB.

Contains the return address.

macro - is type 2, gets LOCAL and CMSEQDQ locks.

Calls module ISGGNQDQ, entry point IGC048.

GTF data is:

R15 and RO  No applicable data.

R1 Address of the parameter list.

PLIST 20 bytes of the DEQ parameter list, representing a DEQ request for

a single resource. The complete parameter list can include requests
for up to 65,535 resources.

Bytes

-4 Contains the TCB address when TCB= is specified (see
flag byte 0); otherwise, contents will be zero.

0 Flag bits as follows:

0000 0000 List request
.0.. RNL=YES
1. End-of-list indicator; if zero, the parameter list
contains another request. Up to 65,535 requests
can be included in one parameter list.
.0.. New options are in effect (bits 2-7 have meaning).
011 11.. Reserved.
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SVC 49 (0A31)
SVC 50 (0A32)

SVC 51 (0A33)

ISNAP or SNAPX|[SDUMP| or SDUMPX| macro - is type 4, gets LOCAL, CMS,
CMSEQDQ, DISP, VSMPAGE, VSMFIX, CPU, and SALLOC locks (see also the
SNAP, SNAPX, SDUMP, OR SDUMPX control block in [z/0S MVS Data Areas, Vol

4 (RD-SRRA)).

Calls module IEAVADOO.

4-7
8-11
12-15

.0.. .1 A generic DEQUEUE (by major name) was
requested.
.0.. A "TCB=tcbaddr" was requested; parmlist prefix

contains the TCB address.

Length of the minor name whose address is in bytes 8 - 11
of this element.

Zeros indicate that the length of the minor name is
in the first byte of the minor name field whose
address is in bytes 8 - 11 of this element

(does not include length byte itself).

DEQ parameter byte; bit settings are:

Bits

0... Reserved.

.0.. 0... Scope of the minor name is STEP.

.0.. 1.. Resource is known across systems, and UCB=
was specified. (This combination means that the
last word in the parmlist contains the UCB
address.)

0... Scope of the minor name is SYSTEM.

1. Scope of the minor name is SYSTEMS.
Obsoleted.

Reset "must complete”.

.000 RET=NONE.

.001 RET=HAVE.

FE I SN SN
[

Return code field for codes returned to the issuer by DEQ.
Address of the major resource name (QNAME).

Address of the minor resource name (RNAME).

If bits 1 and 4 of the DEQ parameter byte are set to 0 and
1 respectively, this word contains the address of a word
containing the UCB address; otherwise, the content of this
word will be zero.

Register contents on return (provided only if RET=HAVE):
00 if each return code for each resource named in DEQ is 0. Otherwise,
R15 contains the address of a virtual storage area containing the return
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SVC 53 (0A35)

SVC Summary

GTF data is:

R15 and RO  No applicable data.

R1 Address of the parameter list.

PLIST For SNAP or SNAPX and SDUMP or SDUMPX parameter lists, see

[z/0S MVS Data Areas, Vol 4 (RD-SRRA)

RESTART macro - is type 4, gets LOCAL, CMS, and SALLOC locks.
Calls module IEFRSTRT.

APF protected. GTF data is:

R15 and RO No applicable data.

R1 Address of parameter list, SVC 52 is issued to initiate a checkpoint
restart.

Parameter list contains:

REPLNGTH H Length of the parameter list.
REPCIRAD F TTR of CIR records in the checkpoint data set entry.
REPCOUNT H Number of checkpoints taken.
REPCKIDL H Length of check ID.

REPCHKID 4F Check ID.

REPDDNM 2F DD Name of the checkpoint data set.
REPPPM F Low order address of the P/P area.
REPPPE F Size of the P/P area.

REPBLKSI H Checkpoint data set blocksize.
REPTIOTL H Length of the TIOT.

REPFLAGS CL1 Checkpoint flag byte 1.

REPWACL CL3 Checkpoint work area length.
REPFLAG2 CL1 Checkpoint flag byte 2.

RSCKPPML CL4 V=R Tests.

RELEX macro - is type 3, gets no lock.

Calls module IGC0005C.

GTF data is:
R15  No applicable data.
RO If R1 is negative, no applicable data. If R1 is positive, the address of a
parameter list that contains:
HHHHHHHH ReTative block or TTR
or
MBBCCHHR Actual address.

R1 If positive, SVC was part of a RELEX macro call and R1 contains the DCB
address. If negative, SVC was issued as part of some BDAM exclusive
control processing and R1 contains the two’s complement of the 10B
address.

DDNAME cceeeccece DDNAME associated with this request.

Chapter 4. SVC Summary 4-51



SVC Summary
SVC 54 (0A36)

SVC 55 (0A37)

SVC 56 (0A38)

DISABLE macro - is type 3, gets LOCAL lock.

Calls module IGC0005D.

GTF data is:

R15 and RO No applicable data.

R1 Address of the associated DCB.

DDNAME cceeecece name of the associated DD statement.
DCB hhhhhhhh address of the associated DCB.

DEB hhhhhhhh address of the associated DEB.

EOV macro - is type 4, gets LOCAL lock.
Calls module IGCOO005E.

If MODE=24 (R1 not = 0), GTF data is:
R15 No applicable data.
RO IOB address if:

DCBOFLGS = ...1 ...

DCBMACRF = 0... ...

or

Internal code for problem determination if R1 is negative,

indicating DMABCOND was issued with the SVC = YES parameter,
or

X'0000 1000, indicating that the calling program is

requesting a 001 ABEND.

Note: If none of the situations listed above is relevant, RO be cleared (set
to zeros) or the results are unpredictable.
R1 DCB address. If R1 is negative, the DCB address must be in complement
form and RO is expected to contain an internal code for problem
determination.

DDNAME cceeececce DDNAME associated with this request.

If MODE=31 (R1 = 0), GTF data is:
R15 31-bit address of AMB or DCB.
RO IOB address if:

DCBOFLGS = ...1 ...
DCBMACRF = 0... ....
DDNAME cceeeccce DDNAME associated with this request.

[ENQ|RESERVE| macro - is type 2, gets LOCAL and CMSEQDQ locks.

Calls module ISGGNQDQ.
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GTF data is:
R15 and RO
R1

PLIST

SVC Summary

No applicable data.

Address of the parameter list.

36 bytes of the ENQ/RESERVE parameter list, representing an

ENQ request for a single resource. The complete parameter list can

include requests for additional resources; the last request is

identified by a flag bit described below.

Bytes

-20 Reserved.

-16 If an MASID ENQ and an ECB is specified, contains the
ECB address.

-12 If an MASID ENQ, contains the MASID operand value.

-8 If an MASID ENQ, contains the MTCB operand value;
otherwise, contains the TCB address if both the TCB and
the ECB are specified.

-4 If an MASID ENQ, contains the format word of decimal 20;
otherwise, contains the TCB or the ECB address depending
on whether TCB= or ECB= was specified. (See the flag
bytes following.)

0 Flag bits as follows:

. .0.. RNL=YES
1. End-of-list indicator; if zero, the parameter list

includes another resource request.
A Old options are in effect (bits have no meaning).
.01. Indicates LOC=ANY specified on a RESERVE
request. The UCB may reside in 31-bit storage.
.0.1 Indicates that the requestor of the resource now

owns the resource and the resource is shared. If
zero, the resource is owned exclusively.

.0.. 1... Format word indicator. If zero, the list of PELS
does not have the MASID format prefix.
.0.. A "TCB=tcbaddr" was requested; parmlist prefix

contains the TCB address.

Length of the minor name whose address is in bytes 8 - 11 of this
element. Zeros indicates the length of minor name is in the first
byte of the minor name field whose address is in bytes 8 - 11 of this
element (does not include the length byte itself).

ENQ parameters byte; bit settings are:

Bits

0. Exclusive request.

1. Shared request.

.0.. 0... Scope of the minor name is STEP.

.0 1. RESERVE type. The resource is known across systems
and UCB= was specified. The last word of the parameter
list is the address of a word containing the UCB address.

1 0... Scope of the minor name is SYSTEM.

1 1 Scope of the minor name is SYSTEMS.

1. Obsolete.
1 Set “must complete” equal to STEP.
.000 RET=NONE.
.001 RET=HAVE.
.010. RET=CHNG.
.011. RET=USE.
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SVC 57 (0A39)

SVC 58 (0A3A)

SVC 59 (0A3B)

.100 "ECB=addr". The ECB address is contained in the
parameter list prefix.
111 RET=TEST.

3 Field for codes returned to the issuer by ENQ.

4-7 Address of the major resource hame (QNAME).

8-11 Address of the minor resource name (RNAME).

12-15 If bits 1 and 4 of the ENQ parameter byte are setto 0 and 1

respectively, this word contains the address of a word containing
the UCB address; otherwise, the content of this word will be zero.

Note: RESERVE is basically an ENQ with UCB= specified. See flag byte 2 above.
Register contents on return (provided only if RET=TEST, RET=USE, RET=CHNG,
or RET=HAVE):

R15 00 if each return code for each resource named in ENQ is 0. Otherwise,
R15 contains the address of a storage area containing the return codes.

FREEDBUF macro - is type 3, gets no lock.

Calls module IGC0005G.

GTF data is:
R15 No applicable data.
RO DECB address. The address is in two’s complement form and indicates an

extended function.
R1 DCB address.

DDNAME cceeeccce DDNAME associated with this request.

RELBUF/REQBUF macro - is type 1, gets local lock.

Calls module IGCO058.

GTF data is:
R15 No applicable data.
RO Request count or release address.

R1 DCB address.

DDNAME cceeeccce DDNAME associated with this request.
DDNAME cceeeecce Name of the associated DD statement.
DCB XXXXXXXX Address of the DCB associated with this I/O request.
DEB XXXXXXXX Address of the DEB associated with this 1/O request.

OLTEP macro - is type 3, gets LOCAL and CMS locks.
Calls module IGC0005I.

APF protected via TESTAUTH. GTF data is:
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SVC Summary

No applicable data unless specified

R1=00
R1=04
RO=

R1=08
R1=0C

R1=10

R1=14

R1=18
R1=1C

R1=20
R1=24
R1=28
R1=2C

R1=30
R1=34
R1=38
R1=3C

R1=40
RO=

R1=44
R1=4C

R1=50
R1=48

R1=54
RO=

R1=58
RO=

R15=

No function performed

UCB lookup for the control unit test.

RSRM address:

Word 0 = Base address of the control unit.

Word 1 = bytes 0,1 - number of devices on the control unit.
bytes 2,3 - a code (0 or 1)

To determine if OLTEP is in a MP environment.

To vary offline a 3830 attached to a 3850 mass storage system.
To put a 3330 SSID (when attached to a 3850 mass storage
system) into a list for cleanup.

To cleanup the UCBs and DEB chains and zero the CVTOLTEP
word.

No function performed.

No function performed.
No function performed.
No function performed.
No function performed.

No function performed.
No function performed.
No function performed.
No function performed.

To check online or offline status.
RSRM address:

Word 0 = pointer to the UCB.

Word 1 = pointer to the 8-byte workarea.
UCB lookup for each DEVTAB entry.

RSRM address:

Word 0 = pointer to the DEVTAB.
Word 1 = number of entries in DEVTAB.
Word 2 = pointer to the save area.

No function performed.

To translate a central address to a virtual address.

OLTEP will purge an I/O event and free the necessary control
blocks and areas.

No function performed.

Test UCB not ready bit.

RSRM address:

Word 0 = pointer to the UCB.
Initialization (MVS).
RSRM address:

Word 0 = DIE address.
Word 1 = DIEPTR address.
Word 2 = TESTDEB address.
00 OK.

04 Second OLTEP.
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08 PGFIX for subpool 245 failed.
R1=5C-STARTIO - Move the IOSB.

RO= RSRM address:

Word 0 = Model the IOSB address.

R15=
00 IOSB moved and the STARTIO issued.
04 SRB/IOSB set not available, all are in use.
XX CCW translator failure. XX is the return code from the
translator.

R1=60 Verify and set the processor affinity.
RO=  RSRM address:

Word 0 = pointer to the requested affinity.
R15=

00 OK.

04 Requested affinity cannot be set.
R1=64 Invoke IOSMAP for device
RO=  RSRM address:

Word 0
Word 1

UCB address.
address of area to contain path map.

SVC 60 (0A3C)

4-56

STAE} [ESTAE[macro - is type 2, gets LOCAL lock.

Calls module IEAVSTAOQ, entry point IGCO060.

GTF data is:

FOR STAE REQUESTS
R15 No applicable data.
RO Contents:

00 Create.
100 Create.
04 Cancel.
08 Overlay.
108 Overlay.

R1 Address of the parameter list. The high-order bit is set to 1 if the
XCTL=YES parameter was coded.

PLIST 12 bytes long; format is:
Bytes
0 Flag byte:

1. TCB address is supplied.

1. Allow asynchronous exit scheduling.

.10 Do not purge 1/O operations.

.01 Purge 1/0 operations with the halt option.
..00 Purge 1/0 operations with the quiesce option.
.000 0... Reserved and set to zero.

1-3 If zero, the CANCEL operand is in effect; otherwise, the address of
the STAE exit routine.

4-7 Address of the exit routine parameter list; if zero, no exit routine
parameter list exists.
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FOR ESTAE REQUESTS

R15
RO

R1

No applicable data.

Contents:

00 A new ESTAE parameter list is to be created.

100 A new ESTAE parameter list is to be created with zeroes placed in
the reserved fields.

04 Cancel the most recent STAE request.

A4 Cancel the most recent STAE with TOKEN request.

84 Cancel the most recent ESTAE request.

94 Branch enter to cancel the most recent ESTAE request.

B4 Branch enter to cancel the most recent ESTAE with TOKEN
request.

08 Overlay the previous ESTAE parameter list with the parameters

passed in this request.
108 Overlay the previous ESTAE parameter list with the parameters
passed in this request and zeroes placed in the reserved fields.
Address of the parameter list. The high-order bit is set to 1 if the ESTAE
macro is not to be canceled when an XCTL is issued, and to O if the
ESTAE macro is to be canceled when an XCTL is issued.

PLIST See the mapping of the ESTA macro in|z/OS MVS Data Areas, Vol 2

SVC 61 (0A3D)

|((DCCB-ITZYRETC),

IKIEGS6A macro (applies to TSO/E only) - is type 3, gets LOCAL lock.

Calls module IGCO006A.

GTF data is:

R15 No applicable information.

RO Contains the address of the Fetch work area if invoked by Contents
Supervisor. Otherwise, no applicable data.

R1 Contains: Zeros if the routine is being entered from the overlay supervisor.

SVC 62 (0A3E)

Negative address of the DCB used to fetch the module if the routine is
being entered from the contents supervisor.

DETACH| macro - is type 2, gets LOCAL lock.

Calls module IEAVEEDO, entry point IGC062.

GTF data is:
R15 and RO No applicable data.

R1 Address of the fullword containing the address of the subtask TCB
to be detached. If bit 0 = 1, STAE=YES was specified. This affects
the abend code with which an incomplete subtask is abended. If
STAE=YES the code is 33E, otherwise it is 13E.

DETACH TCB hhhhhhhh Address of the subtask TCB to be detached.

Note: If R1 contains zeros, the DETACH TCB field is meaningless,
and the issuer of SVC 62 will be abended with code 23E.

Register contents on return:
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R15 00 - successful completion

04 - an incomplete subtask was detached with STAE=YES
specified; DETACH processing successfully completed

SVC 63 (0A3F)

CHKPT macro - is type 4, gets LOCAL and CMS locks.

Calls module IHJACPOO, entry point IGC0006C.

GTF data is:
R15 and RO  No applicable data.
R1 Contents:
a. Address of the parameter list.
b. Zero if for a CANCEL request.
PLIST 8 bytes long; format is:
Bytes
0 00 Check the ID address provided in the second
parameter of CHKPT macro instruction.
80 No check ID address is provided.
1-3 Address of the checkpoint DCB.
4 00 Check ID address is provided.

01to 10 Check ID length is provided via the third
parameter of the CHKPT macro instruction.

FF "S" specified as the third parameter of the
CHKPT macro instruction; the system-generated
check ID is to be placed at the address
specified in bytes 5-7.

5-7 Address for storing the system-generated check ID
or the address of the user provided check ID.

SVC 64 (0A40)

RDJFCB macro - is type 3, gets LOCAL lock.

Calls module IGC0006D.

GTF data is:

R15 and RO  No applicable data.

R1 The 24-bit address of the parameter list.

PLIST Four to 40 bytes of the RDJFCB parameter list, which has a

maximum of 1020 bytes. The list is a series of 4-byte entries, each
containing a 24-bit address DCB. The high-order byte has bit 0 set
to one to indicate the last entry. The address of the parameter list
that is passed must be a 24-bit address.

SVC 65 (0A41)

Reserved.

SVC 66 (0A42)

4-58

BTAMTEST macro - is type 4, gets no lock.

Calls module IGCO006F.
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SVC 67 (0A43)

SVC 68 (0A44)

SVC Summary

GTF data is:
R15 and RO  No applicable data.

R1

Address of the IOB when the SVC was issued.

IOBERINF Address of the RFT message, inserted by the channel end

appendage (IGG019MB).

IOBERNIF+4  Address of the parameter list, inserted by the terminal test control

(IGGO19MR).

Reserved.

SYNADAF/SYNADRLS macro - is type 4, gets no lock.

Calls module IGCO006H: is type 4, gets no lock.

GTF data is:

Entry from SYNADAF:

R15

RO

R1

High-order position is a flag byte; three low-order bytes of user data or the
address of the entry point to the SYNAD routine. Flag byte codes are:
Code

X'00" EXCP request.

X'01' BPAM request.

X'02' BSAM request.

X'03" QSAM request.

X'04' BDAM request.

X'05" BISAM request.

X'06' QISAM request.

X'07" BTAM request.

X'09"  GAM request.

Three low order bytes: Address of the DECB if BSAM, BPAM, BDAM, or
BISAM. Address of the status indicators if QSAM. Dependent on high-order
bit if QISAM.

High order byte:

QSAM Offset of the first CCW in the status indicator area except
when using the large block interface.
QISAM If bit 0 is O, the low-order three bytes point to work area. If

bit 0 is 1, the low-order three bytes point to key that is out
of sequence.
High-order byte has a flag byte; three low-order bytes have the address of
the DCB, or Address of the 10B for QISAM or EXCP. Flag byte bit settings
are: Bits-reserved for EXCP, BISAM, QISAM. BDAM, BPAM, BSAM, and
QSAM as follows:

1 Error caused by an input operation.
1. Error caused by an output operation.
1 Error caused by a BSP, CNTRL, or POINT.
1 Record has been successfully read.
1 Invalid request.
A Paper tape conversion - invalid character.
1 BDAM only - hardware error.
1 BDAM only - no space for the record.
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SVC 69 (0A45)

SVC 70 (0A46)

SVC 71 (0A47)

Entry from SYNADRLS:

GTF data is:
RO and R1 No applicable data.
R15 High-order byte has X'FF' and three low-order bytes are user data.
X'FF' Indicates that the SVC routine is being entered from the
SYNADRLS macro instruction.
R13 Save area address.

BSP macro - is type 3, gets no lock.

Calls module IGC0006I.

GTF data is:
R15 and RO No applicable data.
R1 Address of the DCB.

GSERV macro - is type 2, gets LOCAL lock.

Calls module IGCO070.

GTF data is:
R15 and RO No applicable data.
R1 Contents:
Bytes
0 Mask indicating which bits in the graphic control byte (GCB)

should be reset.
1-3 Address of a fullword field that identifies the DCB related to
the GCB in which bits are to be reset.
PLIST 4 bytes displays the fullword pointed to by register 1. Byte O is a
unit index factor used to locate the UCB address in the DEB
associated with the DCB. (The GCB to be reset is in the UCB).

ASGNBFR/BUFINQ/RLSEBFR macro - is type 3, gets LOCAL lock.

Calls module IGC0O007A.

GTF data is:

R15 and RO No applicable data.

R1 Address of the parameter list.

DDNAME cceeeece name of the DD statement associated with the DCB

specified by the macro instruction.

PLIST parameter list up to 12 bytes long pointed to by R1. The content varies
according to the macro instruction calling the SVC; contents are:

Entry from ASGNBFR:

Bytes

0 Request byte; settings are:
04 Indicates ASGNBFR.

1-3 DCB address.
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SVC 72 (0A48)

SVC 73 (0A49)

SVC Summary

4-7 Address of the halfword field containing the number of bytes of buffer to be
assigned.

Entry from RLSEBFR:

Bytes

0 Request byte; settings are:
08 RLSEBFR.
oC RLSEBFR ALL.

1-3 DCB address.

4-7 Address of the halfword field containing the number of bytes of buffer to be
released.

Entry from BUFINQ:

Bytes

0 Request byte; settings are:
10 Indicates BUFINQ.

1-3 DCB address.

4-7 Address of the table of buffer addresses (must be on a fullword boundary).

8-11  The number of bytes specified to be available for the table of buffer
addresses.

No macro - is type 4, gets LOCAL and CMS locks.

Calls module IEAVVCTR.

GTF data is:

R15 No applicable data.

RO Address of the IOBE when IOBFLAG4 is on in the IOB.
R1 Address of the parameter list that contains:

Offset

X'00' Device service processor hame.
X'08' Console switch reason code.
X'09' UCME address.

X'0C' UCM base address.

SPAR macro - is type 3, gets LOCAL lock.

Calls module IGC0007C.

GTF data is:
R15 and RO No applicable data.
R1 Address of the parameter list.

PLIST up to 40 bytes.
It is a series of 4-byte entries. First entry has format:

Bytes

0 Priority specified for the attention routine by the SPAR
macro instruction.

1 Reserved.

2-3 Number of words in the parameter list.

Each additional entry contains the GACB address specified by the
SPAR macro instruction.
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SVC 74 (0A4A)

DAR macro - is type 3, gets LOCAL lock.

Calls module IGC0007D.

GTF data is:
R15 and RO No applicable information.
R1 Address of the parameter list.

PLIST up to 40 bytes.
It is a series of 4-byte entries. First entry has the format:
Bytes
0-1 Reserved.
2-3 Number of words in the parameter list.

Each additional entry contains the GACB address specified by the
DAR macro instruction.

SVC 75 (0A4B)

DQUEUE macro - is type 3, gets LOCAL lock.

Calls module IGCO007E.

GTF data is:

R15 No applicable data.

RO Address of next the IQE on the IRB active list for the attention
routine when ATTNINQ has specified the clear mode; otherwise,
contains zeros.

R1 content:

Bytes
0 Unit index to identify a particular 2260 display station; or 00

for a 2250 station.
1-3 GACB address.
IQE When ATTNINQ specifies clear mode this field contains the
first 3 words of the IQE pointed to by RO:
Bytes
0-3 Address of the next IQE in the chain, or zeros.
4-7 No applicable data.
8-11  Address of the IRB associated with the IQE. N/A
will appear in this field whenever the ATTNINQ
macro instruction did not specify the clear mode.

SVC 76 (0A4C)

4-62

No macro - is type 3, gets no lock.
Calls module IFBSVCT76, entry point IGCO007F.

APF protected. GTF data is:
R15 Contains a return code, as follows:

Return Code (hex) Explanation

00 Recording to logrec recording medium
complete

08 Storage not available (no recording
attempted)
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SVC 77 (0A4D)

SVC 78 (0A4E)

SVC 79 (0A4F)

SVC Summary

oC One of the following:

* Space not available (no recording
attempted). Record override switch set.

» Buffer overflow condition reached for log
stream blocks.
10 One of the following:
¢ Permanent I/O error.
e Format error in the header record.

14 Record length error; the record would not fit
in a logrec log stream block.
RO If positive, contains the function indicator in byte 3:
00 Indicates that the EOD recording is requested.
04 Indicates that the EREP entry to record statistical information in the
logrec data set is requested.
08 Indicates that an IPL recording is requested.
oC Indicates entry to update date and time values in the logrec data

set time-stamp record.
If negative (complemented), contains the length in bytes of a record to be
placed in the logrec set.

R1 If RO is positive, R1 contains no applicable data. If RO is negative, R1
contains the address of the record to be written.

Reserved.

LSPACE macro - is type 3, gets LOCAL lock.

Calls module IGC0007H.

GTF data is:
R15  No applicable data.
RO Address of the associated UCB or zero.

If RO = 0, R1 points to a parameter list.
See |z/0S DFSMSdfp Advanced Serviced for a description.

R1 SMF indicator and/or the message buffer address as follows:
Bytes
0 SMF indicator (caller must be in protect key O or authorized to

specify either SMF indicator).
X'80" Build SMF record type 19.
X'40" LSPACE should test if the SMF volume information is
requested before building the SMF record type 19.
1-3 zero or the address of a 30-byte message buffer.

Cuu dddd The device number in channel-unit format.

TATUS macro - is type 2, gets LOCAL, CMS, CMSEQDQ, SALLOC, and DISP
locks, plus the local and global intersect.
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Calls module IEAVSETS, entry point IGC079.

GTF data is:

The two low-order bytes of register O contain a STATUS function code. Depending
on the code, registers 1 and 15 contain other information as shown.

Register 0 Function Register 1 Register 15
0-1 2-3

0000 0001 MCSTEP N/A* N/A*
MASK 0003 NDSTEP N/A* ASID**
N/A* 0004 NDSYS N/A* N/A*
MASK 0005 NDTCB TCB ASID
0000 0006 STOP Oor TCB N/A*
0000 0007 START Oor TCB N/A*
ASID** 0008 SDSTEP N/A* MASK
N/A* 0009 SDSYS N/A* N/A*
Register 0 Function Register 1 Register 15
ASID 000A SDTCB TCB MASK
ASID 000B SDETCB TCB MASK
MASK 000C NDETCB TCB ASID**
ASID** 000D SRBS N/A* N/A*
0000 000E SYNCH N/A* N/A*
0000 000F Caller, SD N/A* MASK
MASK 0010 Caller, ND N/A* N/A*
0000 0011 SRBs only N/A* N/A*

Note: The sign bit of register one indicates:

O=set(stop).

l=reset(start).

* not applicable to codes 6, 7, 14, 15, 16.
** XM status only for reset/start

SVC 80 (0A50)

Reserved.

SVC 81 (0A51)
SETPRT or SETDEV macro - is type 4, gets no lock.

Calls module IGCO008A.

GTF data is:

R15 and RO  No applicable data.

R1 Address of the parameter list.

DDNAME cceceeece Name of the DD statement associated with the data

set being printed.

PLIST Parameter list of up to 14 words being passed to SVC 81.
Bytes

0-3 address of the DCB.

4-7 EBCDIC UCS image ID.
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11-14
15

16

17

SVC Summary
LOAD MODE indicator; bit settings are:

Bits

.0.. UCS = fold not specified.
1. UCS = fold.

XXX XXXX Reserved.

Verification indicator; bit settings are:

Bits

A Display the image on the printer for verification.

.0 Do not display the image on the printer for verification.
XXX. XXXX Reserved.

Data check indicator; bit settings are:

Bits

10.. Block data checks.

01.. Unblock data checks.

00.. Data checks the DCB specifies.

.10 Schedule SYSOUT data segment for printing now.

.01 Do not schedule SYSOUT data segment for immediate printing.
10.. OPTCD = unfold option.

01.. OPTCD = fold option.

XX X Reserved.
LA SETPRT parameter list is extended to at least 48 bytes in length.

EBCDIC FCB image ID.
FCB parameter options; bit settings are:

Bits

1. Verify the FCB.

1. Bypass auto forms positioning.
A Align.

XX XXX. Reserved.

SPPFLAG1 Flag indicators; bit settings are:

Bits
0... BURST=N, thread continuous forms stacker.
1... BURST=Y, thread burster-trimmer-stacker.
.. REXMIT=Y, retransmission-only change COPIES, FLASH and
starting copy number.
1. INIT=Y, initialize the printer.
A PRTMSG=N, suppress error messages in the printer.
1. Bypass the “load forms overlay” message and status display.
A Bypass the stacker setup message and status display.
e Bypass WCGM overflow message.
LA Load the requested FCB image without checking current FCB
status.

SPPFLAG2 Flag indicators; bit settings are:

Bits

1. MODIFY is specified as an address.

0... MODIFY is not specified or is specified as a name.

1. First character arrangement table is specified as an address.
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.0.. First character arrangement table is specified as a name or is
not specified.
WA Second character arrangement table is specified as an address.
..0. Second character arrangement table is specified as a name or is
not specified.
A Third character arrangement table is specified as an address.
.0 Third character arrangement table is specified as a name or is
not specified.
1. Fourth character arrangement table is specified as an address.
0... Fourth character arrangement table is specified as a name or is
not specified.
A FCB is specified as an address (3800 only).
.0.. FCB is specified as a name or is not specified.
XX Reserved.

18 Number of copies to be printed on this transmission.

19 Starting copy number.

20 Length of the parameter list.

22 Number of copies to be forms flashed on this transmission.

23 Table reference character for copy modification.

24 The last 4 bytes of a module name or a pointer to the copy modification
control record.

28 The 4 character name of a forms overlay frame.

32 The last 4 bytes of a member name or a pointer to the first character
arrangement table module.

36 The last 4 bytes of a member name or a pointer to the second character
arrangement table module.

40 The last 4 bytes of a member name or a pointer to the third character
arrangement table module.

44 The last 4 bytes of a member name or a pointer to the fourth character
arrangement table module.

48 Address of the message communication area for error information.

52 Address of the DCB for a user library to load 3800 setup modules.

56 Caller's COPYP specifications.

57 SPPFLAG3 FCB options. Copied into SETPRT work area. Bit settings are:

Bits
1. COPYP specified.
A PSPEED specified.
211 Reserved.
XXXX Caller's PSPEED specification as follows:
00.. Unchanged.
01.. Low.
10.. Medium.
11.. High.
.00 Reserved, must be set to zero.

SVC 82 (0A52)

Reserved.

SVC 83 (0A53)
SMFWTM macro or SMFEWTM macro, BRANCH=NO - is type 3, gets no lock.

Calls module IEEMB830.
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APF protected. GTF data is:

R15 and RO  No applicable data.

R1 The address of an SMF record that is to be written to an SMF data
set.

SVC 84 (0A54)
GRAPHICS macro - is type 1, gets LOCAL lock.
Calls module 1IGC084, entry point IGC00084.
GTF data is:
R15  No applicable data.
RO High-order two bytes have the buffer restart address stored in the UCB; two

low-order bytes contain the address of the UCB.
R1 Zeros.

SVC 85 (0A55)
DDRSWAP macro - is type 3, gets LOCAL lock.

Calls module IGCO008E.
APF protected. GTF data is:

R15, RO and R1 - No applicable data.

SVC 86 (0A56)

ATLAS macro - is obsolete, no longer supported.

SVC 87 (0A57)
macro - is type 3, gets LOCAL and CMS locks.

Calls module IEAVXDOM, entry point IGC0008G.

GTF data is:
R15  No applicable data.
RO
Bytes
0 Count of 4 byte IDs.
1 SYSID.
2-3 Flags, as follows:
00 One ID number and REPLY=YES not specified.
01 One ID number specified.

02 A DOM control block specified.

04 One ID number and REPLY=YES specified.

08 List of ID numbers specified.

ocC List of ID numbers and REPLY=YES specified.
10 System ID specified.

11 One ID number and system ID specified.

18 List of ID numbers and system ID specified.

20 Token specified.

30 Token, system ID specified.

41 One ID number, SCOPE=SYSTEMS specified.
42 A DOM control block, SCOPE=SYSTEMS specified.
48 List of ID numbers, SCOPE=SYSTEMS specified.
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50 System ID, SCOPE=SYSTEMS specified.

51 System ID, one ID number, SCOPE=SYSTEMS specified.

58 System ID, list of ID numbers, SCOPE=SYSTEMS
specified.

60 Token, SCOPE=SYSTEMS specified.

70 Token, system ID, SCOPE=SYSTEMS specified.

81 One ID number, SCOPE=SYSTEMS specified.

82 DOM control block, SCOPE=SYSTEMS specified.

88 List of ID numbers, SCOPE=SYSTEMS specified.

90 System ID, SCOPE=SYSTEMS specified.

91 One ID number, SCOPE=SYSTEMS specified.

98 List of ID numbers, system ID, SCOPE=SYSTEMS
specified.

A0 Token, SCOPE=SYSTEMS specified.

BO Token, system ID, SCOPE=SYSTEMS specified.

R1 Contains one of the following (contents are determined by RO):

List of ID numbers

24-bit right-adjusted ID number of the message to be deleted
Token

Address of the DOM control block

0 (if DOM by SYSID specified alone)

PLIST Up to 240 bytes long. It is a series of 4-byte entries. Each entry is a
message ID word. If the COUNT keyword is not specified, the last entry is
identified by 1 in the first bit of the high-order byte. If the COUNT keyword
is specified, the last entry contains the number of entries in the list.

SVC 88 (0A58)

Reserved.

SVC 89 (0A59)

Reserved.

SVC 90 (OA5A)

Reserved.

SVC 91 (0A5B)
VOLSTAT macro - is type 3, gets no lock.

Calls module IGC0O009A.

GTF data is:
R15 No applicable information.
RO If negative, contains the address of the UCB. If positive, contains address

the of the DCB.
R1 Contents:

The SVC was issued by CLOSE.

X'32' The SVC was issued by DDR.

X'33' The SVC was issued by EOD.

X'63" The SVC was issued by EOV.

Any other, the SVC was issued by UNALLOCATION.
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SVC 92 (0A5C)
TCBEXCP macro - is type 1, gets LOCAL lock.

Calls module IECVEXCP, entry point IGC092.

GTF data is:
R15 No applicable data.
RO If the high order byte is X'FF', the low order three bytes contain the address

of the EPCB. Otherwise, the low order three bytes contain the address of
the TCB to which the 1/O is related.

R1 Address of the 10B associated with this request. (If the high order bit is
zero, SVC 92 is functionally equivalent to SVC 0; if the high order bit is
one, SVC 92 is functionally equivalent to SVC 114.)

DDNAME cceeeece Name of the associated DD statement.
DCB XXXXXXXX Address of the DCB associated with this /O request.
DEB XXXXXXXX Address of the DEB associated with this 1/O request.

SVC 93 (0A5D)

TGET macro - is type 3, gets LOCAL and CMS locks. GTF data is:
R15  No applicable data.

RO Two high-order bytes are reserved. Two low-order bytes contain the buffer
size in bytes.

R1 High-order byte is a flag byte; three low-order bytes contain the address of
the buffer that is to receive data from the input line. Flag byte bit settings
are:

Bits

1 TGET specified.

0... TPUT specified.

1. Reserved.

1 Reserved for TPUT.

1 NOWAIT specified; control should be returned to the program
that issued the TGET whether or not an input line is available
from the terminal. If no input line is obtained, a return code of 4
will be found in register 15.

.0 WAIT specified; control will not be returned to the program that
issued the TGET until an input line has been put into the
program’s buffer. If an input line is not available from the
terminal, the issuing program will be put into a wait state until a
line does become available and is placed in program’s buffer.

1. Reserved for TPUT.

A Reserved for TPUT.

.10 Reserved for TPUT.

..01. ASIS specified; normal or minimal editing will be performed.

..00. EDIT specified; further editing will be performed in addition to the

normal (ASIS) editing.

SVC 93 (0A5D)

TPG macro is type 3, gets LOCAL and CMS locks. GTF data is:
RO The high-order bit is set.
R1 Pointer to a 4 word parameter list. The format is:

Bytes

0-1 Reserved.
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2-3 Buffer size.

4-7 Address of buffer.

8-11 Reserved.

12 Flag 2.
Bits
A11 11..
1.
1
1
0...
1.
1
1
.0
1.
0...
A
.10
.01
.00
W11

14-15 Reserved.

SVC 93 (0A5D)

End of list.

Reserved.

TPG specified.

NOEDIT specified.

Reserved for TGET.

Reserved for TPUT.

Reserved for TPUT.

Reserved for TPUT.

NOWAIT specified; control should be returned to the
program that issued the TPG macro, whether or no TIOC
buffers are available for the output line. If no buffers are
available, the TPG SVC places a return code of 4 in
register 15.

WAIT specified; control will not be returned to the
program that issued the TPG macro until an output line
has been placed in a TIOC output buffer. If no buffers are
available, the issuing program will be put into a wait state
until buffers do become available and the output line is
placed in them.

HOLD specified; the program that issued the TPG macro
cannot continue processing until the issued output line
has either been written to the terminal or deleted.
NOHOLD specified; control should be returned to the
program that issued the TPG macro as soon as the
output line has been placed on the output queue.
Reserved for TPUT.

Reserved for TPUT.

Reserved for TGET and TPUT.

Reserved for TGET and TPUT.

Reserved for TPUT.

TPUT macro - is type 3, gets LOCAL and CMS locks. GTF data is:

R15 Pointer to the USERID if specified. (See flag byte, bit 1 in register 1).

RO Two high-order bytes contain the address space identifier (ASID) of the
destination terminal. Two low-order bytes contain the size of the input buffer

in bytes.

R1 The high-order is a flag byte; low order bytes have the address of the buffer
to hold line of output. Flag byte bit settings are:

Bits

1. TGET specified.

0... TPUT specified.

A USERID specified by register 15.

WA LOWP specified; the terminal will not receive any inter-terminal

messages from non-supervisory routines if TSBITOFF is on, even
if a key-zero task is sending messages. Can only be specified on
TPUT with ASID or USERID.
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.01
..00

W11

SVC Summary

HIGHP specified; the terminal will receive inter-terminal messages
if TSBITOFF is on. Can only be specified with ASID or USERID.
NOWAIT specified; control should be returned to program that
issued TPUT, whether or not TIOC buffers are available for the
output line. If buffers are not available, a return code of 4 will be
placed in register 15.

WAIT specified; control will not be returned to the program that
issued the TPUT until an output line has been placed in a TIOC
output buffer. If no buffers are available, the issuing program will
be put into a wait state until buffers do become available and the
output line is placed in them.

HOLD specified; the program that issued the TPUT cannot
continue its processing until this output line has been either
written to the terminal or deleted.

NOHOLD specified; control should be returned to the program
that issued the TPUT as soon as the output line has been placed
on the output queue.

BREAKIN specified; output has precedence over input. If the user
at the terminal is transmitting, he is interrupted, and this output
line is sent. Any data that was received before the interruption is
kept and displayed at the terminal following this output line.
NOBREAK specified; input has precedence over output. The
output message will be placed on the output queue to be printed
at some future time when the user is not entering a line.
CONTROL specified; the line is composed of terminal control
characters and will not print or move the carriage on the terminal.
ASIS specified; normal minimal editing will be performed.

EDIT specified; further editing will be performed in addition to the
normal ASIS editing.

FULSCR specified; no editing is performed.

GTF data for the execute and the standard extended form of TPUT macro is:
The high order bit is set

Pointer to a 4 word parameter list. The format is:

0-1 ASID if specified.

2-3 Buffer size.

RO
R1

4 Flag byte.

Bits

1. TGET specified.

0... TPUT specified.

A1 USERID specified.

.1 LOWP specified; the terminal will not receive any
inter-terminal messages from non-supervisory routines if
TSBITOFF is on, even if a key zero task is sending
messages. Can only be specified on TPUT with ASID or
USERID.

..0. HIGHP specified; the terminal will receive inter-terminal
messages if TSBITOFF is on. Can only be specified with
ASID or USERID.

A NOWAIT specified; control should be returned to the

program that issued the TPUT, whether or not TIOC
buffers are available for the output line. If buffers are not
available, the TPUT SVC places a return code of 4 in
register 15.
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.10

.01

..00

W11

5-7 Buffer address.

8-11  USERID if specified.

WAIT specified; control will not be returned to the
program that issued the TPUT macro, until an output line
has been placed in a TIOC output buffer. If no buffers are
available, the issuing program will be put into a wait state
until buffers do become available and the output line is
placed in them.

HOLD specified; the program that issued the TPUT macro
cannot continue processing until the issued output line
has either been written to the terminal or deleted.
NOHOLD specified; control should be returned to the
program that issued the TPUT as soon as the output line
has been placed on the output queue.

BREAKIN specified; output has precedence over input. If
the user at the terminal is transmitting, he is interrupted,
and this output line is sent. Any data that was received
before the interruption is kept and displayed at the
terminal following the output line.

NOBREAK specified; input has precedence over output.
The output message will be placed on the output queue
to be printed at some future time when the user is not
entering a line.

Control specified; the line is composed of terminal control
characters and will not print or move the carriage on the
terminal.

ASIS specified; normal minimal editing will be performed.
EDIT specified; further editing will be performed in
addition to the normal ASIS editing.

FULSCR specified; no editing is performed.

12 Bits
1. End of list.
A11 11.. Reserved.
.1 Reserved for TPG macro.
A NOEDIT specified; indicates that the message will be transmitted

completely unedited.

13-15 Reserved.

SVC 94 (OASE)

4-72

STCC macro - is type 3, gets LOCAL and CMS locks.

Calls module IGC0009D.

SVC 94 is called by the following macro instructions: TCABEND, TCLEARQ,
TSEND, STBREAK, STCOM, STTIMEOU, STCC, STATTN, STAUTOLN, STSIZE,
GTDEVSIZ,GTSIZE,STAUTOCP, STAUTSRM, RTAUTSRM, STCLEAR, STTRAN,
STFSMODE, STLINENO, STTMPMD, TSTGTTRM and TSTTMPMD.

GTF data is (in entry code order):

Entry from TCABEND:
R15 No applicable data.

RO Contents as follows:
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Bytes:
0 00 Entry code.
1-3 0 Reserved.

R1 No applicable data.

Entry from TCLEARQ:
R15  No applicable data.

RO Contents as follows:
Bytes:
0 01 Entry code.
1-3 0 Reserved.
R1 Contents as follows:
Bytes:
0 80 INPUT specified.
00 OUTPUT specified.
1-3 0 Reserved.

Entry from TSEND:
R15  No applicable data.

RO Contents as follows:
Bytes:
0 02 Entry code.
1-3 0 Reserved.

R1 No applicable data.

Entry from STBREAK:
R15  No applicable data.

RO Contents as follows:
Bytes:
0 04 Entry code.
1-3 0 Reserved.

R1 Contents as follows:
Bytes:
0 80 YES specified.

00 NO specified.

1-3 0 Reserved.

Entry from STCOM:
R15  No applicable data.

RO Contents as follows:
Bytes:
0 05 Entry code.
1-3 0 Reserved.
R1 Contents as follows:

SVC Summary
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Bytes:

0 80 YES specified.
00 NO specified.

1-3 0 Reserved.

Entry from STTIMEOU:
R15 No applicable data.

RO Contents as follows:
Bytes:
0 06 Entry code.
1-3 0 Reserved.

R1 Contents as follows:
Bytes:
0 80 YES specified.

0 NO specified.

1-3 0 Reserved.

Entry from STCC:
R15 No applicable data.

RO Contents as follows:
Bytes:
0 07 Entry code.
1-3 0 Reserved.
R1 Contents as follows:
Bytes:
0 Flag byte; bit settings are:
1. First operand specified.
A ATTN specified.
W1 LD specified.
A CD specified.
0000 0000 No operands specified; retain the previously-used
characters.
1 0 Reserved.
2 hh Hexadecimal representation of any EBCDIC character on the

terminal keyboard except new line (NL) and carriage return (CR)
control characters.

c Character representation of any EBCDIC character on the terminal
keyboard.
hh Character - delete the control character; the hexadecimal

representation of any EBCDIC character on the terminal keyboard
except new line (NL) and carriage return (CR) characters.

c Character representation of any EBCDIC character on the terminal
keyboard.

Entry from STATTN:
R15 No applicable data.
RO Contents as follows:

Bytes:
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0 08 Entry code.
1 00 Reserved.
2 hh Line byte; number of consecutive lines of output that can be
directed to the terminal before the keyboard will unlock.
00 Output line counting is not used.
3 hh Tens byte; tens of seconds that can elapse before the
keyboard will unlock.
00 Locked keyboard timing is not used.
R1 Contents as follows:
Bytes
0 Flag byte; bit settings are:
1. LINES specified.
A TENS specified.
.1 Input address specified.
0000 0000 No operands specified; results in a NOP instruction.
1-3 Character string address; if zeros, no character string was specified.

Entry from STAUTOLN:
R15  No applicable data.

RO Contents as follows:
Bytes:
0 09 Entry code.
1-3 Address of a fullword containing the number to be assigned to the first line

of terminal input.

R1 Contents as follows:
Bytes:
0 00 Reserved.
1-3 Address of a fullword containing the increment value used in assigning line
numbers.

Entry from STSIZE:
R15  No applicable data.

RO Contents as follows:

Bytes:

0 0A Entry code.

1-2 Reserved; should be zeros.

3 Lines byte; number of lines (depth) that can appear on the screen.
R1 Contents as follows:

Bytes:

0-2 00 Reserved; should be zeros.

3 Size byte; the logical line size (width), in characters, for the terminal.

Entry from GTDEVSIZ, GTSIZE, STAUTOCP, STAUTSRM, RTAUTSRM:
R15 No applicable data.
RO Contents as follows:

Bytes:
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0 Entry codes are:
OB GTSIZE.
oC STAUTOCP
oD STAOUTPT
OE RTAUTSRM
1-3 000000 Reserved.
R1 No applicable data; should be zero.

Entry from STTRAN:
R15 No applicable data.

RO Contents as follows:
Bytes:
0 OF Entry code.
1 Flag byte
1. NOTRAN specified.
A NOCHAR specified.
1. TCHAR and SCHAR specified.
2 Terminal character to be translated in the system.
3 System character to be translated at the terminal.
R1 Address of the parameter list containing the address and the name of the
user table.

Entry from STCLEAR:
R15 No applicable data.

RO Contents as follows:
Bytes:
0 10 Entry code.
1-3 Reserved; should be zeros.
R1 Contents as follows:
Bytes:
0 Reserved; should be zeros.
1-3 Erasure character string address.

Entry from STFSMODE:
R15 No applicable data.

RO Contents as follows:
Bytes:
0 12 Entry code.
1-3 0 Reserved.
R1 Contents as follows:
Bytes:
0 80 ON specified.
40 INITIAL=YES.
20 NOEDIT=YES.
10 PARTITIONS=YES.
00 OFF specified.
1-2 0 Reserved.
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3 Value of RSHWKEY.

Entry from STLINENO:
R15  No applicable data.

SVC Summary

RO Contents as follows:
Bytes:
0 13 Entry code.
1-3 0 Reserved.
R1 Contents as follows:
Bytes:
0 80 ON specified.
00 OFF specified.
1-2 0 Reserved.
3 Line number byte; the screen line number that specifies where the next

non-full-screen message should appear.

Entry from STTMPMD:
R15 No applicable data.

RO Contents as follows:
Bytes:
0 14 Entry code.
1-3 0 Reserved.
R1 Contents as follows:
Bytes:
0 Co Both ON and KEYS=ALL specified.
80 ON specified.
40 KEYS=ALL specified.
00 OFF specified.
1-3 0 Reserved.

Entry from TSTGTTRM:
R15 No applicable data.

RO Contents as follows:
Bytes:
0 11 Entry code.
1-3 0 Reserved.

R1 Parameter List Address.

Entry from TSTTMPMD:
R15 No applicable data.

RO Contents as follows:
Bytes:
0 14 Entry code.
1-3 0 Reserved.
R1 Contents as follows:
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Bytes:
0 80 ON specified.

40 KEYS=ALL specified.
1-3 0 Reserved.

SVC 95 (0A5F)

YSEVENT|macro - is type 1, gets SRM lock (dependent on SYSEVENT code in
register 0).

Calls module IRARMINT.

GTF data is:
R15 For some SYSEVENT codes, contains the return code value.
RO Contents:
Bytes
0-1 Zeros, address space identifier (ASID), or not applicable.
2 Contents variable.
3 SYSEVENT code.
R1 Contents variable.

SVC 96 (0A60)
STAX macro - is type 3, gets LOCAL lock.

Calls module IEAVAXO0O.

GTF data is:

R15 and RO  No applicable data.

R1 Address of the parameter list.
PLIST 24 bytes long; format is:

Bytes

0-3 Address of the user program to get control at the time of
the attention interruption.

4-5 Size of the input buffer (max 4095).

6-7 Size of the output buffer (max 4095).

8-11  Address of the output buffer.

12-15 Address of the input buffer.

16 STAX option flag byte; bit settings are:

1 Reserved.
.0.. REPLACE = YES.
A REPLACE = NO.

1 DEFER = YES.

1 DEFER = NO.
Increment CLIST attention counter
Decrement CLIST attention counter
Byte 17 contains a format number
Reserved.

R S S
: [
N

17 A one indicates a format 1 parameter list.
18-19 Reserved.
20-23 User parameter list.
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SVC Summary

IKJEGS9G macro (applies to TSO/E only) - is type 3, gets LOCAL lock.

Calls module IGC0009G.

GTF data is:

Used by any module of the tested program; as a breakpoint handler, the
TCBTCP bit is X'1'" in the current TCB.

R15, RO, and R1 - No applicable data.

Used by any module of the TSO/E TEST command processor; the current
TCBTCP bit is X'0" and registers contain:

R15 and RO - No applicable data.

R1 Contents - address of the following three-word parameter list:

+0 Address of a TCB, PRB, or IRB

+4 Value or an address of a value:

C000

Not applicable.

AO000 Not applicable.

9000 Address of TCOMTAB or zeros.

8800 The instruction address, including the appropriate AMODE
indicator in the high order bit.

8400 New value for specified general register.

8200 Address of the 64 byte area containing new values for the
general registers.

8100 New value for specified floating-point register.

8080 Not applicable.

8040 Address of area to be validity checked.

8010 Not applicable.

8008 New value for specified vector register element.

8004 New value for specified vector register pair element.

8002 New value for entire specified vector register.

8001 New value for entire specified vector register pair.

+8 Two bytes of flags indicating the requested service:

C000 Set the TCBTCP bit to "1".

A000 Set the TCBTCP bit to "0".

9000 Getmain/Freemain TCOMTAB or alter TCBTRN field.

8800 Alter the instruction address in the RBOPSW.

8400 Alter the specified register in SVC 97’'s SVRB register save
area.

8200 Alter all register's in SVC 97’s SVRB register save area.

8100 Alter the specified floating-point register in the TCB save area.

8080 Set the RB wait count to O.

8040 Validity check the specified address to determine if the user has
read or write access.

8010 Freemain the SVQ and SVB control blocks.

8008 Alter the specified vector register element in the vector status
save area (VSSA).

8004  Alter the specified vector register pair element in the Vector
status save area (VSSA).

8002 Alter the entire specified vector register in the vector status save
area (VSSA).

8001 Alter the entire specified vector register pair in the vector status

save area (VSSA).

+A Two-byte register number if "8400" or "8100" is requested; ((Register
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number x CVTVSS) + Element number) — if '8008' or '8002' is
requested; ((Register number x CVTVSS) + (2 x Element number)) — if
'8004' or '8001' is requested.

SVC 98 (0A62)

PROTECT macro - is type 4, gets LOCAL and CMS locks.

Calls module IGCO009H.

GTF data is:

R15 and RO  No applicable data.

R1 Address of the parameter list.
PLIST first 4-bytes of the parameter list; format is:
Byte
0 Entry code.
01 ADD function.
02 REPLACE function.
03 DELETE function.
04 LIST function.
05 TTR function.

1-3 Depends on the function indicated in byte O:

000000
000000
000000
hhhhhh

SVC 99 (0A63)

Add function.

Replace function.

Delete function.

LIST function - address of an 80-byte buffer.

DYNALLOC macro - is type 3, gets LOCAL and CMS locks.

Calls module IEFDB400, entry point IGC0009I.

GTF data is:

R15 and RO No applicable data.

R1 Address of the

parameter list.

PLIST SVC 99 request block (S99RB)

See [7/0S MVS Programming: Authorized Assembler Services|

|Guide| for more information about the request block.

SVC 100 (0A64)

4-80

IKJEFFIB macro - is type 3, gets LOCAL and CMS locks.

Calls module IKJEFFOQO, entry point IGC00100.

GTF data is:
R15 No applicable data.

R1 Address of the parameter list.
RO Number identifying the caller.
PLIST 32 bytes long. Format is:

Bytes

0-3 Address of the TMP parameter list.
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4-7

8-11

12-19
20-21
22-23
24-31

SVC Summary

Pointer to the parameter list extension for OPERATOR or PROFILE
processors.

Error return code.

Failing macro name.

Caller's ID number.

Length of the user-defined extension.

Reserved.

SVC 100 is used by the SUBMIT, OUTPUT, OPERATOR, PROFILE and
CANCEL/STATUS processors.

SVC 101 (0A65)

QTIP macro - is type 1, gets LOCAL and CMS locks. SVC 101 is used only by
TSO/E and the MCP, and is the interface between these functions for cross-address
space communication and data movement.

Zero.

GTF data is:

R15 Contents:
Bytes
0
1-3

Depends on the entry code in RO:

Entry

Code R15 Contents (Bytes 1-3)

00 Not applicable.

01 Address of the two word parameter list:

Word 1 Address of the USERID.

Word 2 Address of the password.
03 Entry address of QTIPO030 within IEDAYAA.
04-0B Not applicable.

ocC Zero means the queue flush is allowed.

0D Not applicable.

OE With save area address in R1, not applicable; without save
area address in R1, entry address of QTIP0140 within
IEDAYOO.

OF-10 Not applicable.

12-13 Entry address of IEDAYQTL1.

15-16 Address of the TSB.

17 Address of the RMPL.

18 (Same as 11-13).

1B Address of TIOCRPT.

1C Entry address of QTIP02080 within IEDAYII.
1D Address of the RMPL when called by IEDAYS8.

RO Contents:

Bytes
0-2
3

Zeros.

Entry codes used:

00 IEDAYAA used; SVC call given.

01 IEDAY88 used; SVC call given.

03 IEDAYAA used; internal branch entry taken.
04 IEDAYHH used; SVC call given.

05-09 IEDAYII used; SVC call given.
0A IEDAYLL used; SVC call given.
0B-0D IEDAYOQOO used; SVC call given.
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OE

OF-10
12-13
15-16

17
18
1B
1C
1D

R1 Contents:
Bytes

0 Zero.

With save area address in R1, IEDAYOO used, SVC call
given; without a save area address in R1, IEDAYOO used,
internal branch entry taken.

IEDAYOO used; SVC call given.

IEDAYGP used; branch entry taken.

IEDAYAA used; SVC call given.

IEDAY88 used; SVC call given.

IEDAYOO used; internal branch entry taken.

IEDAY88 used; SVC call given.

IEDAYII used; internal branch entry taken.

IEDAYGP used; SVC call given by IEDAYS, internal branch
entry taken from 1GC0O009C.

1-3 Zero or address of a 12 word parameter list which is to be restored
upon exit from SVC 101.

SVC 102 (0A66)
AQCTL macro - is type 3, gets LOCAL and CMS locks.

Calls module IEDQEB, entry point IGC0010B.

GTF data is:

R15 and RO No applicable data.

R1 Address of the parameter list.

PLIST The parameter list is either one, two or three full words, the last of

which has the high order bit on (X'80") to indicate the end. Byte
zero of the first word contains the function code.

FUNCTION BYTE O BYTES 1-3
Opctl/network control X'84' Pointer to the APCIB.
Move in address space X'08' From pointer.

X'00' To pointer.

X'80' Pointer to the length.
Tpost to ready queue X'oc' Pointer to the RCB.

X'00 Pointer to the RCB.

X'80' Reserved.

X'8C' Pointer to the RCB.
Get/Read X'90' Pointer to the ECB.
Put/Write X'94' Pointer to the ECB.
Point X'98' Pointer to the ECB.
CKREQ X'9C' Pointer to the ECB.
Post ECB. X'20' Pointer to the ECB.

X'80' Pointer to the ASID.
Qreset. X'A4' Pointer to the ECB.

SVC 103 (0A67)
XLATE macro - is type 3, gets LOCAL lock.

Calls module IGC0010C.

GTF data is:

R15 No applicable data.
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RO
R1

SVC 104 (0A68)

SVC Summary
Length of the field to be translated.

Contents:

Bits:

0 0 Translate from ASCII to EBCDIC.
1 Translate from EBCDIC to ASCII.

1-31 Address of the field to be translated (in bits 8-31 if issued in 24-bit mode).

TOPCTL macro - is type 4, gets no lock.

Calls module 1IGC0010D.

APF protected. GTF data is:

R15
RO

R1

SVC 105 (0A69)

No applicable data.
Indicates the subroutine to be run:

Bytes:

0-2 0000 0001 IGCO0010D entry point routine.
0000 0002 GTFIELDA decode routine.
0000 0003 STTNME operator command addressing routine.
0000 0004 IEDQCAO02 scan routine.

Address of the operator control work area.

IMGLIB macro - is type 3, gets no lock.

Calls module IGC0010E.

GTF data is:
R15 and RO  No applicable data.

R1

SVC 106 (0ABA)

Indicates the actions to be taken:

0000 0000 Create an open DCB for SYS1.IMAGELIB and return its
address.

hhhh  hhhh  Delete the DCB at this address and also the DEB pointed
to by this DCB.

Reserved.

SVC 107 (0A6B)

MODESET| macro - is type 6, gets no lock.

Calls module IEAVMODE, entry point IGC107.

APF protected. GTF data is:
R15 and RO  No applicable data.

R1

Parameter list:

Bytes:
0-2 Reserved (must be zero).
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SVC 108 (0A6C)

Reserved.

SVC 109 (0A6D)
ESR (type 4) SVC - is type 2.

4-84

Indicator bits:

0000

0001

0010

0011
0000
0100
1000
1100

Calls module IGC0010F.

No action.

Invalid.

Place the TCB key in the RBOPSW field of the RB.
Set the RBOPSW key to zero.

No action.

Turn on the state bit in RBOPSW field of the RB
(problem state).

Invalid.

Turn off the state bit in RBOPSW field of the RB
(supervisor state).

Routes control to type 3 and 4 extended supervisor service routines based on the
routing code in register 15. Codes X‘00’ through X'C7’ (00 - 199) are reserved for

IBM use.

Code Macro Description

(Hex)

00 Reserved

01 Reserved

02 Reserved

03 Reserved

04 Reserved

05 GTFSRV

06 Reserved.

07 MFSTART(RMF) Authorization required - gets no locks.

08 Reserved

09 Reserved

0A Reserved

0B Reserved

oC Reserved

0D Reserved

OE Reserved

OF Reserved

10 Reserved

11 Sort SVC.

12 Reserved

13 Reserved

14 Reserved

15 Reserved

16 MFDATA(RMF) Internal data collection for RMF, authorization required -
gets no locks.

17 Reserved

18 HSM Calls module IGX00024

19 IFAUSAGE SMF transaction count (IFAUSAGE) calls module
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1A TSO/E
1B TSO/E

T =

1D VSAMCBUS
1E MSGDISP
1F SYNCDEV
20 NOTE,POINT

21 [OUTDEL| [OUTADD|
22
23
24

25
26
27
28
29
2A
2B
2C
2D - 2E
2F
30 - C7
C8 - FF

SVC 110 (0AGE)

Reserved.

SVC 111 (0A6F)

SVC Summary

Gets local lock.
Gets local lock.
Gets local lock.

GTF data is:
R15 No applicable data.
RO Function register.
4 ESPIE set function.
8 ESPIE reset function.
12 ESPIE test function.
R1 If set or test request, address of IHAESPI. If reset

request, TOKEN value.
VSAM control block update service.
DFSMSdfp tape message display.
Synchronize device and system
Note and Point with TYPE=ABS. Register 0 points to an
eight-byte parameter list.

MVS/bulk data transfer - Gets no locks.
Reserved.

ISPF Library Management Facility - calls module
IGX00036, gets local lock.

Reserved.

DFSORT™.

DFSMSdfp

Reserved.

Reserved.

Reserved.

Reserved.

DFSMSdfp.

Reserved.

DFSMSdfp.

Reserved.

Reserved for customer use.

No macro - is type 2, gets LOCAL and CMS locks.

Calls module IGC111.

GTF data is:
R15  No applicable data.

RO Contains the function indicator in the low-order byte; refer to HASCHAM for
JES2 or IATDMEB for JES3 program listing for an interpretation.

R1 If positive, contains the address of the RPL. If negative (complemented),
contains the address of the ACB.

SVC 112 (0A70)

PGRLSE| macro - is type 1, gets LOCAL lock.

Calls module IARPS, entry point IGC112.
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GTF data is:
R15 No applicable data.
RO Starting address of the virtual area to be operated on.

R1 End address of that area plus 1.
R4 TCB address.

R5 RB address.

R6 Entry point address of IGC112.
R7 ASCB address.

SVC 113 (0A71)

IPGFIX| PGFREEf [PGLOADJ [PGOUT [PGANYf macro - is type 1, gets LOCAL lock.

Calls module IARPS, entry point IGC113.

GTF data is:

R15 If the high-order bit of register 1 is off, contains the second word of the
virtual subarea list (VSL).

RO If positive, contains the address of the ECB.

R1 If the high-order bit is on, contains the address of the VSL. If high-order bit
is off, contains the first word of the VSL; register 15 will contain the second
word.

R4 TCB address.

R5 RB address.

R6 Entry point address of IGC113.

R7 ASCB address.

Virtual Subarea List

Byte 0 Flags:

Bit 0 1. ... ) This bit indicates that bytes 1-3 are a chain pointer to the
next VSL entry to be processed; bytes 4-7 are ignored, but
the checking of this bit is subject to the setting of byte 4,
bit 1. This feature allows several parameter lists to be
chained as a single logical parameter list.

Bit 1 (1. ...) PGFIX is to be performed; reserved, set by macro
instruction.

Bit 2 (..1....) PGFREE is to be performed; reserved, set by macro
instruction.

Bit 3 (..1...) PGLOAD is to be performed; reserved, set by macro
instruction.

Bit 4 (. 1.0) PGRLSE is to be performed; reserved, set by macro
instruction.

Bit 5 (e 1.0) PGANY is to be performed; reserved, set by macro
instruction.

Bit 6 (.. 1) Long-term PGFIX is to be performed; reserved, set by
macro instruction.

Bit 7 (ceve e 1) Reserved.

Bytes 1-3 Start Address:
The virtual address of the origin of the virtual area to be processed.

Byte 4 Flags:

Bit O ... ... ) This flag indicates the last entry of the list. It is set in the
last doubleword entry in the list.

4-86 2/0S V1R4.0 MVS Diagnosis: Reference



SVC Summary

Bit 1 (1. ...) When this flag is set, the entry in which it is set is ignored.
This bit takes precedence over byte 0, bit 0.

Bit 2 (.1....) Reserved.

Bit 3 (..1..) This flag indicates that a return code of 4 was issued from
a page service function other than PGRLSE.

Bit 4 (e 1.2) Reserved.

Bit 5 (oerr 1) PGOUT is to be performed; reserved, set by macro
instruction.

Bit 6 (.. 1) KEEPREAL option of PGOUT is to be performed; reserved,
set by macro instruction.

Bit 7 (o 1) Reserved.

Bytes 5-7 End Address + 1:
The virtual address of the byte immediately following the end of the
virtual area.

SVC 114 (0A72)
EXCPVR macro - is type 1, gets LOCAL lock.

Calls module IECVEXCP, entry point IGC114.

GTF data is:

R15 and RO  No applicable data.

R1 Address of the IOB associated with this request.

DDNAME cceeeccce Name of the associated DD statement.

DCB XXXXXXXX Address of the DCB associated with this /O request.
DEB XXXXXXXX Address of the DEB associated with this 1/O request.

SVC 115 (0A73)

Reserved.

SVC 116 (0A74)
ESR (type 1) SVC - is type 1, gets LOCAL lock.

Calls module IECTSVC, entry point IECTRDIL.

Routing code in register 15 determines the type 1 SVC routine to be run.

Code Macro Description

00 IECTRDTI BTAM 3270 read initial UCB scan.
01 IECTATNR BTAM 3270 attention reset.

02 CHNGNTRY BTAM 3270 CHNGNTRY skip.

03 IECTCHGA BTAM 3270 CHNGNTRY activate.
04 RESETPL BTAM 3270 read initial.

05 Reserved.

06 Reserved.

07 Reserved.

08 Dispatcher call.

09 Reserved.

0A Reserved.

0B Reserved.

oC Reserved.
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oD Reserved.
OE Reserved.

SVC 117 (0A75)

DEBCHK macro - is type 2, gets LOCAL lock.

GTF data is:
R15 Contains the value 2.
RO Bits 0-7 Access Method Value

X'82' VTAM
X'84' TCAMAP
X'81' SUBSYS
X'80' ISAM
X'40' BDAM
X'20' SAM
X'20' BPAM
X'10' TAM
X'08' GAM
X'04' TCAM
X'02' EXCP
X'o1' VSAM
X'00' None
Bits 8-31 Type Function Code
0 Verify

1 Add

2 Delete

3 Purge

R1 Bits 0-7 X'00'
Bits 8-31 Address of the DCB if the type code is not PURGE.
Address of the DEB if the type code is PURGE.

SVC 118 (0A76)

Reserved.

SVC 119 (0A77)

4-88

ESTAUTH|macro - is type 1, gets LOCAL lock.

Calls module IEAVTEST, entry point IGC119.

GTF data is:
R15 No applicable data.
RO Applies only if flag bit 7 in register one is zero.

If positive, contains the authorization code.
If negative, does not contain the authorization code.
R1 Bytes have meaning as follows:

Byte Meaning

0 Reserved - must be set to zero.
1 Flag bits:
XXXX . Reserved.
1. RBLEVEL=2 (applies only to KEY and/or STATE).
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Register contents on return:
R15

SVC 120 (0A78)

0...
1.
.0..
W1
..0.
A1

.0

SVC Summary

RBLEVEL=1 (applies only to KEY and/or STATE).
STATE=YES.

STATE=NO.

KEY=YES.

KEY=NO.

FCTN=code (see register 1 byte 3).

No FCTN specified.

2 Reserved - must be set to zero.
3 FCTN code - applies only if flag bit 7 is "1".

00 - Task is authorized.

04 - Task is not authorized.

IGETMAIN [FREEMAIN| macro - is type 1, gets LOCAL lock.

Calls module IGVVSM31, entry point IGC120.

Notes:

1. SVC 120 can be used to GETMAIN storage whose address is above 16 M
bytes.

2. The interface provided by this macro can be called in either 24-bit or 31-bit
addressing mode. All values and addresses will be treated as 31-bit values and

addresses.
GTF data is:
R15  Bytes as follows:
0 Zero.
1 Key of storage to be obtained/freed for subpools 229, 230, 231, 241, or 249
for a branch entry only.
2 Subpool number of storage to be obtained/freed.
3 Option byte:
0... Reserved - Ignored, should be zero.
A Storage can be backed anywhere.
..00 Storage should have residency of caller.
.01 Storage address must be 24 bits.
.11 Storage address valid to full 31 bits.

RO

R1

Register contents on return:
Address of the allocated virtual storage area if the request was for a

R1

R15

1.
1.
W1
A

Request is variable.

Storage should be on page boundary.
Request is unconditional.

Request is a FREEMAIN.

The number of bytes of storage to be obtained or freed (Zero for a subpool

FREEMAIN).

The address of the area to be freed (Zero for GETMAIN requests).

GETMAIN.

00 - Storage available if the request was for a GETMAIN; storage freed if
the request was for a FREEMAIN.
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04 - Storage not available if request was for a GETMAIN; storage status
unchanged if request was for a FREEMAIN.

SVC 121 (0A79)
VSAM macro - is type 1, gets LOCAL lock.

Calls module IGC121.

GTF data is:
R15  Contains the pointer to the buffer control block.
RO Contains the pointer to the place holder entry, used for a record

management request.
R1 Contains the pointer to the IOMB (VSAM I/O management control block).

SVC 122 (0A7A)
ESR(type2) SVC - is type 2.

Routes control to type 2 extended supervisor service routines based on a
routing code in register 15.

Code Macro Description
00 Reserved.
01 Reserved.
02 Reserved.
03 Reserved.
04 Reserved.
05 Gets local lock.
RO Bytes have meaning as follows:
Bytes Meaning
0 Flag bits
1.. .. ENTRIES=n (create request); delete is
requested if FC=5.
11 1111 Reserved.
1 Reserved.
2-3 Number of ENTRIES requested or zero.
R1 Address of the EVENT table if a delete is requested.
06 Service Processor Call Gets no locks.
R1 Has the address of the parameter list. The two word parameter list has
the following format:
WORD 1
Address of the requestor’s data block.
WORD 2
Address of the service processor command word.
07 |[Extended LINK macrolis type 2, gets local and CMS locks. GTF data is:
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08

09

0A
0B
ocC
0D
OE
OF
10
11

12

R1

SVC Summary

Address of the parameter list. The 20 byte parameter list has the
following format:

Bytes
0-3
4-7
8-9
10

11
12-15
16-19

Meaning

Address of the entry point name or directory entry.
DCB address or zero.

Reserved.

Flag byte:

80 - Directory entry present

40 - LSEARCH option specified

20 - ERRET address given

Reserved.

ERRET address or zero.

Address of user optional parameter list.

Extended XCTL|macro is type 2, gets LOCAL and CMS locks. GTF data is:
Address of the parameter list. The 16 byte parameter list has the
following format:

R1

Bytes
0-3
4-7
8-9
10

11
12-15

Meaning

Address of the entry point name or directory entry.
DCB address or zero.

Reserved.

Flag byte:

80 - Directory entry present

40 - LSEARCH option specified

Reserved.

Address of user optional parameter list.

Extended LOAD|macro is type 2, gets LOCAL and CMS locks. GTF data is:

Address of the parameter list. The 16 byte parameter list has the
following format:

R1

R15

Reserved.
Reserved.
Reserved.
Reserved.
Reserved.
Reserved.
Reserved.
Reserved.

Bytes
0-3
4-7
8-9
10

11
12-15

Meaning

Address of the entry point name or directory entry.
DCB address or zero.

Reserved.

Flag byte:

80 - Directory entry present

40 - LSEARCH option specified

20 - ERRET address given

10 - Global load specified

08 - Load to fixed global storage requested

04 - Explicit load requested

02 - Delete at end-of-memory requested

01 - Load point address requested.

Reserved.

Explicit load address or the address where to place the load
point.

00 - LOAD function was successful.
If greater than 00 - LOAD function was not successful.
Service Processor Interface SVC - is type 2, gets no locks.
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SVC 123 (0A7B)
macro - is type 2, gets DISP lock.

Calls module IEAVEPDO, entry point IGC123.

APF protected. GTF data is:
R15 No applicable data.

RO Parameter to be passed to the RMTR if the SRB is purged.
R1 Address of the parameter list.

SVC 124 (0A7C)
TPIO macro - is type 1, gets LOCAL locks.

Calls module ISTAPC22.

GTF data is:
R15 No applicable data.
RO Bytes have meaning as follows:
Byte  Meaning
0 Flag bits:
X... Reserved.
A On LCPB indicates.
Bits 2-7 Code Meaning
00 Specific request.
04 Any request.
08 Open.
ocC TPPOST.
OF CLOSE ACB.
10 Session control request.
1-3 DEB address.
R1 Work element address.

SVC 125 (0A7D)
EVENTS|macro - is type 1, gets LOCAL lock.

Calls module IEAVEVTO, entry point IGC125.

GTF data is:
R15  Address of LAST= entry or, address of ECB if ECB= is specified.
RO Bytes have meaning as follows:

Byte  Meaning

0 Flag bits
1. WAIT=YES.
A WAIT=NO.
1. ECB= address.
A Byte 1 contains a format number
1111  Reserved.
1 A one indicates format 1 input data.
2-3 Reserved.

R1 Address of the EVENT table.
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SVC 126 (OA7E)

Reserved.

SVC 127 (0ATF)

Reserved.

SVC 128 (0A80)

Reserved.

SVC 129 (0A81)

Reserved.

SVC 130 (0A82)
macro - is type 3, gets no lock.

If RACF is installed, calls module IRRRCK00. Some RACHECK options require
APF-authorization. This is enforced appropriately by RACF.

When SVC 130 is issued as a result of a RACHECK request, GTF data is:

R15 and RO  No applicable data.

R1 Address of the parameter list. See ACHKL data area in
[Security Server RACF Data Areas,

When SVC 130 is issued as a result of a RACROUTE request, and RACF is

installed, GTF data is:

RO Address of the parameter list. See|z/0S Security Server RACF Diagnosid
[Guidd

R1 Zero.

R15  No applicable data.

On return from SVC 130, GTF data is:

RO RACF reason code, if defined for the RACF return code in R15.
R1 If applicable, has address of return data.

R15 RACF return code.

SVC 131 (0A83)
[RACINIT|macro - is type 3, gets no lock.

If RACF is installed, calls module ICHRINOO.
Usually requires APF authorization, which is enforced by RACF.

When SVC 131 is issued as a result of a RACINIT request, GTF data is:
R15 and RO  No applicable data.

R1 Address of the parameter list. See RIPL data area in [z/0S Securit

[Server RACF Data Areas|

When SVC 131 is issued as a result of a RACROUTE request, and RACF is

installed, GTF data is:

RO Address of parameter list. See |z/OS Security Server RACF Diagnosisl
Guicd

R1 Zero.

R15  RACEF return code.
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On return from SVC 131, GTF data is:

RO RACF reason code, if defined for the RACF return code in R15.
R1 No applicable data.

R15 RACF return code.

SVC 132 (0A84)

RACLIST] RACXTRT, or ICHEINTY macro - is type 3, gets no lock.
If RACF is installed, calls module ICHRSVO0O.
Usually requires APF authorization, which is enforced by RACF.

When SVC 132 is issued as a result of a RACLIST, RACXTRT, or ICHEINTY
request, GTF data is:

R15 and RO  No applicable data.

R1 Address of the parameter list. For RACLIST requests, see RLST
data area in [z/OS Security Server RACF Data Aread. For
RACXTRT requests, see RXTL data area in|z/OS Security Servel|
RACF Data Areas For ICHEINTY requests, see |g/OS Securitk{
Server RACF Diagnosis Guidd

When SVC 132 is issued as a result of a RACROUTE request, and RACF is

installed, GTF data is:

RO Address of parameter list. See [z/0S Security Server RACF Diagnosis
[Guidd

R1 Zero.

R15 No applicable data.

On return from SVC 132, GTF data is:

RO RACF reason code, if defined for the RACF return code in R15.

R1 For RACXTRT, has address of return data. Otherwise, no applicable data.
R15 RACF return code.

SVC 133 (0A85)

RACDEF| macro - is type 3, gets no lock.

If RACF is installed, calls module IRRRDFOO.

Requires APF authorization, which is enforced by RACF.

When SVC 133 is issued as a result of a RACDEF request, GTF data is:
R15 and RO  No applicable data.

R1 Address of the parameter list. See RDDFL data area in
[Security Server RACF Data Areas,

When SVC 133 is issued as a result of a RACROUTE request, and RACF is

installed, GTF data is:

RO Address of parameter list. See |z/OS Security Server RACF Diagnosis|
[Guide]

R1 Zero.

R15 No applicable data.

On return from SVC 133, GTF data is:
RO RACF reason code, if defined for the RACF return code in R15.
R1 No applicable data.
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R15 RACF return code.

SVC 134 (0A86)

Reserved.

SVC 135 (0A87)

Reserved.

SVC 136 (0A88)

Reserved.

SVC 137 (0A89)

ESR macro is type 6, gets no locks. The routing code in register 15.

Calls module IEAVEDSO.

Identifies the type 6 SVC routine to be run.

Code Macro Description
(Hex)

00 CALLDISP Dispatcher call.
01 Reserved.

02 Reserved.

03 Reserved.

04 Reserved.

05 Reserved.

06 Reserved.

SVC 138 (0A8A)

PGSER|macro - is type 2, gets no locks.

Calls module IARPI, entry point IGC138.

GTF data is:

RO
R1

R2-R3
R4

R5
R6-R12
R13
R14

ECB address or 0 if no ECB.

Bit 0 If 0, then register format (R form).
If 1, then list format (L form).
Bits 1-31 If R1 bit 0 = 0, then the register contains a 31-bit address

of the start of the virtual area.
If R1 bit 0 = 1, then the register contains a 31-bit pointer
to the first PSL in the user supplied PSL list.
Irrelevant
TCB address
RB address
Irrelevant
Address of a standard 72 byte save area.
If R1 bit 0 = 0, for register format macro, then:
Bits 0-15 Reserved
Bits 16-23 Same as FUNC in PSL
Bits 24-31 Same as FLAG2 in PSL
If R1 bit 0 = 1, then R14 is irrelevant, and not examined
by page services.
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R15 If R1 bit 0 = 0, for register format macro, then R15 contains a 31-bit address
of the last byte of the virtual area (end address).
If R1 bit 0 = 1, then R15 is irrelevant, and not examined by page services.
On return, the register contents will be as follows:

RO Unpredictable
R1-R14 Same as for input
R15 Return code.

SVC 139 (0ASB)

CVAF macros - are type 3, get local lock.

Calls module IGC0013l.

GTF data is:
R15 and RO No applicable data.
R1 Address of 64-byte parameter list mapped by macro ICVAFPL.

SVC 143 (0ASF)

GENKEY, RETKEY, CIPHER, or EMK macro - is type 4, gets no lock. GTF data is:

R15 and RO  No applicable data.

R1 Address of the parameter list. Parameter list is determined by the
macro that is invoked.

Note: This SVC is used when Cryptographic Unit Support (CUSP) or Programmed
Cryptographic Facility (PCF) macros are run on a system with Integrated
Cryptographic Service Facility/MVS (ICSF/MVS) installed.

SVC 144 (0A90)

This SVC is used only by an interactive debugger working with OpenMVS PTRACE
functions. When the SVC is run, it causes the OpenMVS PTRACE SVC routine to
get control. The SVC routine communicates back to the debugger to notify it that a
breakpoint has been reached. After the debugging is complete, control returns to
the program. For more information refer to the description of BPX1PTR in |z/O§
|[UNIX System Services Programming: Assembler Callable Services Reference,

SVC 146 (0A92)
BPESVC macro - is type 3, gets no lock.

Calls module BPESVCO0O, entry point BPESVCOO.

GTF data is:
R15 For all function codes except 3: No applicable data. For function code 3:
Address of name of requested function.

RO Function code:
Code Meaning
0 Query function status.
1 Register named function.
2 Deregister named function.
3 Call named function.
4 Termination cleanup.

R1 Address of parameter list.

PLIST The size of the parameter list depends on the function; format is:
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Function code 0 (Query function status):

Bytes

0-3 Parmlist version number.

4-7 Function name address.

8-11  Address of word to receive function routine address.

12-15 Address of word to receive function routine length.

16-19 Address of word to receive function routine version.

20-23 Address of 8-byte area to receive owning address space STOKEN.

Function code 1 (Register named function):

Bytes

0-3 Parmlist version number.

4-7 Function name address.

8-11  Function routine address.

12-15 Function routine length.

16-19 Function routine version.

20-23 Pointer to 8-byte parameter area, a copy of which will be passed to
the function routine.

24 Option byte 1:

Bits

0000 0000  Never replace function module.
0000 0001  Replace if new version higher than old version.
0000 0010  Always replace function module.

25 Option byte 2:

1. Function caller must be supervisor state/key 0-7.

1. Function provider is in a BPE environment.

.1 Cleanup function at provider termination.

A Delete function module at cleanup/deregistration.
XXXX Reserved, must be 0.

26 Reserved, must be 0.
27 Bits
Oxxx PSW execution key (0-7) of function module.

XXXX Reserved, must be 0.

Function code 2 (Deregister named function):
Bytes

0-3 Parmlist version number.

4-7 Function name address.

Function code 3 (Call named function):
R1 Pointer to the parmlist for the specific named function being called.

Function code 4 (Termination cleanup):

Bytes

0-3 Parmlist version number.

4-7 Address of STOKEN of terminating address space.
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Chapter 5. Program Call (PC) Services in System Function

Table
This chapter lists the program calls (PCs) by number, with their related services and
modules.
PC Number Service Description Component or Module
(Hexadecimal)
00000000 Linkage index reserve IEAVXLRE
00000001 Linkage index free IEAVXLFR
00000002 Entry table create IEAVXECR
00000003 Entry table destroy IEAVXEDE
00000004 Entry table connect IEAVXECO
00000005 Entry table disconnect IEAVXEDI
00000006 Authorization index reserve IEAVXRFE
00000007 Authorization index free IEAVXRFE
00000008 Authorization index extract IEAVXRFE
00000009 Authorization index set IEAVXSET
0000000A Authorization table set IEAVXSET
0000000B PC/AUTH resource manager IEAVXPAM
0000000C For use by IBM code only IEAVXREX
0000000D ALESERV ADD/ADDPASN services IEAVXALA
0000000E ALESERV DELETE service IEAVXALD
0000000F ALESERV EXTRACT/EXTRACTH services IEAVXALE
00000010 ALESERV SEARCH service IEAVXALS
00000100 ENQ/DEQ/RESERVE ISGGQWBI
00000101 ENQ/DEQ/RESERVE redrive ISGGQWSBI
00000102 ENQ/DEQ/RESERVE resource termination manager ISGGTRM1
00000103 Global resource serialization dump services ISGDGCBO
00000104 Global resource serialization queue scan services (SCOPE is STEP, |ISGQSCAN
SYSTEM, or SYSTEMS)
00000105 Global resource serialization storage management interface ISGSMI
00000106 Global resource serialization QScan services (SCOPE is LOCAL or ISGQSCAN
GLOBAL)

00000107 DEQUEUE fast path ISGLNQDQ
00000108 ENQUEUE fast path ISGLNQDQ
00000109 Global resource serialization mainline ESTAE routine ISGGESTO
0000010A FRR for ENQ/DEQ/RESERVE mainline ISGGFRRO
0000010C Cross-memory ENQ service ISGGEDRP
0000010D GRS Latch CREATE service ISGLCRTS
0000010E Cross-memory ENQ service ISGGEDRP
0000010F GRS Latch PURGE service ISGLPRGS
00000200 Display allocation tables manager IEFHB410

© Copyright IBM Corp. 1988, 2002

5-1



PC Number
(Hexadecimal)

Service Description

q

Component or Module

00000300 VSM CPOOL build service IGVCPBDP
00000301 VSM CPOOL expansion interface IGVCPEXP
00000302 VSM CPOOL delete service IGVCPDLP
00000303 VSMLIST service IGVLISTP
00000304 VSMLOC service IGVLOCP
00000305 CPUTIMER service IEAVRTO4
00000306 Virtual fetch CSVVFORK service CSVVFORK
00000307 Data-in-virtual ITVCCTL
00000308 Symptom records ASRSERVP
00000309 LSEXPAND service IEAVLSEX
0000030A LOCASCB STOKEN-= service IEAVESTA
0000030B Storage obtain IGVVSTOR
0000030C RTM dynamic resource manager IEAVTR2C
0000030D WAIT LINKAGE=SYSTEM service IEAVEWTP
0000030E POST LINKAGE=SYSTEM service IEAVEPTP
0000030F PC-ESTAE Service IEAVSTAI
00000310 ASCRE/ASDES/ASEXT services ASEMAIN
00000311 Storage release IGVVSTOR
00000312 TCBTOKEN service IEAVTTKN
00000313 TESTART service IEAVXTAR
00000314 CSVQUERY Service CSVQYSRV
00000315 For use by IBM code only ITVCF
00000316 TIMEUSED Service IEATTUSD
00000317 SRB SUSPEND with Token IEAVSRBS
00000318 SRB RESUME with Token IEAVSRBR
00000319 SRB Purge with Token IEAVSRBP
0000031A LLACOPY Service CSVLLCPY
0000031B RCFSTAT Service IEEUSTAT
0000031C RCFCONF Service IEEULCFG
0000031D AFFINITY Service IEAVEAFN
0000031E SDOM Connect service COFMCONN
0000031F SDOM Disconnect service COFMDISC
00000320 CTRACEWR - Write Service ITTWRIT
00000321 PC TIME Service IEATTIME
00000322 UCB Service Authorized IOSVUPCR
00000323 UCB Service Unauthorized IOSVUPCR
00000324 Configuration Change Manager IOSVCCMI
00000325 Unit Verification Services IEFEISO1
00000326 Name token services IEANTCRS
00000327 Name token services IEANTDLS
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PC Number
(Hexadecimal)

Service Description

q

Component or Module

00000328 CONVTOD service IEATCNVT
00000329 Dynamic APF service CSVQUERY
0000032A APPC service routine ATBMIPTE
0000032B Dynamic Exit Support CSVEXPR
0000032C CSRL16J service CSRL16JP
0000032D SCHEDIRB service IEAVEIRB
0000032E IOS Support IOSVCOPR
0000032F HCD System/390® microprocessor cluster support CBDMSHSD
00000330 TESTART CADS ALET service IEAVXTR1
00000331 SCHEDSRB IEAVSCHD
00000333 HCD sysplex services (HSS) interface routine CBDMSHSS
00000334 Captured UCB Services IOSVCAPU
00000335 Allocation DD Service IEFDISO1
00000336 ETR Information IEATETRI
00000337 LOGGER Router IXGL2RTE
00000338 RTM Linkage Stack Query IEAVTLSQ
00000339 LOGGER Router IXGL2RTI
0000033A I0S Support IOSVCDRP
0000033B Dynamic Linklist CSVDLPR
0000033C Authorized Command Exit Manager IEAVEAEM
0000033D Logical Parmlib Service IEFPIS01
0000033E Context Services Router CTXROUTE
0000033F Product Enable/Disable IFAEDPCT
00000340 Dynamic LPA CSVLPPR
00000342 Enhanced PURGEDQ IEAVPDQX
00000343 IEAMQRY IEAVQRY
00000344 Context Services Router CTXROUTE
00000345 IEAFP IEAVEFPR
00000400 WTO service IEAVHG600
00000500 System trace services IEAVETCV
System trace control block verification routine IEAVETEA
System trace environment alteration routine IEAVETPA
System trace processor alteration routine IEAVETPS
System trace processor snapshot routine IEAVETPV
System trace processor verification routine IEAVETSD
System trace table snapshot data extraction routine IEAVETSN
System trace table snapshot routine IEAVETSP
System trace ALTRTRC suspend, resume, PSTART routine IEAVETTF
System trace table snapshot filter routine
Transaction Trace Entry Record Routine ITZRRCD
The system trace system-provided program call routines are
established by system trace separately from the SFT.
00000600 Virtual fetch CSVVFSCH service CSVVFSCH
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PC Number Service Description Component or Module
(Hexadecimal)

00000700 SMF buffering routine IFAPCWTR
00000800 Library lookaside (LLA) Contents Supervision
00000900 Data space PC service - DSPSERV router RSM

Data space PC service - Enabled data space page faults RSM

Data space PC service - Disabled data space page faults RSM
00000A00 Virtual lookaside facility - retrieve object VLF

Virtual lookaside facility - define class VLF

Virtual lookaside facility - purge class VLF

Virtual lookaside facility - identify user VLF

Virtual lookaside facility - remove user VLF

Virtual lookaside facility - create object VLF

Virtual lookaside facility - notify VLF

Virtual lookaside facility - identify user (part 2) VLF

Virtual lookaside facility - allocation notification VLF

Virtual lookaside facility - identify user (part 1) VLF

Virtual lookaside facility - trace VLF
00000B00 XCF XCF
00000C00 Reserved for DFP use DFP
00000D00 MVS/APPC Scheduler APPC
00000EOO LLACOPY Service Contents supervision
00000F00 SDOM Services SDOM
00001000 MVS Message Service MVS Message Service
00001100 MVS/APPC Scheduler APPC
00001300 z/OS UNIX® System Services space switch services BPXJCSS
00001301 z/OS UNIX System Services nonspace switch services BPXJCPC
00001302 z/OS UNIX System Services authorized space switch services BPXJCPC
00001303 z/OS UNIX System Services space switch services for special BPXJCSS

callable services
00001400 Reserved
00001401 Performance block (PB) create service IWMXDCRE
00001402 Performance block (PB) delete service IWMXDDEL
00001403 Performance block (PB) relate service IWMXDREL
00001404 Workload reporting ICS,IPS state change service IWMWRSET
00001405 Performance block (PB) switch service IWMXDSWC
00001406 Performance block (PB) disconnect service IWMWMDIS
00001407 Performance block (PB) connect service IWMWMCON
00001408 Work manager query service IWMPMRSC
00001409 Policy management read service policy IWMPMRSR
0000140A Policy management vary policy service IWMPMVRY
0000140B Policy management install SVDEF service IWMPMINS
0000140C Policy management read SVDEF service IWMPMRSV
0000140D Administrative application authorization service IWMAAPMI
0000140E Workload reporting collect service IWMWRCOL
0000140F Workload reporting query service IWMWRQRY
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PC Number Service Description Component or Module

(Hexadecimal)
00001410 Policy management CDS state change service IWMPMCDS
00001411 Work manager lock service IWMWMLCK
00001412 Operations display WLM support IWMOPDSP
00001413 Work manager query service IWMWMQWK
00001414 Generic resource registration IWMWBGRR
00001415 Generic resource selection IWMWBGRS
00001416 Recovery and dumping SDATA(WLM) service IWMMIPDP
00001417 Workload reporting RESMGR routine IWMWRRMG
00001418 Enclave create IWMWMCRE
00001419 Enclave delete IWMWMDEL
0000141A Enclave classification query IWMWMEQY
0000141B System capacity query IWMWBSCQ
0000141C Sysplex routing registration IWMWBSR2
0000141D Sysplex routing deregistration IWMWBUR2
0000141E Sysplex routing selection IWMWBSRS
0000141F Service definition install IWMPMDIN
00001420 Service definition extract IWMPMEXT
00001421 Return active classification rules IWMPMRCR
00001422 Policy activation external IWMPMACP
00001423 Work manager modify connect IWMWMMCO
00001424 Queue manager connect IWMQMCON
00001425 Queue manager disconnect IWMQMDIS
00001426 Queue manager insert IWMQMINS
00001427 Queue manager delete IWMQMDEL
00001428 Server environment manager connect IWMEMCON
00001429 Server environment manager disconnect IWMEMDIS
0000142A Server environment manager select IWMEMSEL
0000142B Execution delay register IWMXDREG
0000142C Execution delay deregister IWMXDDRG
0000142D Enclave join service IWMEJOIN
0000142E Enclave leave service IWMELEAV
0000142F Begin server transaction service IWMSTBGN
00001430 End server transaction service IWMSTEND
00001431 Environment manager command interface IWMEMREQ
00001432 Reserved
00001433 Sysplex routing find server service IWMWBFSV
00001434 Verify data structures for QM and EM IWMQMVEQ
00001435 Write symptom record IWMMISYM
00001436 EM Server Refresh IWMEMSRF
00001437 Scheduling Environment Query Service IWMSEQRY
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PC Number
(Hexadecimal)

Service Description

q

Component or Module

00001438 Scheduling Environment Set Service IWMSESET
00001439 Scheduling Environment Validate Service IWMSEVAL
0000143A Scheduling Environment Determine Execution Service IWMSEDES
0000143B Batch Queue Registration IWMEMREG
0000143C Batch Queue Deregistration IWMEMDRG
0000143D Sysplex Router Query Service IWMWBLOC
0000143E Reset Job Service Routine IWMWMRES
0000143F Update Service Class Token IWMPMBSE
00001440 WLM OE Get Address Space IWMEMWON
00001441 WLM OE Delete Address Space IWMEMFGT
00001442 WLM OE Get work Service IWMEMNOW
00001443 Sysplex Capacity Query Service IWMDCBAT
00001444 Batch Init Connect IWMEMBCN
00001445 Batch Init Job Select IWMEMBSL
00001446 Reserved

00001447 Reserved

00001448 Demand Batch Select Locator IWMEMBLC
00001449 Demand Batch Initiator Requestor IWMEMBRQ
0000144A Batch Queue Query Service IWMEMBQY
0000144B Batch Initiator Placement IWMEMRIP
0000144C BQS Queue Verifier IWMDCBQV
0000144D EM Select Secondary Service IWMEMSEM
0000144E EM Delete Secondary Work IWMEMDSW
0000144F WLM Control Region Register IWMWBCRR
00001450 WLM Control Region Deregister IWMWBCRD
00001451 WLM Control Region Get Group Names IWMWBGGN
00001452 WLM Build Routing Group IWMWBBRG
00001453 WLM Contril Region Recommend IWMWBCRI
00001454 WLM Build Routing Table IWMWBBRT
00001455 WLM Control Region Reporting IWMWBCRN
00001456 WLM Export Service IWMCFEXP
00001457 WLM Import Service IWMCFIMP
00001458 WLM Undo Emport Service IWMCFUEX
00001459 WLM Undo Import Service IWMCFUIM
0000145A Export/Import Connect Service IWMCFCON
0000145B Export/Import Disconnect Service IWMCFDIS
0000145C Cleanup Latch resources IWMCFCLL
0000145D Get PB Transaction Trace token from active IWMWMGPB
0000145E Dynamic Channel Path Management Timestamp Service IWMCMTMP
0000145F Dynamic Channel Path Management Project 1/O Velocity Service IWMCMPIV
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PC Number Service Description Component or Module
(Hexadecimal)
00001460 LPAR Management CPU Affinity Service IWMLMCAF
00001461 Dynamic Channel Path Management Switch Timestamp Service IWMCMSWT
00001500 System Logger Logger
00001600 BOSS BOSS
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Chapter 6. Serialization Summary

This chapter describes the use of locks and system ENQ/DEQ names. In the
following table, the locks are arranged by hierarchy (from highest to lowest); the
table also describes the categories, types of locks, and the bit setting for the lock in
the PSACLHS field in the prefixed save area (PSA):

Lock Name Description Category Type SACLHS (or
PSACLHSE) bit
RSMGL Real storage manager (RSM) lock. Global Spin/Class 00 08 00 00
VSMFIX Virtual storage management (VSM) Global Spin 00 04 00 00
fixed subpools lock - serializes global
VSM queues and the VSMWK for
global fixed subpools.
ASM Auxiliary storage manager (ASM) lock - | Global Spin/Class 00 00 08 00
serializes ASM resources on an
address space level.
ASMGL ASM global lock - serializes ASM Global Spin/Class 00 02 00 00
resources on a global level.
RSMDS RSM lock. Global Spin/Class 00 00 01 00
RSMST RSM lock. Global Spin/Class 00 01 00 00
RSMCM RSM lock. Global Spin/Class 00 10 00 00
RSMXM RSM lock. Global Spin/Class 00 00 80 00
RSMAD RSM lock. Global Spin/Class 00 00 40 00
RSM RSM lock. Global Spin 08 00 00 00
BMFLSD BMF Class lock. Global Spin/Class 80 00 00 00 (in
PSACLHSE)
VSMPAG VSM pageable subpools lock - Global Spin 00 00 20 00
serializes the VSWK for the VSWK for
global pageable subpools.
XCFDS Cross-system coupling facility (XCF) Global Spin/Class 40 00 00 00 (in
data space lock. PSACLHSE)
DISP Dispatcher - serializes certain global Global Spin 00 00 10 00
functions, for example, TIMER queues.
SALLOC Space allocation lock - serializes Global Spin 00 00 04 00
external routines that enable a
processor for either an emergency
signal (EMS) or a malfunction alert
(MA).
IXLDS Cross-system extended services (XES) | Global Spin/Class 01 00 00 00 (in
data space lock. PSACLHSE)
IXLSCH Cross-system extended services (XES) | Global Spin/Class 04 00 00 00 (in
subchannel lock. PSACLHSE)
IXLREQST Cross-system extended services (XES) | Global Spin/Class 00 20 00 00 (in
request lock. PSACLHSE)
IXLSHELL Cross-system extended services (XES) | Global Spin/Class 00 80 00 00 (in
shell lock. PSACLHSE)
IXLSHR Cross-system extended services (XES) | Global SHR/EXCL 02 00 00 00 (in
SHR/EXCL lock. PSACLHSE)

© Copyright IBM Corp.
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Lock Name Description Category Type SACLHS (or
PSACLHSE) bit
XCFRES XCF signalling path lock. Global Spin/Class 20 00 00 00 (in
PSACLHSE)
IOSYNCH I/O supervisor (I0S) synchronization Global Spin/Class 00 00 02 00
locks - serializes 10S resources, such
as intermediate status processing, 10S
storage manager page scanning, and
HOT 1/0.
IOSUCB I0S unit control block (UCB) lock - Global Spin/Class 00 00 00 80
serializes access and updates to the
UCBs. One IOSUCB exists per UCB.
IOSULUT 10S lock. Global Spin 00 40 00 00 (in
PSACLHSE)
10S I0S lock - serializes storage access Global Spin 02 00 00 00
maintained by the 10S I0Q storage
manager.
XCFQ XCF queue lock. Global Spin 10 00 00 00 (in
PSACLHSE)
REGSRV Registration services lock used to Global Spin 00 02 00 00 (in
serialize registration services structures PSACLHSE)
CONTEXT Context services lock used to serialize | Global Spin/Class 00 04 00 00 (in
context services structures. PSACLHSE)
TPACBDEB ATCAM lock. Global Spin/Class 00 00 00 08
SRM System resource management (SRM) | Global Spin 00 00 00 04
lock - serializes SRM control blocks
and associated data.
WLMRES WLMRES lock - workload management | Global Spin/Class 00 10 00 00 (in
lock. PSACLHSE)
WLMQ WLMQ lock - workload management Global SHR/EXCL 00 08 00 00 (in
lock. PSACLHSE)
TRACE Trace lock (shared exclusive) - Global Spin 04 00 00 00
serializes the system trace buffer
structure.
ETRSET Timer supervision lock. Global Spin 08 00 00 00 (in
PSACLHSE)
CPU Processor lock - provides legal Global Legal disablement |80 00 00 00
disablement. lock
CMSSMF SMF cross memory services (CMS) Global Suspend 00 00 00 02
lock - serializes SMF functions and
control blocks.
CMSEQDQ ENQ/DEQ CMS lock - serializes Global Suspend 00 00 00 02
ENQ/DEQ functions and control
blocks.
CMS General cross memory services (CMS) | Global Suspend 00 00 00 02

lock - serializes on more than one
address space when this serialization
is not provided by one or more of the
other global locks. The CMS lock
provides global serialization when
enablement is required.
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Lock Name

Description

ategory Type

P

SACLHS (or
PSACLHSE) bit

CML

Local cross memory storage lock -
serializes functions and storage within
an address space other than the home
address space. One CML lock exists
per address space.

Local Suspend

00 00 00 01

LOCAL

Local storage lock - serializes functions

and storage within a local address
space. One LOCAL lock exists per
address space.

Local Suspend

00 00 00 01

The lock interface table is pointed to by PSA location PSA + X'2FC'.

Lock Characteristics

All locks are a fullword of storage known as a lockword. If the lock is not owned ,
the content of the lockword is zero and the lock is available.

If the lock is owned :

* The category/type of the lock is global/spin.

* The content of the lockword is X'0000004'n, where n indicates that the lock
(except for 10S, IOSULUT, RSM, TRACE, XCFQ, CPU, global-suspend, and, in
some cases, local-suspend) is held on processor n.

* For shared exclusive locks (I0S, IOSULUT, XCFQ, RSM, and TRACE), the
content of the lockword (32 bits) is as follows:

0x00 0000 (and at least one hit in
third or fourth bytes set to “.1")

Bit Settings Meaning
First Byte
1x00 0000 Lock is held exclusively.

Lock is shared.

An exclusive request is pending.

x100 0000
Reserved.
xx00 0000
Second Byte
0000 0000 Reserved.

Third and Fourth Bytes

XXXX XXXX XXXX XXXX

processors 0-15.

When set to “1”, bits from left to right indicate

Examples of Shared Exclusive Lockwords

Lockword Meaning
X'00008000 Lock is held shared by processor 0.
X'4000C001' Lock is held shared by processors 0, 1, and 15, and at least one

other processor is waiting for exclusive ownership.

X'80008000 Lock is held exclusively by processor 0.
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Lockword Meaning

X'C0008000 Lock is held exclusively by processor 0, and one or more other
processors are waiting for exclusive ownership.

For CPU lock, the content of the lockword is as follows:

Lockword * Meaning

X'00000001' Lock is held by one unit of work.
X'0000002F' Lock is held by 47 units of work.
1There is one CPU lock per processor.

For Global-Suspend locks, the content of the lockword is as follows:

Lockword Meaning

XIXXXXXXXX Lockword contains the address space control block (ASCB)
address of the locally locked address space.

If an address space holds a cross memory services lock (CMSEQDQ) but is
interrupted or suspended, field ASCBHLHI of the locally locked address space is set
to indicate that the address space task is suspended while holding a local lock. The
cross-memory lock-held bit in PSACLHS is turned off until the address space task
is redispatched. Once redispatched, this ASCB address remains in the lockword for
CMSEQDQ until the lock is released.

For Local-Suspend lock, the content of the fullword is as follows:

Lockword Meaning

X'0000004'n Lock is held on processor n.

X'4FFFFFFF Task holding a CML lock is now dispatchable, or an SSRB
holding either the LOCAL or a CML lock is now dispatchable.

X'7TFFFFFFF Task or service request block (SRB) suspended while holding a

local lock. The reason for the suspension is one of the following:
* A page fault
* Waiting for a synchronous page fix to complete

» An unconditional request for a cross memory services lock
while it was unavailable

* SUSPEND=YES was specified on the SDUMP or SDUMPX
macro

X'FFFFFFFF' Task holding the local lock was suspended or interrupted but is
now dispatchable. The reasons for this state are:

» A page fault or page fix has been resolved for a locked task

* The cross memory services lock, at one time unavailable, is
now available

» Atask holding the LOCAL lock has been preempted

Use of Locks

The use of locks is based on the following considerations:

* At any one time, a processor can hold only one lock per hierarchical level (with
the exception of the CPU lock).
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The CPU lock has no hierarchy in respect to the other spin type locks. However,
once obtained, no suspend locks can be obtained. This lock can be held by any
number of units of work. There is only one CPU lock per processor.

The cross memory services locks (CMSSMF, CMSEQDQ, and CMS) are equal to
each other in the hierarchy. After obtaining a local lock, the caller may obtain the
three cross memory services locks (CMSSMF, CMSEQDQ, and CMS) only by
requesting all three in a single lock manager request. If a caller holds any one
and requests another, an abend will result. When requesting any other lock, a
program does not need to own locks that are lower in the hierarchy.

The CML and LOCAL locks are equal to each other in the hierarchy. One unit of
work can hold one local lock, either a CML or a LOCAL lock, not both.

Page faults on non-DREF storage are permitted for programs that own the
LOCAL, CML, and/or CMS locks, but not for programs that own locks higher in
the hierarchy.

Locks can be requested conditionally or unconditionally. However, only locks
higher than those currently held by the processor can be requested
unconditionally.

PSACLHS (also referred to as PSAHLHI (PSA X'2F8'")) and PSACLHSE
(PSA+X'4C4’) indicate the current locks held. There is no hierarchy indicated by
the bit positions within the strings. For the valid hierarchy of locks, see the above
list.

For information about the use of locks by SVC routines, see |[Chapter 4, “SVQ

in this manual.
ENQ/DEQ Summary

The following table shows major and minor ENQ/DEQ names and the resources
that issue the ENQ/DEQ. These names are resources at the SYSTEM or
SYSTEMS level.

Major Minor Resource - Using Modules
IGDCDS COMMDS, ACDS, or SCDS data set hame SMS IGDCSDSS
IGDCDSXS COMMDS, ACDS, or SCDS data set hame SMS IGDCSDSS
Note: This is a device RESERVE rather than an
ENQ macro.
SERLOG Logrec data set Logrec data set - IFCZIHND
SPFDSN dsname ISPCRESV, ISPCPELS
SPFEDIT dsname + membername (blank for sequential ISPCNQ, ISPCDQ
data set)
SYSDSN dsname Data sets.
Note: Normally issued under initiator TCB.
SYSIEAOL DMPDSENQ Serializes DUMPDS commands. IEECB923,
IEECB926, IEECB910
DPLxxx Used as serialization mechanism for SVC dumps
(data set initialization).
DPLCHAIN Serializes captured dump queue.
IEA Serializes dump data sets. IEAVTABD.
SDDSQ Serializes dump data set queue.
SDPOSTEX IEAVTDSYV, IEAVTSDC, IEAVADOO
SDUMPENQ Serializes SVC dump’s scheduled dump.
IEAVTSDT, IEAVADOO
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Major Minor Resource - Using Modules
SYSIEFSD ALLOCTP Serializes teleprocessing device allocations.
CHNGDEVS UCB. IEEMB813, ALLOCATION, DFSMSdss
DDRTPUR Swap unit record or tape device. IGFDUO,
IGFDTO, ALLOCATION
DDRDA Swap DASD device. IGFDDO, ALLOCATION
Q4 UCB. IEEVCPU, IEEVPTH, IEE603D,
ALLOCATION. Dequeue only: IEE3103D,
IEE303D, IEE4203D, IEE4403D, IEE4803D,
IEE4903D, IEE7303D, IEECB904, IGCOAO05I.
Q6 Protect key resource. IEFSD161, IEFSD166.
Dequeue only: IEFIB620.
Q10 CSCB. IEECB800, IEECB866, IEEMB810,
IEEVMNT1, IEEVNDSG, IEEVSTAR, IEEVWAIT,
IEE0303D, IEEQ703D, IEE0803D, IEE3703D,
IEE5103D, IEFIRECM, IEFJRECM, IEEMB88L1.
Dequeue only: IEESB665, IEFISEXR.
RPLL Job journal data set. IEFXB501
STCQUE Started task control.IEFISWT, IEEVWAIT.
Dequeue only: IEEB670.
TSOQUE TSO/E data sets. IEFISWT, IEEVWAIT.
Dequeue only: IEEB670.
VARYDEV Vary device command. IEE3603D. Dequeue
only: IEE3103D, IEE303D, IEE4203D,
IEE4403D, IEE4803D, IEE4903D, IEE7303D,
IEECB904.
SYSIEWLP dsname for SYSLMOD Data set - HEWLFINT. Dequeue only:
HEWLFFNL.
SYSIGGV1 MCATOPEN Master catalog - IGGOCLAC. Dequeue only:
IGGOCLAD.
SYSIGGV2 Catalog name Catalog - IGGOCLAS3.
SYSIKJIBC RBA TSO/E broadcast data set (RBA = relative block
address) - IEEVSND2, IEEVSND3, IEEVSDNS,
IKJEES10, IKIEES40, IKJEES75, IKIRBBCR
SYSIKJUA OPENUADS User attribute data set - IKIEFA10, IKJEFA20,
IKJEFA30, IKJEFLE, IKJEFLL, IKJRBBCR
userid TSO/E users - IKIEFA12, IKJEFA20, IKJEFA30,
IKJEFLB, IKIRBBCR, IKJRBBUO. Dequeue only:
IKJEFLS.
SYSSMF0O1 data set SYS1.MAN data set - IEEMB829, IFASMFDP
SYSVSAM dsncatnameL1L2L3* VSAM data sets (dsn = data set name, catname

= catalog name, L1 = RNAME length, L2 = data
set name length, L3 = catalog hame length, * =
ENQ/DEQ control indicator). IDA0200T,
IDA0231T, iDA0557A, IGGOCLBG
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Major Minor Resource - Using Modules

SYSVTOC volser VTOC. IGC0007H, IGGOCIBU, IGG020P1,
IGG0290E, IGG03001, IGG03213, IGG03214,
IGG03215, IGG3218, IGG0325A, IGG0325E,
IGG0553A, IGG0806A. Dequeue only:
IFGORROE, IGC0107H, IGG020P3, IGG03217H,
IGG020P3, IGG03217, IGG0325H, IGGO806AE.
Note: This is normally a device RESERVE
rather than an ENQ macro. IGG0290E,
IGG03001, IGG03213, IGG03214, IGG03215,
IGG3218, IGG0325A, IGG0325E, IGG0553A,
IGG0O806A. Dequeue only: IFGORROE,
IGC0107H, IGG020P3, IGG03217H, IGG020P3,
IGG03217, IGG0325H, IGGO806AE.

SYSZ#SSI SSi Control structures associated with the subsystem
interface (SSI).

SUBSYS_ + name of subsystem A specific subsystem

SYSZALCF IEFAUTOS Serializes the use of the IEFAUTOS structure.
SYSZAPPC APPC_ADDRESS_ SPACE

APPC_PARMLIB

ATBTRACE.dataset_name Serializes the use of the API trace data set

LUM_WORK_QUEUE

SDFMDSN.dataset_name Serializes the use of the TP profile data set

SYSZASCH ASBSCAD

ASBSCIN

ASCH_ASBSCAD

ASCH_ASBSCST

ASCH_PARMLIB

SYSZATR gname-COMPRESSION Serializes resource manager restart processing
with other RRS log stream processing.

Igname-RESTART Serializes access to RRS restart processing and
access to restart-related resources. The Igname
field is either an installation-defined group of
systems or the sysplex name.

Igname-ACTIVE-sysname Serializes access to the execution of RRS on a
system, identified in sysname. The Igname field
is either an installation-defined group of systems
or the sysplex name.

Igname-RM-rmname Serializes access to the use of a particular
resource manager name, identified in rmname,
in an installation-defined group of systems or the
sysplex, identified in Igname.

RRS-INITIALIZATION-PROCESS Serializes access to initialization processing for
RRS.

SYSZAVM AVM PROCESS QUEUE Serializes various internal AVM queues and data
areas - Various AVM modules.
SYSZBDT Installation’s MVS/Bulk Data Controlled resource: BITMAPS.
Transfer Node Name
SYSZCAXW CAXW Catalog auxiliary work area (CAXWA) -

IDACAT11, IDACAT12, IGGOCLBG
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Major Minor Resource - Using Modules
SYSZCMDS MTTSWAP Master trace command - IEECB806
MESSAGE_LOSS DETECTION This is an exclusive ENQ done to serialize the
message loss detection process.

SYSZCOMM Various Serialize access to global resource work areas
and processing.

SYSZCSD CSDCPUJS CSD field - IEEVCPU, IEFICPUA. Dequeue only:
IEF1B620.

SYSZCSV CSVDYNL Serializes LNKLST set for the LNKLST
concatenation.

SYSZCT CTAB or ITTaaaa Resource: aaaa is an address. Serializes
component trace data areas.

SYSZDAE DATASET Serializes updates to the DAE data set in the
Sysplex environment.

SYSZDSCB volserno + x + dsname Serializes certain DSCB fields in
OPEN/CLOSE/EOQOV with an exclusive enqueue
with DISP=SHR for PDSs and any DISP with
PDSEs. The “X” is A or S. Blanks are truncated
from dsname.

SYSZDSTB ASID + JCT address Data Set Information Table - ENQ/DEQ:
IEFAB490, IEFAB4A2. DEQ Only: IEFAB4ES,
IEFAB4DE.

SYSZDTSK ISPF/TSO_WINDOW_SERIALIZATION + unique |ISPF GUI with TSO line mode support —

id for the TSO address space ISPDTTSK and ISPDTPC
ISPF SVC 93 exit — ISPSC93 and ISPSC93X

SYSZEC16 PURGE Purge data set - IOSPURGA

SYSZGGLG UCB address and CCHHR of block Block in a direct (BDAM) data set.

SYSZGSYS group name The name of a group of systems in a sysplex, as
defined by the IEEGSYS samplib member.

SYSZGTF1 GTF Generalized trace facility (GTF) processing.

SYSZIAT none In a JES3 environment, include an entry for the
checkpoint data set. The name must be generic.
Note: This is a device RESERVE rather than an
ENQ macro.

SYSZIGDI ICMRT. CMDSADDR_LOCKED SMS IGDICMSO, IGDSSI00, IGDSSI01

SWITCH_CONFIGURATION
SMS VECTOR TABLE
IGDSSI00

IGDSSI01

SYSZIGGI ASID TSB - IGC0009C, IGG09302

SYSZIGWO PDSE

SYSZIGW1 PDSE

SYSZIO VIOPGDEL Serializes PAGEDEL command processing.

SYSZIOS DISPRSV Serializes 10S Display Reserve processing.

SYSZIOS LPEP Serialize around checking for devices to Vary
online in IOSVLPEP.

SYSZISTC Configuration Restart Data Set ddname RDT segment/checkpoint data set.

SYSZJES?2 Look at SYSZxxxx below
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Major Minor Resource - Using Modules
SYSZJES2 VVVVVVXXXXX... vwwvv - Parameter is CKPTDEF CKPTI =
(VOLSER=vvvvWV)
XXXXX... is the 44 character dsname for the
checkpoint data set. Parameter is CKPTDEF
CKPTI = (DSNAME=XXXXX...).
SYSZIJWTP JSCBWTP Job step messages.
RPL + asid Message data set - (RPL = request parameter
list pointer, asid = address space identifier).
IGC0203E, IEEAB401.
SYSZLLAL UPDATE LLACOPY
SYSZLOGR Llogstreamname Log stream name - system logger.
RECORDER Logrec data set — IFBSVC76, IFCDIPOO,
IFCZIHND
SYSZMCS SYSMCS#MCS, SYSMCS#CL1, SYSMCS#CL2, | Serializes on all MCS/EMCS console updates
SYSMCS#CL3, SYSMCS#EMCS and sysplex wide console commands.
MPFTABLE Serializes on the MPF and general user exit
(GENX) table.
SMT Serializes the cleanup of the SMT during system
partitioning.
SMT2 Serializes the overall cleanup of a system during
system partitioning.
MESSAGE_QUEUE Serializes the message build queue.
DELAYED_SVC_PROCESSING Serializes the delayed issue queue.
MWTOCSAS Serializes the CSA storage used for multiline
WTO processing.
WQECQEQS Serializes the WQEs and CQEs for EMCS
consoles in recovery.
ROUTE-GROUP--CNID Serializes the ROUTE EMCS console during
ROUTE group or ROUTE *ALL command
processing.
ROUTE-MIGIDTOCNID Serializes the ROUTE EMCS console id used in
ROUTE command processing.
SYSZNIP CONSOLE SVC 35 and 87 paths and SVCUPDTE calls for
SVC 35 and 87.
SYSZOPEN dsname Opening data sets - IGC0002B
SYSZRCF CHPREG Reconfiguration commands: CONFIG CHP,
VARY PATH, DISPLAY M=CHP (IEEVCHTR,
IEEVRCHP)
SYSZSDO DLF resource names Serialize various DLF resources.
SYSZPCCB PCCB Private catalog control block (PCCB) -
ALLOCATION, IGGOCLA3
SYSZPGAD PAGEADD (1) Serializes PAGEADD command processing.
(2) Serializes the paging configuration during
DISPLAY ASM command to ensure that the
command does not change ILRPGDSP. (3)
Serializes the DSNLIST and TPARTBLE during
processing of a PAGEDEL command.
SYSZPGDL PAGEDEL Serializes PAGEDEL command processing.

6-9
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Major Minor Resource - Using Modules
SYSZPSWD dsname Password data set - IFG0195U, IFG0195V.
Dequeue only: IFGORROE.
SYSZRBMF ACTIVE Indicates that MF/1 is already active -
IRBMFMFC
SYSZRMM MASTER.RESERVE RMM control data set serialization.
SCOPE=SYSTEMS
RMM.ACTIVE Ensure only one system run oer MVS image
SCOPE=SYSTEM
BUFFER CONTROL Buffer management SCOPE=STEP
EDGINERS.volser Serialize volume labelling SCOPE=SYSTEMS
SYSZRMM HSKP.dsn.volser Inventory management data set serialization
SCOPE=SYSTEMS
MHKP.ACTIVE Serialize inventory management functions on the
same DFSMSrmm subsystem SCOPE=SYSTEM
MHKP.dsn.volser Inventory management data set serialization
SCOPE=SYSTEMS
SHUTDOWN Serialize DFSMSrmm shutdown and refresh
processing SCOPE=SYSTEM
INACTIVE Serialize DFSMSrmm activation enabling only a
single WTOR to be issued to the operator
SCOPE=SYSTEM
EXIT_IS_ACTIVE Exit recovery serialization SCOPE=SYSTEM
WTOR_ENQ Exit recovery serialization SCOPE=SYSTEM
EXIT_id_UNAVAIL Exit recovery serialization where id can be 100
or 200 representing the last three characters of
the DFSMSrmm installation exits EDGUX100 or
EDGUX200 SCOPE=SYSTEM
SYSZRPLW Catalog name + catalog ACB address Catalog - IGGOCLAS. Dequeue only: IGGOCLA9.
SYSZSMF1 BUF SMF bulffer.
SYSZSPI LISTENERS
SERVICECALL
SYSZSVC TABLE Programs that update the SVC table while
saving the previous data.
SYSZTIOT ASID + DSAB QDB address Task input/output table (TIOT) (ASID = address
space identifier, DSAB QDB addr=address of the
DSAB QDB). IDACAT11, IDACAT12, IFGOTCOA,
IFGO19RA, IGC0002A, 1IGC00030, IGGO20RI,
IGG08117. Dequeue only: IFGORROE,
IGG0290D, IGG03001.
SYSZTRC SYSTEM TRACE System trace address space creation -
IEAVETAC, IEAVETRM, IEECB8924
SYSZUSRL uchaddr User label tracks - IFG0202C, IFG0554L
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Major Minor Resource - Using Modules

SYSZVARY CPU Reconfiguration commands:

CONFIG CPU  (IEECB927)
DISPLAY M (IEEMPDM, IEEMPDEV)

PATH Reconfiguration commands:
CONFIG CHP  (IEECB927)
DISPLAY M (IEEMPDM, IEEMPDEV)
VARY PATH (IEEVPTH)
STORAGE Reconfiguration command:
CONFIG STOR (IEECB927)
DISPLAY M (IEEMPDM, IEEMPDEV)
SYSZVMV uchaddr Volume mount and verify - ALLOCATION
SYSZVOLS volserno tape or disk volume - ALLOCATION, IFG0194C,

IFG0194F, IGF01960, IFG0552N, IFG0554L,
IGC0002B, IGC0008B. Dequeue only:
IFG0194A, 1GG0290D, IFG0194J, IGCOKO05B.

SYSZVVDS catalog name Catalog
Note: This is a device RESERVE and
sometimes an ENQ with scope SYSTEM.

volser VVDS
Note: This is a device RESERVE.
volser + relative control interval number VVDS

Note: This is a device RESERVE.
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Major

Minor

Resource - Using Modules

SYSZWLM

WLM_SERVICE_DEFINITION_INSTALL

Programs that install and extract a service
definition from the WLM couple data set.

WR_STATE_CHANGE

IEEMB812, IWMW3CST, IWMW3IN1,
IWMW3RBD

WLM_SYSTEM_IO_PRIORITY

IWMDA4510

WLM_SYSTEM_RECOVERY_LATCHES

IWMS2LPR

WLM_SYSTEM_sysname

Where sysname is the name of a system in the
sysplex.

IWMS2TIS and IWMS2XRP

WLM_CACHE_IDENTIFIER_TABLE

Controls access to the WLM cache identifier
table used to identify LPAR cache entries in the
WLM LPAR cluster structure.

IWMC3CST, IWMC3DST, IWMC3EVP,
IWMC3GLI, IWMCS3LRP, IWMC3LSR,
IWMCA4TSK, IWMS2ZMON

DCM_SYSZWLM_XxXxxyyyy

Controls access to the WLM Index Data Entry
that is used to identify I/O Subsystem data in the
WLM LPAR cluster structure. The CEC is
identified by number (xxxx is the serial number,
yyyy is the model number).

IWMCACPY, IWMCADEL, IWMCA4PRI,
IWMC4PRO, IWMC4RFS, IWMCA4SIO,
IWMC4TM2, IWMCATWK, IWMC4WRI

SERVERA4_appl_env

appl_env - is the 32-byte name of an application
environment, used to enforce the option of
restricting an application environment to one
address space per subsystem instance per
sysplex.

IWMW2CON acquires the ENQ; IWMW2DIS
releases it. GRS releases it during task or
memory termination of the connector.

SERVER4 _ttttaename

tttt - is the 4-byte subsystem type.

aename - is the 32-byte application environment
name.

Both tttt and aename must be padded by blanks.

IWMW2CON acquires the ENQ; IWMW2DIS
releases it. GRS releases it during task or
memory termination of the connector.

SYSZWTOR

REPLYNNnn

WTOR reply nnnn - IEAVVWTO, IEECB811

SYSZssss

MONITOR

Monitor - IGTDOO.

Note: ssss represents the subsystem name
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Major

Minor

Resource - Using Modules

SYSZxxxx

TTABaddr

TRACE tables where xxxx is the JES subsystem
(JES2, JESA, and so forth).

addr is a 4-byte address of a JES2 trace table
buffer. Enqueued shared by the JES2 subtask
and application address space users of TRACE.
Enqueues exclusive by the JES2 event trace log
processor.

AWAITING SPOOL SPACE

This is issued to serialize when the pool of
immediately usable spool track groups is
depleted, and address spaces must be queued
up until the JES2 address spaces refreshes it.
XXxX is the subsystem name.

CVCBnnnn

nnnn is the checkpoint version number.

TRACK GROUP ALLOCATION
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Chapter 7. Status Indicators for System Resources

This section describes the various locations used by the system to store status
information for its resources. Use [Figure 7-1] and [Figure 7-2|to help you locate the
general placement of the control blocks and fields described in this chapter.

shows the control blocks that contain system and address space
indicators in effect during normal operations. shows the control blocks
that contain status indicators for the system and address spaces after an abnormal
operation.

Status information is included in this chapter for the following system resources:
* Processors

* ENQ/DEQ control blocks

* WTO buffers and WTOR reply queue elements

* Service request block (SRB)

For a list of ENQ/DEQ names and associated resources, see [‘ENQ/DEQ Summary’1

fon page 6.9
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System Level

PSA w CV1 e PSA - Contalns PSW, Interruption codes,
- registers, and register save area
10 for lock manager and FLIHs.

o LCCA -Registers saved by FLIHs, program

2AC check OPSW.
* WSAVT - Contalns table of save area
addresses.
210
214
LCCA Global WSAVT
Ff—) CPU WSAVT
Address Space Level
ASCB LDA \SSRB ASCB - Contains lock
Indicator.

o3

LDA - Contalns Information
14 — B about address space
relatlve virtual

T

80 — storage and VSM
6C control block
polnters.
80
84 Lock ASXB - Contalns 72 byte
XSB save area.
IHSA - Contalns save area
for locally locked
Interrupts, PSW,
reglsters, and FRR
ASXB IHSA stack.
XSB
4 RB - Contalns PSW,
reglster save area,
20 — extended save area.
24 80
Save area TCB - Contains task mode
70 reglster save area.
— Local WSAVT
WSAVT -Contalns table of
save area addresses.
XSB - Contains cross
memory status,
PCLINK stack header,
TCB RB XSB CML lock
0 | information.
-20
30 -
Savearea
70 — 10 PSW
20 Savearea
First Problem
60| Extended Program Save Area
Savearea

Figure 7-1. System and Address Space Status Indicator Locations - Normal Status Areas
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System Level

LCCA

PSA
210
214

5\,

380

Coo

C38

— @RTIW

RTTW

+30

SDWA

EED

FLIH

Stack

RTIW

ﬁEED

A SDWA

Status Indicators

® | CCA - Contains program
check registers and PSW.
External FLIH registers.

® PSA - Contains PSWs,
interrupt codes, super
flags, pointer to the
current stack, and
pointer to the FLIH
stack. Location CO0
begins normal stack,
location C38 points to
the RTIW. RTIW,in
turn, points to the
SDWA and EED. Location
380 points to the
current stack.

Address Space Level

ASCB

ASSB

6C

ASXB

TCB

RB

SCB

EED

STCB

RTM2WA
N\

® ASSB - Contains address
space related information
to be kept above
16 megabytes.

® RB - Contains flags, PSW,
and registers.

® RTM2WA - contains error
data.

® STCB - Contains task related
information to be kept
above 16 megabytes.

® TCB - Contains completion
code, flags, and registers.

16C

! A sbwa

RTM2PREV

Previous
RTM2WA
Work Area

Figure 7-2. System and Address Space Status Indicator Locations - Error Status Areas
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Status Indicators

Processor Resources

1. Current address space identifier (ASID)
e The ASCBASID field of the ASCB is the ASID (2 bytes).
2. Current task control block (TCB)

e The PSATNEW field of the PSA is the pointer to the new TCB. The
PSATOLD field of the PSA is the pointer to the old TCB. If the old TCB
pointer, PSATOLD, is zero, an SRB has been dispatched.

* If the TCBRBP field of the TCB points to itself, instead of to a request block
(RB), the TCB is the pseudo-wait TCB and is not chained to any other TCB.

3. TCB Chain (by priority)
* Location X'10' points to the communication vector table (CVT).

e The CVTASVT field of the CVT points to the address space vector table
(ASVT).

e The ASVTENTY field of the ASVT begins a series of one word entries that
point to address space control blocks (ASCB), one for each active ASID.

* The ASCBASXB field of the ASCB points to the ASXB.
* The ASXBFTCB field of the ASXB points to the first TCB in the TCB queue.
* The ASXBLTCB field of the ASXB points to the last TCB in the TCB queue.

* The TCBBACK field of the TCB points to the previous TCB. In the first TCB
on the queue, this field contains a fullword of zeros.

4. Subtask chains (end of chain is always zero)
e The TCBOTC field of the TCB points to the TCB that attached this TCB.
* The TCBLTC field of the TCB points to the TCB most recently attached.
e The TCBNTC field of the TCB points to another TCB attached by the TCB.

e The region control task (RCT) TCB is the only TCB not created by an
ATTACH.

5. Dispatching
* Task dispatchability flags are in the TCBFLGS4 and TCBFLGSS fields of the
TCB. If any bit in these two bytes is set to 1, the TCB is nondispatchable. If
bit 7 of TCBFLGSS is set to 1, the reason for nondispatchability is indicated
by a flag bit set to 1 in the TCBNDSP1, TCBNDSP2, or TCBNDSP3 field of
the TCB. See |z/0S MVS Data Areas, Vol 5 (SSAG-XTLST)|

Memory Resources — ENQ/DEQ Control Blocks

1. Queue control block (QCB).
CVT + X'1BO0' points to the GVT.
* GVT + X'10' points to the GVTX.
e GVTX + X'A4' points to the GQHT.
e GVTX + X'A8' points to the LQHT.
* QEL + X'24' points to the QCB to which the QEL is anchored.

Each entry of each QHT points to a QCB synonym chain. The QCB synonym
chain consists of QCBs that define resources that hash to this entry in the QHT.

2. Queue element (QEL).
* QCB + X'8' points to the first QEL on the requestor queue.
* QCB + X'C' points to the last QEL on the requestor queue.
* ASCB + X'110' points to the first QEL on the global QEL queue.
* ASCB + X'114' points to the first QEL on the local QEL queue.
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e GVTX + X'AC' points to the SYSID/ASID hash table (each entry of the
SYSID/ASID hash table points to a QEL).

QXB.
There is one QXB for each request. Each QXB is pointed to by a QEL.

The GVTX, GQHT, LQHT, QCB, QEL, QXB, and SAHT reside in the global
resource serialization address space.

In IPCS, the ANASYZE subcommand performs contention analysis.

In IPCS, the VERBEXIT GRSTRACE subcommand formats global resource
serialization control blocks.

WTO Buffers and WTOR Reply Queue Elements

1.

WQE (write queue element) exists in the COMMTASK address space.
e The CVTCUCSB field of the CVT points to the UCM.

*« UCM + X'18' points to the first WQE (or zero).

« UCM + X'3C' points to the last WQE (or zero).

* UCM + X'1C' points to the first ORE (or zero).

« WQE + 1 (3 bytes) points to the next WQE (or zero).

* ORE + 1 (3 bytes) points to the next ORE (or zero).

* UCM + X'2D' (1 byte) is maximum number of OREs.

* UCM + X'2E' (2 bytes) is maximum number of WQEs.
« UCM + X'34' (4 bytes) is number of active WQEs.

* UCM + X'38' (2 bytes) is number of outstanding OREs.

In IPCS, the COMCHECK subcommand performs communications task analysis

and lists outstanding WTORSs.

Service Request Block (SRB)

1.

2.

Global SRB (enqueued on global service priority list)
e The CVTGSPL field of the CVT points to SVTGSPL in the SVT.

* The SVTGSPL field of the SVT points to the SRB on the global service
priority list (GSPL).

* The SVTGSMQ field of the SVT points to the first SRB on the global service

management queue (GSMQ).
Local SRB (processing based on an address space priority)

e The ASCBLSPL field of the ASCB points to the local service priority list
(LSPL).

* The ASCBLSMQ field of the ASCB points to the local service management

queue (LSMQ).

Chapter 7. Status Indicators for System Resources
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Chapter 8. Storage Summary

This summary briefly describes the use of storage in MVS. Topics are:

» Storage maps
» Storage protection
* Storage subpools

Reference

See [z/0S MVS Initialization and Tuning Guidg for more information on storage

usage.

Storage Maps

The following figures describe the layout of central and virtual storage. For a

description of the prefixed storage area (PSA), see the PSA control block section in

lz/0S MVS Data Areas, Vol 3 (IVT-RCWK)|

Extended LSQA

Extended SWA

Extended Y

Extended 229/230/249

Private

\A~ )%

Extended
User
Region

R

Extended CSA

Extended MLPA

Extended

Extended FLPA

Common 4

Extended PLPA

Extended SQA

Extended NUC

Ve

NUC

SQA

PLPA

Common 4

FLPA

MLPA

CSA

™~ 7~

LSQA

SWA

Private

229/230/249 (Authorized User Key)

User
Region

System Region

Common {

PSA

Figure 8-1. Virtual Storage Layout for Single Address Space
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EXT LSQA EXT LSQA EXT LSQA
EXT SWA EXT SWA EXT SWA
EXT 229/230/249 EXT 229/230/249 EXT 229/230/249
VUSER Y UseR o Y GsER DD
~ REGION 7~ REGION 7 REGION N
EXT CSA
EXT MLPA
EXT FLPA
EXT PLPA
EXT SQA
EXT NUC
NUC
SQA
PLPA
FLPA
MLPA
CSA
Real Storage LSQA LSQA LSQA
System Region SWA SWA SWA
& 229/230/249 229/230/249 229/230/249
Pageable
Area
V=R Job 3 V=R Job 3
V=R Job 2 V=R Job 2
V=R Job 1 V=R Job 1
PSA PSA PSA PSA

Figure 8-2. Mapping of V=R Regions Into Central Storage

Storage Protection

8-2

For each 4-kilobyte block of central storage, there is a 7-bit control field, called a
storage key . This key is used as follows:

Access Control Bits

Bits 0-3 are matched against the 4-bit protection key in the program status word
(PSW) whenever information is stored, or whenever information is fetched from a
location that is protected against fetching.

The 16 protection keys provided by the PSW (and matched against the access
control bits) are assigned as follows:
Key  Assigned to:

0 Supervisor and other system functions that require access to all areas of
storage

Job scheduler, job entry subsystem (JES), APPC, and TSO/E
VSPC
Availability manager (AVM)

N W N P

Reserved
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5 Data management, including Open/Close/EOV
6 TCAM and VTAM
7 IMS™ and DB2®

8-9 All V=V problem programs
10-15 V=R problem programs (each protected by a unique protection key)

Fetch Protection Bit

Bit 4 indicates whether protection applies to fetch-type references. A zero indicates
that only store-type references are monitored, and that fetching with any protection
key is permitted; a one indicates that protection applies to both fetching and storing.
No distinction is made between the fetching of instructions and the fetching of
operands.

Reference Bit

Bit 5 is associated with dynamic address translation (DAT). It is normally set to one
whenever a location in the related 4-kilobyte storage block is referred to for either
storing or fetching of information.

Change Bit

Bit 6 is also associated with DAT. It is set to one each time that information is
stored into the corresponding 4-kilobyte block of storage.

Storage Subpools

A subpool is a group of logically related storage blocks identified by a subpool
number. In a request for virtual storage, a subpool number indicates the type of
storage that is requested. lists the subpools and their attributes. Be sure
to read the notes at the end of the table where applicable.

Reference

See [z/0S MVS Programming: Authorized Assembler Services Guide for more
information about subpools.

Table 8-1. Storage Subpools and Their Attributes

Subpool Location Fetch Type Owner Storage Key See
Protection Notes ™ at
Decimal End of
Table
(Hex)
0-127 Private low Yes Pageable | Task. Same as TCB 1,6,8,10,11
key at time of
(O-?F) TCB identified in note 11. first Storage
request.
129 Private low Yes Pageable |Job step. Selectable. See |[1,11
Table 8-2 o
(81) TCB whose address is in age 8-9.

TCBJSTCB of TCB
identified in note 11.
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Table 8-1. Storage Subpools and Their Attributes (continued)

Subpool Location Fetch Type Owner Storage Key See
Protection Notes ™ at
Decimal End of
Table
(Hex)
130 Private low No Pageable |Job step. Selectable. See |1,11
Table 8-2 o
(82) TCB whose address is in page 8-8
TCBJSTCB of TCB
identified in note 11.
131 Private low Yes Pageable |Job step. Selectable. See |1,6,7,11
Table 8-2 0
(83) TCB whose address is in age 8-9.
TCBJSTCB of TCB
identified in note 11.
132 Private low No Pageable |Job step. Selectable. See |1,6,7,11
Table 8-2 o
(84) TCB whose address is in age 8-8.
TCBJSTCB of TCB
identified in note 11.
203 Private ELSQA |No DREF Task. 0 2,4,13
(CB) TCB shown in|TabIe 8-3 on|
|Qage 8-1§_)|r
204 Private ELSQA |No DREF Job step. 0 2,4,13
(CO) TCB whose address is in
TCBJSTCB of TCB shown
in [Table 8-3 on page 8-10
205 Private ELSQA |No DREF Address space 0 2,4,13
(CD)
213 Private ELSQA | Yes DREF Task. 0 2,4,13
(D5) TCB shown in|TabIe 8-3 on|
|page 8-15_)|r
214 Private ELSQA | Yes DREF Job step. 0 2,4,13
(D6) TCB whose address is in
TCBJSTCB of TCB shown
in [Table 8-3 on page 8-10,
215 Private ELSQA |Yes DREF Address space 0 2,4,13
(D7)
223 Private ELSQA |Yes Fixed Task. 0 2,4
(DF) TCB shown in|TabIe 8-3 on|
|page 8-1g_ir
224 Private ELSQA |Yes Fixed Job step. 0 2,4
(EO) TCB whose address is in
TCBJSTCB of TCB shown
in [Table 8-3 on page 8-10
225 Private ELSQA |Yes Fixed Address space 0 2,4
(E1)
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Table 8-1. Storage Subpools and Their Attributes (continued)

Storage Summary

Subpool Location Fetch Type Owner Storage Key See
Protection Notes ™ at
Decimal End of
Table
(Hex)
226 Common SQA No Fixed System 0 3,5
(E2)
227 Common Yes Fixed System Selectable. See |1
CSA/ECSA Table 8-2 o
(E3) page 8-8
228 Common No Fixed System Selectable. See |1
CSA/ECSA Table 8-2 0
(E4) age 8-8,
229 Private high Yes Pageable | Task. Selectable. See |1
Table 8-2 o
(E5) TCB shown in|TabIe 8-3 on| age 8-8.
lpage 8-10
230 Private high No Pageable | Task. Selectable. See |1
Table 8-2 0
(E6) TCB shown in|TabIe 8-3 on| age 8-8.
lpage 8-10
231 Common Yes Pageable | System Selectable. See |1
CSA/ECSA Table 8-2 o
(E7) age 8-8
233 Private No Fixed Task. 0 2
LSQA/ELSQA
(E9) TCB shown in|TabIe 8-3 on|
lpage 8-10
234 Private No Fixed Job step. 0 2
LSQA/ELSQA
(EA) TCB whose address is in
TCBJSTCB of TCB shown
in [Table 8-3 on page 8-10|
235 Private No Fixed Address space 0 2
LSQA/ELSQA
(EB)
236 Private high No Pageable | Task. 1 2,12
(EC) TCB identified in note 12.
237 Private high No Pageable | Task. 1 2,12
(ED) TCB identified in note 12.
239 Common Yes Fixed System 0 2
SQA/ESQA
(EF)
240 Private low Yes Pageable | Task. Same as TCB 1,9,10,11
key at time of
(FO) TCB identified in note 11. first storage
request.
241 Common No Pageable |System Selectable. See |1
CSA/ECSA Table 8-2 o
(F1) age 8-8
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Table 8-1. Storage Subpools and Their Attributes (continued)

Subpool Location Fetch Type Owner Storage Key See
Protection Notes ™ at
Decimal End of
Table
(Hex)
244 Private Low No Pageable |Job step. Selectable. See |1
Table 8-2 o
(F4) TCB whose address is in page 8-8
TCBJSTCB of TCB
identified in note 11.
245 Common No Fixed System 0 2
SQA/ESQA
(F5)
247 Common ESQA |Yes DREF System 0 2,4,13
(F7)
248 Common ESQA |No DREF System 0 2,4,13
(F8)
249 Private high No Pageable |Job step. Selectable. See |1
Table 8-2 0
(F9) TCB whose address is in age 8-9.
TCBJSTCB of TCB shown
in [Table 8-3 on page 8-10
250 Private low Yes Pageable | Task. Same as TCB 1,9,10,11
key at time of
(FA) TCB identified in note 11. first storage
request.
251 Private low Yes Pageable |Job step. Same as TCB 1,10
key at time of
(FB) TCB whose address is in first storage
TCBJSTCB of TCB shown request.
in [Table 8-3 on page 8-10|
252 Private low No Pageable |Job step. 0 1
(FC) TCB whose address is in
TCBJSTCB of TCB shown
in [Table 8-3 on page 8-10,
253 Private No Fixed Task. 0 2
LSQA/ELSQA
(FD) TCB shown in|TabIe 8-3 on|
|page 8-1Ql
254 Private No Fixed Job step. 0 2
LSQA/ELSQA
(FE) TCB whose address is in
TCBJSTCB of TCB shown
in [Table 8-3 on page 8-10
255 Private No Fixed Address space 0 2
LSQA/ELSQA
(FF)
Notes:

1. Virtual storage is first backed by central storage when it is referenced or when
it is page-fixed by a program using the PGSER macro. The location of the
central storage backing this subpool depends on the value of the LOC
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parameter on the GETMAIN, STORAGE, or CPOOL macro invocation used to
obtain the storage. Central storage is assigned below 16 megabytes only if
one of the following is true:

e The program obtaining the storage specified LOC=BELOW when obtaining
the storage.

* The program obtaining the storage resides below 16 megabytes, specified
LOC=RES either explicitly or by default, and specified a subpool supported
below 16 megabytes.

Central storage backing this subpool can be above or below 16 megabytes.
Central storage backing this subpool resides below 16 megabytes.

This subpool is valid only when allocating virtual storage above 16 megabytes.
Both virtual and central storage for this subpool must be below 16 megabytes.

Subpools 0-127, 131, and 132 are the only valid subpools for unauthorized
programs. A request by an unauthorized program for a subpool other than
0-127, 131, or 132 causes abnormal termination of the program.

A program can issue a request to obtain or release storage from subpool 131
or 132 in a storage key that does not match the PSW key under which the
program is running. However, the system will accept the storage request only if
the requesting program is authorized in one of the following ways:

* Running in supervisor state
* Running under PSW key 0-7

* APF-authorized (valid for GETMAIN, FREEMAIN, and CPOOL macros, not
STORAGE)

e Having a PSW-key mask (PKM) that allows it to switch its PSW key to
match the storage key of the storage specified. On a request to release all
the storage in the subpool, the program must be able to switch its PSW key
to match all the storage keys in the subpool.

For information about the function and structure of the PKM, and information
about switching the PSW key, see Principles of Operation.

Subpool 0 requests by programs in supervisor state and PSW key 0 are
translated to subpool 252 requests and assigned a storage key of 0.

Subpool 240 and 250 requests are translated to subpool 0 requests. This
permits programs running in supervisor state and PSW key 0 to acquire or free
subpool 0 storage. If a program is running in supervisor state and key 0, the
system translates subpool 0 storage requests to subpool 252 storage requests.

The system assigns the storage key based on the key in the requesting task’s
TCB at the time of the task’s first storage request, not the current key in the
TCB (unless this is the task’s first storage request).

The GSPV, SHSPV, and SZERO parameters on the ATTACH or ATTACHX
macro invocation used to create the currently active task determine which TCB
owns the storage in this subpool. These parameters specify the subpools to be
owned by the subtask being attached (GSPV) and the subpools to be shared
by the attaching task and the subtask being attached (SHSPV, SZERO). If the
currently active task was given ownership of the subpool, then the TCB of the
currently active task owns the storage in this subpool. If the currently active
task is sharing this subpool with the task that created it, then the TCB of the
attaching task owns the storage in this subpool. For more information, see the
descriptions of the ATTACH and ATTACHX macros in [zZ0S MVS Programming]
[Authorized Assembler Services Reference ALE-DYN and the virtual storage
management topic in|z/0S MVS Programming: Assembler Services Guidg
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12.

13.

Virtual storage is located within the scheduler work area (SWA). The storage is
freed at the end of the started task or at initiator termination for subpool 236
and at the end of the job for subpool 237. The NSHSPL and NSHSPV
parameters on the ATTACH or ATTACHX macro invocation used to create the
currently active task determine ownership of the subpool. If the currently active
task was given ownership of the subpool, then the TCB of the currently active
task owns the storage in this subpool. If the currently active task is sharing this

subpool with the attaching task, then the TCB of the attaching task owns the
storage in this subpool. For more information, see the description of the

ATTACH and ATTACHX macros in[z/0S MVS Programming: Authorized

[Assembler Services Reference ALE-DYN and the virtual storage management

topic in|z/OS MVS Programming: Assembler Services Guidd, For additional

information about the SWA, see [z/0S MVS Initialization and Tuning Guidg,

If a GETMAIN macro is issued in AMODE 31 for a DREF subpool, the

LOC=BELOW parameter is ignored. VSM gives the user storage above 16M.

Storage Keys for Selectable Key Subpools

|iable 8-2| provides detailed information about the subpools with selectable storage
keys (as listed in|Table 8-1 on page 8-3).

Table 8-2. Storage Keys for Selectable Key Subpools

Subpool Macros and Parameters torage Key
129-132 + GETMAIN with LC, LU, VC, VU, EC, EU, or R; The storage key equals the
BRANCH not specified caller's PSW key. (The KEY
- FREEMAIN with LC, LU, L, VC, VU, V, EC, EU, E, or | Parameteris not allowed.)
R; BRANCH not specified.
¢ STORAGE with OBTAIN or RELEASE;
CALLRKY=YES is specified
» GETMAIN with LC, LU, VC, VU, EC, EU, or R; The storage key is 0. (The KEY
BRANCH=YES specified parameter is not allowed.)
« FREEMAIN with LC, LU, L, VC, VU, V, EC, EU, E, or
R; BRANCH=YES specified
+ GETMAIN with RC, RU, VRC, VRU; BRANCH not | The storage key is the key the
specified caller specifies on the KEY
- FREEMAIN with RC, RU; BRANCH not specified parameter. If KEY is not specified,
Wi ' ' pectll the default equals the caller’s
* CPOOL with BUILD PSW key.
« GETMAIN with RC, RU, VRC, VRU; BRANCH=YES | The storage key is the key the
specified caller specifies on the KEY
.« FREEMAIN with RC. RU- BRANCH=YES ified parameter. If KEY is not specified,
Wi o - specihie the default is zero.
* STORAGE with OBTAIN or RELEASE;
CALLRKY=YES is omitted, or CALLRKY=NO is
specified
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Storage Summary

Subpool

Macros and Parameters

torage Key

227-231, 241, 244,
249

All GETMAIN requests with BRANCH not specified
All FREEMAIN requests with BRANCH not specified

STORAGE with OBTAIN or RELEASE;
CALLRKY=YES specified

The storage key equals the
caller's PSW key. (For RC, RU,
VRC, and VRU, the KEY
parameter is ignored. For other
GETMAIN and FREEMAIN
requests, the KEY parameter is
not allowed.)

GETMAIN with LC, LU, VC, VU, EC, EU, or R;
BRANCH=YES specified

FREEMAIN with LC, LU, L, VC, VU, V, EC, EU, E, or
R; BRANCH=YES specified

The storage key is 0 (The KEY
parameter is not allowed.)

GETMAIN with RC, RU, VRC, VRU; BRANCH
specified

Note: BRANCH=(YES,GLOBAL) is not valid for
subpools 229, 230, 244, and 249.

FREEMAIN with RC, RU; BRANCH specified
Note: BRANCH=(YES,GLOBAL) is not valid for
subpools 229, 230, 244, and 249.

STORAGE with OBTAIN or RELEASE;
CALLRKY=YES omitted, or CALLRKY=NO specified

The storage key is the key the
caller specifies on the KEY
parameter. If KEY is not specified,
the default is zero.

CPOOL with BUILD

The storage key is the key the
caller specifies on the KEY
parameter. If KEY is not specified,
the default equals the caller’s
PSW key.

Task Owned and Job Step Owned Storage

[Table 8-3 on page 8-10|shows how the system determines the input TCB for task or
jobstep owned storage.

For task owned storage, the owning TCB is the input TCB.

For job step owned storage, the owning TCB is the job step task TCB of the input
TCB shown in[Table 8-3 on page 8-10]
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Table 8-3. How the System Determines the Input TCB for Task Owned Storage

Macro

Conditions

nput TCB

vent Causing Storage to
be Freed

GETMAIN and FREEMAIN
macros

If the caller specifies SVC
entry

TCB of the currently active
task, whose address is in
PSATOLD

Currently active task
terminates

If the caller specifies local
branch entry and specifies
GPR 4 with a value of zero

TCB owning the
Cross-memory resources in
the target address space,
whose address is in
ASCBXTCB

Task, whose TCB address
is in ASCBXTCB,
terminates

If the caller specifies local
branch entry and specifies
GPR 4 with a nonzero
value

TCB address specified by
the caller in GPR 4

Task, whose TCB address
is passed in GPR 4,
terminates

STORAGE macro

If the caller is in task mode
and the target address
space is the home address
space

TCB of the currently active
task, whose address is in
PSATOLD

Currently active task
terminates

If the caller is in SRB mode
or the target address space
is not the home address
space

TCB owning the
Cross-memory resources in
the target address space,
whose address is in
ASCBXTCB

Task, whose TCB address
is in ASCBXTCB,
terminates

If the caller specifies the
TCBADDR parameter

TCB specified by the caller
with the TCBADDR
parameter

Task whose TCB address is
specified with the
TCBADRR parameter
terminates

CPOOL macro

If the caller omits the TCB
parameter

TCB of the currently active
task, whose address is in
PSATOLD

Currently active task
terminates

If the caller specifies the
TCB parameter with a value
of 0

TCB owning the
Cross-memory resources in
the target address space,
whose address is in
ASCBXTCB

Task, whose TCB address
is in ASCBXTCB,
terminates

If the caller specifies the
TCB parameter with a
nonzero value

TCB specified by the caller
with the TCB parameter

Task, whose TCB address
is specified with the TCB

parameter, terminates

8-10
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Chapter 9. Error Recording on the Logrec Data Set

able 9-1|lists the incidents and the types of records that can be recorded on the

logrec data set for each incident. The following notes describe how to read the

figure.

Notes:

1. When indicated, the notes (A through M) at the end of the figure give more

information on the record types specified for the incident.
2. Reading horizontally, the numbers in [Table 9-1]indicate the approximate
chronological creation of the record types that can be recorded for each
incident. For example, a permanent channel control check incident generates
SLH records (Note A) before generating a long OBR record (Note B).

3. An asterisk (*) denotes mutually exclusive, device-dependent records. For

example, an EOV request on an IBM magnetic tape drive (3420, 3422, 3430)
generates a long OBR record (Note D). The MDR record is ignored (Note E).

Reference

See [z/0S MVS Diagnosis: Tools and Service Aidg for information about initializing

the logrec data set.

Table 9-1. Incident/Record Table

Incidents

Record Types

ANR

CRW | DDR

EOD

IPL

10S

MCH

MDR

MIH

OBR,
Long

OBR,
Short

Soft-
ware

SLH

Abend

Address Limit Check

1(A)

Buffer Overflow

Channel Control
Check

2(B)

1(A)

Channel Data Check

2(B)

1(A)

Channel End
(Missing)

1(F)

Channel Report
Word

CLOSE Request
(Demount)

1%(E)

1%(D)

Central Processor
Failure

DASD Service
Required

1(K)

DDR Swap
(Demount)

1%(E)

1%(D)

Deallocate Condition
(Demount)

1%(E)

1%(D)

Device End (Missing)

1(F)

DFDSS Demount

1(C)

Dynamic Pathing
Validation

EOD Command
(Demount or System
Ending)

3(E)

2(D)

1(H)

© Copyright IBM Corp. 1988, 2002
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Table 9-1. Incident/Record Table (continued)

Incidents

Record Types

ANR

CRW

DDR

EOD IPL I0S MCH | MDR

MIH

OBR,
Long

OBR,
Short

Soft-
ware

SLH

EOV Request
(Demount)

1%(E)

1%(D)

ETR External
Interrupt

(L)

ETR Failure

(L)

ETR-Related
Machine Checks

1L

Hot 1/0 Conditions

Interface Control
Check

2(B)

1(A)

Intermittent Failure -
1/0 Devices

1%G)

1%G)

Incorrect SVC Issued

IPL (System
Initialization)

Lost Records

10J)

Measurement Check

Non-ABEND
Software Failure

Paging I/O Error

2(1)

Path Failures

Permanent Failure -
1/0 and TP Devices

1*

1*

Program Check

Restart Key Pressed

Serial Link Degraded

1(M)

Serial Link Failure

1(M)

Statistic Counter
Overflow

Statistic Counter
Overflow - TP
Devices and Variable
Length Table Entries

Storage Failure

2(1)

Storage Key Failure

2(1)

System Restartable
Wait

Temporary Device
Failure

1%©)

1%©)

Vary Offline

1%©)

Note: (letters in parentheses indicate the following):

A

Created one SLH record for each ERP retry attempt for same
incident before considering error to be permanent.

Created only if condition is permanent (uncorrectable).
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Created only for devices with a buffered log and removable disk
packs (such as the IBM 3330, 3340, 3344, and 3850).

Created only for the IBM magnetic tape drives (3420, 3422, 3430).
For EOD command, created randomly and can precede short OBR
records or follow MDR records.

Created only for devices with buffered logs (such as the IBM 3330,
3340, 3344, 3350, 3375, 3380, and 3850). For EOD command,
created randomly and can precede or follow short and long OBR
records.

Not created for teleprocessing devices other than the local
3704/3705 and 3791.

Created only for those devices having an ERP that records certain
intermittent or permanent incidents (such as the ERPs for the IBM
3330, 3340, 3344, 3350, 3375, 3380, and 3850).

Created randomly; MDR and long OBR records can precede short
OBR records.

Created only for hard machine failures which indicate recording on
the logrec data set.

Although lost records are reported in a software record, the records
lost may be software or hardware records or both.

Created to report servicing needs for any I/O device that supports
service information message (A3).

Created for ETR incidents (port changes, failures).

Created for serial link incidents (degradation, failure).

Record Header

All records on the logrec data set contain a standard 24-byte header followed by
data that is specific for the record type and the device type or machine model. The
header provides the information necessary to identify the type and origin of the

record.

Type information - which defines the specific type of record, the specific source
of the record, the general reason the record was made, and any special
record-dependent attributes (such as record length, content, hardware features,

Origin information - which includes the operating system the record was
generated on, the generating program, the time and date the record was
generated, the processor identity, and the processor serial number on which the
record was generated. For a multiprocessing system, the processor that
generated the record may not be the processor on which the incident occurred.

Record Type Indicators

The following list identifies the valid record types or classes (the first hexadecimal
digit, bits 0 through 3, of the record) and specific record sources (second digit, bits

4 through 7).

1x

Machine Check (MCH record)

MCH.
MCH in the system.
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2X Channel Subsystem records
SLH.
CRW.
3x Unit Check (OBR record)
@l OBR; unit check.
TCAM OBR.
el VTAM OBR.
DPA OBR.
4x Software Error (software record)
|| Software-detected software error.
Hardware-detected software error.
Operator-detected error.
Hardware-detected hardware error.
Symptom record.
@ Lost record summary.
5x System Initialization (IPL record)
Bal IPL.
6X Reconfiguration (DDR record)
)| DDR.
7X Missing Interruption (MIH record)
MIH.
8x System Ending (EOD record)
30| EOD.
31 System-initiated end; restart not possible.
34 EOD from IOS; restart possible.
9x Non-Standard (MDR record)
bal SVC 91.
01 MDR.
AX Asynchronous Notification Record (ANR)
ETR
LMI
SIM
Cx I0S Recovery records
Dynamic pathing services validation (DPSV).

Record Format

The format of the records represented in this chapter is:

Offset Size (bytes)
Dec Hex Alignment (bits) Field Name Description

The meanings are:

Offset The numeric address of the field relative to the beginning of the
data area.
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Dec Hex

Size (bytes)

Error Recording

The first number is the offset in decimal, followed by the
hexadecimal equivalent in parentheses. Example: 16 (10).

Alignment (bits)

The field size in bytes.

This column also shows the bit settings of switch fields. Significant
bit settings are shown and described. Users should not use the
reserved bits. The alignment or state of the bits in a byte is as

follows:
X..
1. ...
0... ...
...... 11
Field Name
Description

The eight bit positions (0 through 7) in a byte. For
ease of scanning, the high-order (left-hand) four bits
are separated from the low-order four bits.

A reference to bit 1.
Bit zero is on.
Bit zero is off.

A reference to bits 6 and 7.

A symbol that identifies the field.

The use of a field. Where the field’'s use relates directly to a value

coded by a user, the coded value is shown. Where the hexadecimal
code for a particular bit setting would be helpful, it is shown
separated from the rest of the description.

Logrec Data Set Header Record

Table 9-2. Format of the logrec data set Header Record

Offset

Size (bytes)
Dec Hex Alignment (bits) Field Name Description

0 (0) 2 CLASRC Header record identifier. Each bit in this field is set to 1 unless critical
data has been destroyed.

2 2) 4 LOWLIMIT Address of low extent. Track address (in CCHH format) of first extent of
the logrec data set.

6 (6) 4 UPLIMIT Address of high extent. Track address (in CCHH format) of last extent
of the logrec data set.

10 (A) 1 MSGCNT Count of the number of times that the LOGREC-full message (IFB040I)
has been issued. The maximum number is 15.

11 (B) 7 RESTART Address of record entry area and the time stamp record. Starting track
address (in BBCCHHR format) for recording area on the logrec data
set.

18 (12) 2 BYTSREM Remaining bytes on track. Number of bytes remaining on track upon
which last record entry was written.

20 (14) 2 TRKCAP Total bytes on track. Number of bytes which can be written on a track of
volume containing the logrec data set.

22 (16) 7 LASTTR Address of last record written. Track address (BBCCHHR format) of last
record written on the logrec data set.

29 (1D) 2 TRKSPER Highest addressable track for each cylinder on volume containing the
logrec data set.

31 (1F) 2 EWMCNT Warning count. Number of bytes remaining on early warning message
track of the logrec data set when 90% full point of data set is reached.
When this is detected by a recording routine, it issues a message and
turns on early warning message switch at displacement 38.
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Table 9-2. Format of the logrec data set Header Record (continued)

Offset Size (bytes)

Alignment (bits)

Dec Hex Field Name

Description

33 (21) 1 DEVCODE

Device code. Code indicating device type of volume on which the logrec
data set resides:

Code Device
04 2302
07 2305 Model Il

09 3330 and 3333 Model | or 3350 operating in 3330-1
compatibility mode.

0A 3340 and 3344
0B 3350 native mode
0oC 3375

0D 3330 and 3333 Model Il or 3350 operating in 3330-II
compatibility mode.

OE 3380
OF 3390 device.

34 (22) 4 EWMTRK

Early warning message track. Track address (in CCHH format) on which
90% full point for data set exists.

38 (26) 1 EWMSW

Switch byte:

90% full point message has been issued. This switch is turned on by
recording routine detecting 90% full point and is turned off by EREP
when clearing the logrec data set to hexadecimal zeros.

XXX XXXX

Reserved.

39 (27 1 SFTYBYTS

Check byte. Each bit in this field is set to 1 and is used to check validity
of header record identifier.

Logrec Data Set Time Stamp Record

Table 9-3. Format of the Time Stamp Record

Offset Size (bytes)
Dec Hex Alignment (bits) Field Name Description
0 (0) 1 CLASRC Class/Source:
1...11 Time stamp record.
1 (1) 1 OPSYS System/Release level:
100. .... Operating System (OS)/Virtual Storage (VS)2.
bits 3-7
0-1F Release level 0-31.
2 2) 4 Swi Record switches:
Byte O
1. ... More records follow.
0... ... Last record.
A Time-of-day clock instruction issued. Used in conjunction with date and
time values at displacements 8 and 12.
WA Record truncated. (Not used for time stamp record.)
L1 Record created by MVS/SP™ Version 2, 3, or 4.
WL TIME macro used.
e XXX Reserved.
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Table 9-3. Format of the Time Stamp Record (continued)

Offset Size (bytes)
Dec Hex Alignment (bits) Field Name Description
Bytes 1 and 2 Not used for time stamp record.
Byte 3 Incremental release number (alphanumeric) of operating system.
(6) 2 Not used for time stamp record.
8 (8) 4 DATE System date for IPL records (updated by input/output supervisor (I0S)
outage recorder at 3 minute time intervals).
12 © 4 TIME System time for IPL records (updated by 10S outage recorder at 3
minute time intervals).
16 (10) 1 VERNO Machine version code.
17 (12) 3 CPUSER Central processor serial number.
20 (14) 2 CPUMODEL Central processor machine model number (for example, 3090™).
22 (16) 2 MCELLNG Reserved.
24 (18) 16 Reserved.

Asynchronous Notification Record (ANR) Records

ANR records are recorded on the logrec data set for information:
* Related to the Sysplex Timer®

» Gathered for a particular link incident

» To report the need for 3990 or 3390 service

The three types of ANR records are:

» External timer reference (ETR) records for Sysplex Timer incidents (Al)

* Link maintenance information (LMI) records (A2)

» Direct access storage device-service information message (DASD-SIM) records

(A3)

Automatic Problem Reporting

When MVS creates the following logrec records and the error is unique, the
Hardware Management Console creates a problem record (PMR) in RETAIN* to
notify IBM that service is needed.

* ETR record

* DASD-SIM record

External Timer Reference (ETR) Record

An ETR provides signals that can be used to synchronize all time-of-day (TOD)
clocks in an installation. Each ETR provides a nhumber of ports that can be
connected to the central processing complexes (CPC). The on-time event (OTE)
signal checks that the synchronization is correct. An ETR record is recorded on the
logrec data set when an ETR-related event is processed.

ETR is the MVS generic name for the IBM Sysplex Timer (9037).

Table 9-4. Format of the ETR Record

Offset Size (bytes)
Dec Hex Alignment (bits) Field Name Description
0 (0) 1 A1KEY1 Class/Source:
1010 0011 External Timer Reference Record; type = X'Al".
1 (1) 1 A1KEY2 System/Release level:
100. .... OS/VS2.
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Table 9-4. Format of the ETR Record (continued)

Offset Size (bytes)
Dec Hex Alignment (bits) Field Name Description
L0 XOXXXX Release level 0-1F.
2 2) 1 A1SMS Record-independent switches:
1. .. More records follow.
0... ... Last record.
Ao Time-of-day (TOD) clock instruction issued.
Wl Record truncated.
N Record created by MVS/SP Version 2, 3, or 4.
WL TIME macro issued.
ceee XXX Reserved.
3 ) 3 Record-dependent switches:
Byte 0 A1SW1 Reserved.
Byte 1 A1SW2 Reserved.
Byte 2 A1SW3 Reserved.
6 (6) 1 A1RCDCT Record count:
XXXX ... Record sequence number.
ceee XXXX Total number of physical records in this logical record.
@) 1 Reserved.
(8) 4 A1DT System date of incident.
12 ©) 4 A1TIME System time of incident.
16 (10) 1 A1VER Machine version code.
17 (12) 3 A1SER Central processor serial number.
20 (14) 2 A1MOD Central processor machine model number.
22 (16) 2 A1CEL Reserved.
END OF STANDARD HEADER
Word 1 The ETR-attachment-status word
24 (18) bits 0-15 ETRCTLRG The current values in the ETR-attachment control register.
Byte 0
1. .. CREO Port 0 selection control.
A CRE1 Port 1 selection control.
XX e Reserved.
I CRETR ETR installed.
e XX, Reserved.
....... 1 CRAPC Alternate port control.
Byte 1
25 (19) 1. ... CRPOM Port availability change mask for port 0.
Ao CRP1M Port availability change mask for port 1.
XX X Reserved.
L1 CREAM ETR alert interrupt mask.
WA CRESM ETR synchronization check interrupt mask.
....... 1 CRSLM Switch to local interrupt mask.
Byte 2
26 (1A) 1. ... CSYN When 1, indicates that the configuration is currently in local stepping
mode; otherwise, the configuration is in the ETR-stepping mode.
XXX Reserved.
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Table 9-4. Format of the ETR Record (continued)

Error Recording

Offset Size (bytes)
Dec Hex Alignment (bits) Field Name Description
R CCSID The CPC side ID of the side whose ports are currently supplying ETR
signals used by the configuration.
L X Reserved.
WA CCSPN When bit 16 is 0, the port number of the stepping port; otherwise,
unpredictable.
....... 1 CCDPN When bit 16 is 0, the port number of the data port; otherwise,
unpredictable.
Byte 3
27 (1B) XXXX ... CPSO Current® port 0 state.

ceee XXXX CPS1 Current port 1 state.

Word 2 The ETR-data status word
28 (10) Bytes 0-1 Zeros.

Byte 2
30 (1E) XXXX ... Reserved.

o OCsID The ID of the CPC side with the active ETR port at the most recent
ETR OTE.

e XX Reserved.

....... 1 OCPN The port number of the data port at the most recent ETR-data OTE.

Byte 3

31 (1F) 1. .. VWORD4 When 1, word 4 of the ETR attachment information is valid.

A VWORD5 When 1, word 5 of the ETR attachment information is valid.

% VWORD6 When 1, word 6 of the ETR attachment information is valid.

N R VWORD7 When 1, word 7 of the ETR attachment information is valid.

cee XXXX Reserved.

Words 3 and 4 The TOD-clock value at last OTE.

Word 5 The ETR-data word 1

Byte O

40 (28) bits 0-7 The ETR-alert field.

1. ... UNTN The untuned bit. Indicates the tuning status of the link connected to the
CPC port by which the ETR data in bytes 16-31 of the ETR-attachment
information block was received. When 0, all link segments in the path
from the ETR to the CPC are tuned or ETR does not provide the
link-tuning function. When 1, the ETR provides the link-tuning function
but one or more link segments in the path are not yet tuned.

X.. Reserved.

WA SRV The service request bit. When this bit changes values a value change in
the reason code field occurs.

X XXX Reserved.

....... 1 TADJ When this bit changes value, a time adjustment has occurred. The
contents of either the biased-local-time-offset or the biased-UTC-offset
field are also changed.

Byte 1

41 (29) XXX, e Reserved.
11111 SCID The ETR-network ID. Identifies the time source for all CPCs directly
connected to the ETR.

Byte 2

42 (2A) XXX. ... Reserved.
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Table 9-4. Format of the ETR Record (continued)

Offset Size (bytes)
Dec Hex Alignment (bits) Field Name Description
.1 1111 ID The ETR ID of the ETR to which the CPC port that received the ETR
data in bytes 16-31 of the ETR-attachment information block is
connected.
Byte 3
43 (2B) XXX, ... Reserved.

11111 PN The port number of the ETR (output) port to which the CPC port that
received the ETR data in bytes 16-31 of the ETR-attachment
information block is immediately connected.

Word 5 The ETR-data word 2
44 (2C) bits 0-31 TIMEH High order word of ETR time at last OTE.
Word 6 The ETR-data word 3
Byte 0
48 (30) XXXX XXXX RCODE Reason code. Specifies the probable area of errors or contains
information about exception conditions.
Byte 1
49 (31) XXX, ... Reserved.
N CHAR When 1, indicates that the ETR is coupled; otherwise, the ETR is not
coupled.
e XXXX BLTO A type code that specifies the type of the master ETR.
Byte 2
50 (32) XXXX XXXX BUO The local-time-offset value, biased by . . .
Byte 3
51 (33) XXXX XXXX The accumulated number of leap seconds biased by excess-128
notation.
Word 7 The ETR-Data Word 4
Byte O
52 (34) bits 0-6 EM The sign and the magnitude of the error between the ETR time and an
external time standard at the time of the last capture.
Xewr v The error sign. When 0, the error is positive; that is, the ETR time is
ahead of the absolute time. When 1, the error is negative.
XXX XXX, Reserved.
....... X XXXX BUC The biased-UT1 correction value.
............ XXXX DC The drift code specifying the maximum long term drift rate of the ETR.
Bytes 2 and 3
54 (36) 2 TALC The ETR time at the last time the master ETR correctly received the
signal from an external time standard.
56 (38) Words 8-11 Reserved.
72 (48) Word 12 Information for the Alternate Port
Byte O
bits 0-7 Reserved.
Byte 1 <
73 (49) XXX, ... Reserved.
11111 SCID The ETR-network ID. Identifies the time source for all CPCs directly
connected to the ETR.
Byte 2
74 (50) XXX, ... Reserved.
9-10 z/OS V1R4.0 MVS Diagnosis: Reference




Table 9-4. Format of the ETR Record (continued)

Error Recording

Offset Size (bytes)
Dec Hex Alignment (bits) Field Name Description
211111 ID The ETR ID of the ETR to which the alternate CPC port is connected.
Byte 3
75 (51) XXX. ... Reserved.
..11111 PN The port number of the ETR (output) port to which the alternate CPC
port is immediately connected.
76 (52) 84 bytes Reserved.
96 bytes Character data containing the text of a message issued to the console
or to the system log (SYSLOG).

Link Maintenance Information (LMI) Record
The LMI record provides detailed device/CPC node information that is gathered for

a particular link incident. An LMI record describes link-degraded and link-failure

incidents.

Table 9-5. Format of the LMI Record

Offset Size (bytes)
Dec Hex Alignment (bits) Field Name Description
0 0) 1 A2KEY1 Class/Source:
1010 0010 Link maintenance information (LMI) record; type = X'A2".
1 (1) 1 A2KEY?2 System/release level:
100. .... OS/VS2 and later MVS systems.
XXXX Release level (0-1F).
2 2) 1 A2SMS Record-independent switches:
1. .. More records follow.
0... ... Last record.
X . Time-of-Day (TOD) clock instruction issued.
0... IBM System/360™
A IBM System/370
1 Record truncated.
SO 370 XA mode record.
I TIME macro used.
cee XXX Reserved.
3 3) 3 Record-dependent switches:
A2SW1 Reserved.
A2SW2 Reserved.
A2SW3 Reserved.
6 (6) 1 A2RCDCT Record count:
XXXX ... Sequence number of this physical record.
cee XXXX Total number of physical records in this logical record.
7 ) 1 Reserved.
(8) 8 A2DT System date and time of incident:
(8) 4 A2DATE System date of failure.
12 ©) 4 A2TIME System time of failure.
16 (10) 8 A2CPUID CPU identification.
16 (10) 1 A2VER Machine version code:
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Table 9-5. Format of the LMI Record (continued)

Offset

Size (bytes)
Dec Hex Alignment (bits) Field Name Description
XXXX XXX. Reserved.
....... 0 Version | CPUs.
....... 1 Version Il CPUs.
17 (12) 3 A2SER CPU serial number.
20 (14) A2MOD CPU machine model number
22 (16) A2CEL Reserved.
END OF STANDARD HEADER
24 (18) 1 A2INQUAL Incident qualifiers.
1. ... Null.
A Resend. Report or record has already been sent to a channel.
1 Dynamic connectivity control element. Incident node is a dynamic switch
port.
Ll Dedicated connection; static connection state.
. XX. Reporting class.
00.. Information report.
.. 01.. Link degraded but operational.
. 10.. Link not operational.
L1 Reserved.
...... XX Reserved.
25 (19) 1 A2INCODE Incident code.
Xewr e Primary/Secondary report.
0... ... Primary report.
1. ... Secondary report.
XXX XXXX Incident code type (IC). X'07'- X'7F' reserved.
x000 0001 Implicit incident.
x000 0010 Bit error rate threshold exceeded.
x000 0011 Link failure, loss of signal or synchronization.
x000 0100 Link failure, nonoperational sequence recognized.
x000 0101 Link failure, sequence timeout.
x000 0110 Link failure, illegal sequence for link-level facility state.
26 (1A) 2 A2DEDCIF Statically Connected Switch Interface (SCSI).
28 (10) 32 A2INODES INCIDENT Node Descriptor.
Byte O Incident flags.
XXX. ... Incident node-ID validity. X'3' - X'7' reserved.
000. .... Valid node ID.
001. ....